3GPP TSG SA WG1 Meeting #56

S1-113416
San Francisco, USA, 14 - 18 November 2011

Title:
[draft] Reply LS on length of security in PWS
Response to:
S1-113194/S3-111225
Release:
Release 11
Source:
TSG SA WG1 [RIM]
To:
TSG SA WG3, TSG CT WG1, TSG RAN WG2, TSG SA WG2
Contact Person:

Name:
Ian Doig
Tel. Number:

E-mail Address:
IDoig(at)RIM.Com
Attachments:
(None).

1. Overall Description:

SA1 thanks SA3 for their LS and their questions on security for PWS. SA1 would like to provide some preliminary comments to the questions posed.

Question A: “Confirm SA3s understanding on working assumptions, understandings and decisions” 
The PWS security requirement in 22.268 applies to all currently specified regional alert systems (i.e., Earthquake and Tsunami Warning System (ETWS), Commercial Mobile Alert System (CMAS), Korean Public Alert System (KPAS) and European Public Warning System (EU-ALERT)).
However, it is SA1s understanding that only ETWS uses digital signatures. SA1 has been made aware that the Commercial Mobile Alert System (CMAS) and the Dutch NL-alert system are is presently deployed without digital signatures and the Korean Public Alert System (KPAS) will also be deployed without digital signatures. SA1 also cannot confirm at this time which, if any, European Countries will in future intend to deploy a European Public Warning System (EU-ALERT) will that uses digital signatures.
SA1 is now considering if a corrective CR to 22.268 is required to clarify the above information.
SA1 will keep SA3 advised of future updates




2. Actions:

To CT1, RAN2, GERAN WG2 and SA2groups:

SA1 kindly asks SA3, CT1, RAN2, GERAN2 and SA2 to take this reply into account.
3. Date of next TSG SA1 Meetings:

TSG SA1 Meeting #57
13th – 17th February 2012
Kyoto, JP
TSG SA1 Meeting #58 
7th – 11th May 2012

Seville, ES
