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1. Overall Description:
SA1 would like to thank SA3 for LS on Secure Connection. 

SA1 believes that the identified inconsistency may be due to a difference in interpretation and usage of the term “MTC Server” between TS 22.368 and TR 23.888. Further, SA1 is the opinion that since MTC Applications (SA2’s definition) are outside the scope of 3GPP, then providing E2E security to these entities is outside the scope of 3GPP. However supporting or facilitating E2E security to MTC Server is within the scope of 3GPP. 
To avoid further confusion SA1 would like to request SA2 to consider changing the term “MTC Application” to “MTC Application Server” in both, direct and indirect, communication models. In addition, SA1 kindly ask SA2 to clarify the “MTC Application” and “MTC Server” roles in the architecture it has defined. 
SA1 confirms the requirement for Secure Connection stating:

“The MTC Feature Secure Connection is intended for use with MTC Devices that require a secure connection between the MTC Device and MTC Server.” 

2. Actions:

To 3GPP SA2: 


SA1 kindly asks SA2: 
1. Take the information mentioned above into account and update TR 23.888 respectively
2. Please consider updating the usage, naming and definitions of the “MTC Server” and “MTC Application” terms..
3. Provide clarification of the “MTC Application” and “MTC Server” roles in the architecture defined by SA2. 

To 3GPP SA3:
SA1 kindly asks SA3 to consider the information mentioned above in the future work on standardization of Secure Connection feature.
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