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1. Overall Description:

CT6 has considered the usage of UISM application for Hosting Party authentication and for storage of initial provisioning information. 

It has been clarified that, in order to fulfil the requirements in TS 22.220,
· The rework required to develop a Hosting Party USIM will result in an obfuscation of the specification of the USIM
· According to the current USIM intialisation procedure, the Hosting Party USIM would need to support a large number of unnecessary services such as emergency calling codes, Language indication, support of PLMN files, etc.
· The security management procedure defined by SA3 requiring a UICC-terminated EAP-AKA cannot be specified without impacting the existing authentication procedures.
· The set of files necessary for H(e)NB initial provisioning needs to be defined. These files will obviously not apply for a classical USIM inserted in ME.

· With the current mechanism of USIM Service Table, it is not possible to define a Hosting Party USIM and a USIM as mutually exclusive. This means it will not be possible to create a USIM profile that will work both in a ME and in a H(e)NB.

Conclusion:

3GPP CT6 concluded that the requirement " Optionally, the H(e)NB may support identification and authentication of the H(e)NB Hosting Party by means of a USIM application" is in contradiction with the above considerations.

CT6 is of the opinion that it would be more appropriate to define a dedicated application, the Hosting Party Identity Module (HPIM), for this purpose, and to store all the relevant data in this application.

CT6 thanks SA1 and is looking for further fruitful cooperation.

2. Actions:

To SA1 group.

ACTION: 
CT6 kindly asks SA1 to take the above into consideration and consider the use of a dedicated HPIM application for H(e)NB Hosting Party authentication. 
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