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Introduction

This paper describes changes and use cases for reusing 3GPP IP Multimedia Subsystem to be included in the TR for FS MTCe.  

Proposal

It is proposed that following use cases be included in TR 22.8xy.

**** First Change ****

4.2.4
Analysis

If one MTC Device wants to communicate with another MTC Device, several kinds of identifiers can be used to target the remote MTC device and route the data to it, such as IMSI, MSISDN, IP address, or SIP URI etc.

Some kinds of identifiers are routable and can directly target the remote side. By using these kinds of identifiers the originating MTC Device can directly set up communication towards the remote end. For those identifiers which are not routable, the originating MTC Device may request the assistance from the network or the MTC server.

Thus, for this communication scenario the following use cases exist:

a) MTC Devices communicating directly over 3GPP networks with each other without intermediate MTC Server (refer to figure 4-x4);

b) MTC Devices communicating with each other with intermediate MTC Server (refer to figure 4-x5)
-
MTC Server(s) can be located outside of the network operator domain;

-
MTC Server(s) can be located inside of the network operator domain e.g. 3GPP CN & IMS;

-
Data transmission between MTC Devices can be routed to each other via MTC Server(s);

-
Data transmission between MTC Devices can be routed directly to each other, with establishment of data session assisted by MTC Server(s).

**** Second Change ****

4.5
Reusing 3GPP IP Multimedia Subsystem
4.5.1
Scenario and Use Case 1:  Surveillance

In this Use Case, a House is equipped with surveillance sensors e.g. surveillance cameras, motion sensors, fire alarm, temperature etc. that are directly connected or connected via an MTC Gateway Device over fixed or mobile access towards  a Security Control Center (SCC) via a 3GPP CN using IP Multimedia Subsystem.
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Figure 4.5.1-1: MTC devices communication via 3GPP CN IMS with 3GPP devices
When an alarm is triggered the SCC is notified by for instance using IMS messaging procedures that relies on secure routing, authentication, and priority.  The SCC will verify that the alarm was not triggered by mistake by contacting the owner of the house using procedures that relies on secure routing and the possibility to add multimedia capabilities.

 -The Security Control Center "calls" up the surveillance cameras to get a better view of the situation using procedures that rely on secure routing and authentication of SCC with the possibility to set up video media (and other multimedia) using QoS, Priority, and NAT traversal of media. 

The SCC will further notify a "guard" of the situation using procedures for secure routing with the possibility to additional multimedia, priority, and QoS. The Security Control Center may also directly transfer the surveillance media to the guard, using additional procedures for Inter-UE transfer (transfer media session from SCC to Guard). The guard can then directly view the area, and access the local MTC devices.
4.5.2
Scenario and Use Case 2:  eHealth

In this Use Case,  a person is equipped with a health sensor that are directly connected over fixed or mobile access towards an eHealth Center (eHC) via a 3GPP CN using IP Multimedia Subsystem. 
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Figure 4.5.2-1: MTC devices communication via 3GPP CN IMS with 3GPP devices
When a health sensor alarm is triggered, the eHC is notified by for instance using IMS messaging procedures that relies on secure routing, authentication, QoS, and priority. The eHC will set up a voice connection towards the person that relies on procedures for secure routing and priority. The eHC will also set up a voice conference and include the person and a specialist (including all three parties). The eHC may directly transfer the sensor data to the specialist using additional procedures for Inter-UE transfer (transfer of media session from eHC to the specialist). The specialists can then directly view and manipulate the sensor.  

The eHC will send an ambulance and connect the ambulance into the conference using procedures for secure routing and priority. The eHC may transfer the sensor data to the ambulance using the additional procedures Inter-UE Transfer (transfer of media session from the specialist to the Ambulance).
**** End of Changes ****
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