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1. Introduction 

This document discusses the scenario where MTC device functions as a gateway for Small Office Home Office (SOHO) storage, media, content and local network management services. Additions to Section 4.1 Communications via MTC Gateway Device are proposed for review and approval.

2. Discussion: MTC Device as a SOHO Network Manager
Figure 1 below shows a typical SOHO network connected to a MTC Home Gateway (MTC HGW) device that provides Internet connectivity. 
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Figure 1
Today, the configuration and management of the SOHO network largely lies with the home/office owner. Also many modern homes have different media /content/storage servers that need to be manually configured. Protocols like uPnP, DLNA, ease the configuration but they do not effectively address remote access and management of the home network. This leaves the home/office owner to rely on mechanisms like port forwarding, DynDNS, etc. to configure and remotely access the home network placing a threshold on the technical competence required by the home/office owner. Reliance on Managed Service Providers (MSP) is not often cost effective to the SOHO and there are concerns with reliability of these MSPs.

3. Proposal 
We propose adding a new use case scenario as below in TR 22.888
************* Begin Changes 1 ******************
4.1
Communication via MTC Gateway Device 
4.1.1
Scenario and Use-case 1
In this scenario, depicted in Figure 4-x1, the MTC Gateway Device is a kind of MTC Device that has 3GPP mobile communication capability. The devices located at the MTC Capillary Network do not have 3GPP mobile communication capability, i.e. Local-Access Devices. They are connected to the MTC Gateway Device via local connectivity technologies such as IEEE 802.15, Zigbee, Bluetooth, etc. The MTC Gateway Device connects to 3GPP Access Networks. Thus the MTC Gateway Device acts as an agent for the devices in the MTC Capillary Network. The MTC Gateway Device may perform procedures such as authentication, authorization, registration, management, service aggregation and provisioning on behalf of the devices connected to it. 
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Figure 4.1.1-1: MTC Gateway Device Communication Scenario 1

Use Case 1: Smart Grid

In future smart grid applications, it might be necessary to provide a communications path between the utility and the home appliances through the M2M gateway (ETSI M2M) or communications hub.  It is unlikely that theses home appliances have a UE module installed. It is, however, reasonable to have M2M gateway or communications hub to be a MTC Device.  Hence, in such deployment, the home appliances in the home area network forms a capillary network behind a MTC Gateway Device (e.g. the M2M gateway or communications hub) from 3GPP perspective. 

Use Case 2: Automotive

Future vehicles may contain many devices that use machine-type communications. For instance, the navigation unit may need access to real-time traffic information and map updates. An automatic toll-paying device will need to contact relevant authorities for toll payment. The car sensors network will need to communicate with the workshop to report on operating parameters of various parts of the car. A plug-in vehicle will need to communicate with the smart-grid to facilitate demand response kind of applications.

In one deployment model, all these devices may be implemented by a single manufacturer, and thus may communicate using common local area network protocol (e.g. the Controller Area Network), and have only a single MTC Device for access to 3GPP network.  Such an MTC Device will become the MTC Gateway Device, providing access for a capillary network of Local-Access Devices in the vehicle.

Use Case x: SOHO Network Manager

The MTC Gateway (GW) Device may act as a SOHO Network Manager that allows the Mobile Network Operator (MNO) to extend services as a Managed Service Provider (MSP) into their subscriber’s local home/office network. For example, services such as configuration of the home/office file server, media server, Network Attached Storage (NAS), etc. can be configured, managed and provisioned by the MNO to relieve the home/office owner of the burden of setting up the local network servers and more importantly securing the local services from malicious access/intrusions. The MTC Gateway Device Communication Scenario as described in figure 4.1.1-1 can be extended to cover this use case. The manageability mechanisms for MTC Gateway Device can address configuration and remote access schemes already defined for the local home/office network. These mechanisms for the Home/Office owner should have remote access capability to the local Home/Office network through the MTC Server.

************* End Change 1 ******************
************* Begin Changes 2 ******************
4.1.4
Analysis

For the above use cases, the following deployment model exist (refer to Figure 4-x5):

-
MTC Gateway Device acts as a gateway to connect an MTC Capillary Network to the 3GPP access network
-
The MTC Capillary Network may contain MTC Devices.

-
The MTC Capillary Network may contain Local-Access Devices.
· The MTC Capillary network may be accessed remotely by the MTC User via the MTC Server and the MTC Gateway Device
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Figure 4.1.4-1: Deployment model with MTC Gateway Device communicating with MTC Server..
************* End Changes ******************
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