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Introduction

This contribution contains proposed text for minor corrections and the addition of some definitions into the NIMTC TS.
Discussion 
In general, the following changes are proposed:

· Add definitions for:

MTC Device

MTC Server

MTC User

MTC Subscriber

· Changed MTC device to MTC Device since it is now a formally defined term.

· Changed Central Server to MTC Server to be more consistent. 
· Change MTC Terminal to MTC Device.  These terms were used interchangeably and at the last meeting it was decided that the term MTC Device should be used and defined.
Proposal 
----------------------------1st Change----------------------------------

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].


MTC Device: A MTC Device is a specialized M2M UE which communicates through a PLMN with MTC Server(s) and/or other MTC Device(s).  
Note: A MTC Device might also communicate locally (wirelessly, possibly through a PAN, or hardwired) with other entities which provide the MTC Device “raw data” for processing and communication to the MTC Server(s) and/or other MTC Device(s).  Local communication between MTC Device(s) and other entities is out of scope of this technical specification. 
MTC Server: A MTC Server is an entity which communicates through the PLMN with the MTC Devices. The MTC Server also has an interface which can be accessed by the MTC User.  The MTC Server performs services for the MTC User.
MTC User: A MTC User interfaces and uses the service provided by the MTC Server.  

MTC Subscriber: A MTC Subscriber is a legal entity having a contractual relationship with the MNO to provide service to one or more MTC Devices.  

----------------------------End of Change----------------------------------
----------------------------2nd Change---------------------------------------
MTC Communication Aspects

5.1
MTC Communication Scenarios

5.1.1
Introduction

For MTC communication the following communication scenarios are identified:
a) MTC Devices communicating with one or more MTC Server (N:M relation)

b) MTC Devices communicating with each other (1:1 relation)

5.1.2
MTC Devices communicating with one or more MTC Servers

For this communication scenario the following options exist:

a) MTC Server internal in the network (refer to figure 5-1) 

-
MNO is owner of the MTC Server(s)

-
MNO offers API (e.g. OSA) on the MTC Server(s) of MNO

-
MTC User accesses MTC Server(s) of MNO via API 

a) MTC Server external to the network (refer to figure 5-2)

- 
MTC User is owner of the Central Server(s)

-
MNO offers the network connectivity to connect the operator domain to the MTC Server(s) (outside the operator domain).
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Figure 5-1: Communication scenario with MTC Devices communicating with MTC Server. MTC Server is located in the operator domain.
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Figure 5-2: Communication scenario with MTC Devices communicating with MTC Server. MTC Server is located outside the operator domain.
5.1.3
MTC Devices communicating with each other

For this communication scenario the MTC Devices communicate directly without intermediate MTC Server (refer to figure 5-3).


[image: image3]
Figure 5-3: MTC Devices communicating directly with each other without intermediate MTC Server.
5.2
Addressing and Identifiers
5.2.1 Addressing

There are several possibilities to address terminals in 3GPP networks. The used addressing scheme depends on the terminal type and required connectivity, which may be mobile originating/terminating, CS, PS (GPRS) or IMS. The known problems with several addressing schemes are related to address space limitations. Such limits concern IMSI, MSISDN and IPv4 in particular. 

In order to overcome these problems chapter 7 defines requirements for addressing in MTC context. 
5.2.2 Identifiers

Identifiers are used in cellular networks e.g. for security purposes. Similar approach is feasible in MTC enabling networks. However, it is foreseen that usage of identifiers need to be extended in MTC context e.g. to allow simpler charging mechanisms for MTC Device belonging to the same group of devices. 

As with addressing, mechanisms will be required to identify groups of MTC Devices and the scope in which such identification should be interpreted (public, private…). 

Chapter 7 specifies requirements for identifiers.  
6
Categorisation of System Optimisations for Machine-Type Communications

6.1
General

Machine Type Communication (MTC) applications do not all have the same characteristics. This also implies that different system optimisations can be invoked for different MTC applications. System optimisation categories are defined to provide structure for the different system optimisations that can be invoked for specific services. The categorisation of system optimisation makes it possible to indicate which system optimisation categories apply.
The different system optimisation categories are defined in clause 5.2. Clause 6.2 provides service requirements for each of the system optimisation categories.

6.2
System optimisation categories

6.2.1
Low Mobility 

The low mobility system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service low mobility MTC Devices. The majority of currently deployed MTC Devices do not move once activated and the system can be optimized for these low mobility or stationary devices. The efficiency results from optimising mobility management procedures for these types of MTC applications.   A MTC application would be consider a low mobility application if it never moves more than approximately once in a month.
Editors note: There is no category regarding high mobility application requirements as this is covered by H2H applications already.

----------------------------End of Change----------------------------------
----------------------------3rd Change---------------------------------------
6.2.5
Group Based

The group based system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that relate to a group of MTC Devices. Most MTC applications involve the deployment of a group of MTC Devices that are owned and operated by a single MTC customer and as such the MTC customer and the MNO would prefer to treat the group as a single entity in certain terms.

Editor’s Note: FFS: it needs to be clarified better which optimisations are intended with group based.
----------------------------End of Change----------------------------------
----------------------------4th Change---------------------------------------
6.2.8
Theft/Vandalism Vulnerable

Unlike H2H devices, MTC Devices are often employed in highly remote geographical locations or highly public locations which may increase the possibility of vandalism or theft. The network cannot prevent theft or vandalism but it can provide functionality to detect such events (e.g. monitoring movement of stationary devices). 

The theft/vandalism vulnerable system optimisations category will contain features that will result in improving the ability of the system to detect theft/ vandalism attacks to MTC Devices.

End 4th Change

Start 5th Change

7.1.2
Addressing
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Figure 7-1: MTC server in a public IPv4 address space sending a mobile terminated IPv4 message to a MTC Device

-
The system shall provide a mechanism, according to operator policy, where an MTC server in a public IPv4 address space can successfully send a mobile terminated IPv4 message to the MTC Device inside a private IP address space

-
The mechanism shall be scalable to utilise all of the MNO’s private IP address space

-
The mechanism shall minimize the required configuration by the MNO and the MTC User

-
The mechanism shall minimize the messaging sent by the MTC server to initiate communications with the MTC Device

-
The mechanism shall minimize the messaging sent over the air to the MTC Device

-
The mechanism shall minimize any additional user plane latency

-
The mechanism shall minimize any additional security threats to the MTC Device 

----------------------------End of Change----------------------------------
----------------------------5th Change---------------------------------------
7.1.6 Remote MTC Device Management

The requirements of remote MTC Device management include:

-
Configuring the MTC Device parameters.
-
Updating the MTC Device firmware.
Editor’s Note: further MTC specific requirements for network improvements on MTC Device management are expected. 
----------------------------End of Change----------------------------------
----------------------------6th Change---------------------------------------
7.2.5
Group Based

The system should be optimized to handle large groups of MTC Devices affiliated with a single MTC User (N:1 relationship) or with multiple MTC Users (N:M relationship).  The MTC Users may also be associated with several groups of MTC Devices.
----------------------------End of Change----------------------------------
----------------------------7th Change---------------------------------------
Theft /Vandalism Vulnerable MTC Application Use Case 

In contrast to the traditional H2H devices, which are carefully held and protected by a person, MTC Devices are often located in remote areas and ideally are untouched after installation for many years. The remote locales make these devices more susceptible to tampering by unauthorised persons. The tampering of the MTC Device is often accompanied by damage to the metering device. The network has security mechanisms for protection for this type of activity which may not be effective for MTC Devices. The network can not prevent it but can detect it as early as possible in order to deactivate the ME’s service and the related USIM. In addition, often theft/vandalism vulnerable MTC Devices are stationary after initial installation and activation. The stationality of the MTC Device can be utilized to improve the detection of theft. If a known stationary devices moves, it can be concluded that the MTC Device has been stolen and thus the account deactivated.

----------------------------End of Change----------------------------------
----------------------------8th Change---------------------------------------
Mass Concurrent Data Transmission Application Use Case 
Mass concurrent data transmission takes place in some MTC applications. One of the typical applications is the bridge monitoring with a mass of sensors. When a train passes through the bridge, all the sensors transmit the monitoring data almost simultaneously.  The same thing happens in hydrology monitoring during the time of heavy rain and in building monitoring when intruders break in. The network should be optimized to enable a mass of MTC Devices to transmit data almost simultaneously.
----------------------------End of Change----------------------------------
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