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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document specifies the service requirements for Network Improvements for Machine Type Communications. In particular it will:

-
identify and specify general requirements for machine type communications;

-
identify service aspects where network improvements (compared to the current human-to-human oriented services) are needed to cater for the specific nature of machine-type communications;

-
specify machine type communication requirements for these service aspects where network improvements are needed for machine type communication.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
MTC Device: A MTC Device is a specialized M2M UE which communicates through a PLMN with MTC Server(s) and/or other MTC Device(s).  

Note: 
A MTC Device might also communicate locally (wirelessly, possibly through a PAN, or hardwired) with other entities which provide the MTC Device “raw data” for processing and communication to the MTC Server(s) and/or other MTC Device(s).  Local communication between MTC Device(s) and other entities is out of scope of this technical specification. 

MTC Server: A MTC Server is an entity which communicates through the PLMN with the MTC Devices. The MTC Server also has an interface which can be accessed by the MTC User.  The MTC Server performs services for the MTC User.
MTC User: A MTC User interfaces and uses the service provided by the MTC Server.  
MTC Subscriber: A MTC Subscriber is a legal entity having a contractual relationship with the MNO to provide service to one or more MTC Devices.  

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
NIMTC
Network Improvements for Machine Type Communications
MTC
Machine Type Communications
4
Overview of System Optimisations for Machine-Type Communications

Editors Note: this chapter will contain a general description of what machine-type communications are and what system optimisations for machine-type communications are.

Machine type communication is a form of data communication which involves one or more entities that do not necessarily need human interaction.  There is market potential for machine type communications services beyond the current "premium machine type market segment" that already uses the mobile networks’ facilities.  For mobile networks to be competitive for mass market machine-type applications, it is important to optimise their support for machine-type communications. The current mobile networks are optimally designed for Human-to-Human communications, but are less optimal for Machine to Machine, Machine to-Human, or Human-to-Machine applications.  It is also important to enable network operators to offer machine type communication services at a low cost level, to match the expectations of mass-market machine-type services and applications.

A service optimised for machine type communications differs from a service optimised for Human to Human communications.  Machine type communications is different to current mobile network communication services as it involves:

a) new or different market scenarios,

b) data communications,

c) lower costs and effort,

d) a potentially very large number of communicating terminals with, 

e) to a large extent, little traffic per terminal.
5
MTC Communication Aspects
5.1
MTC Communication Scenarios

5.1.1
Introduction

For MTC communication the following communication scenarios are identified:
a) MTC Devices communicating with one or more MTC Server (N:M relation)

b) MTC Devices communicating with each other (1:1 relation)

5.1.2
MTC Devices communicating with one or more MTC Servers

For this communication scenario the following options exist:

a) MTC Server internal in the network (refer to figure 5-1) 

-
MNO is owner of the MTC Server(s)

-
MNO offers API (e.g. OSA) on the MTC Server(s) of MNO

-
MTC User accesses MTC Server(s) of MNO via API 

a) MTC Server external to the network (refer to figure 5-2)

- 
MTC User is owner of the MTC Server(s)

-
MNO offers the network connectivity to connect the operator domain to the MTC Server(s) (outside the operator domain).
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Figure 5-1: Communication scenario with MTC Devices communicating with MTC Server. MTC Server is located in the operator domain.
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Figure 5-2: Communication scenario with MTC Devices communicating with MTC Server. MTC Server is located outside the operator domain.
5.1.3
MTC Devices communicating with each other

For this communication scenario the MTC Devices communicate directly without intermediate MTC Server (refer to figure 5-3).


[image: image5]
Figure 5-3: MTC Devices communicating directly with each other without intermediate MTC Server.
5.2
Addressing and Identifiers
5.2.1 Addressing

There are several possibilities to address terminals in 3GPP networks. The used addressing scheme depends on the terminal type and required connectivity, which may be mobile originating/terminating, CS, PS (GPRS) or IMS. The known problems with several addressing schemes are related to address space limitations. Such limits concern IMSI, MSISDN and IPv4 in particular. Radio capacity constraints and the need to avoid overhead of MTC Device addressing compared to the transferred data information (in particular for MTC Device with Low Data Usage characteristics) need to be taken into account.
In order to overcome these problems chapter 7 defines requirements for addressing in MTC context. 
5.2.2 Identifiers

Identifiers are used in cellular networks e.g. for security purposes. Similar approach is feasible in MTC enabling networks. However, it is foreseen that usage of identifiers need to be extended in MTC context e.g. to allow simpler charging mechanisms for MTC Device belonging to the same group of devices. 

As with addressing, mechanisms will be required to identify groups of MTC Devices and the scope in which such identification should be interpreted (public, private…). 

Chapter 7 specifies requirements for identifiers.  
6
Categorisation of System Optimisations for Machine-Type Communications

6.1
General

Machine Type Communication (MTC) applications do not all have the same characteristics. This implies that not every system optimisation is suitable for every MTC application. Therefore, system optimisation categories are defined to provide structure for the different system optimisations that can be invoked. The categorisation of system optimisation makes it possible to indicate which system optimisation categories apply. An optimisation category defines one or more MTC Features. Such MTC Features can then be offered on a per subscription basis or on a per invocation basis.
MTC Features can be individually activated. For example, it is be possible to support a Low Mobility and Time Controlled subscription or invocation.

A subscription or invocation with none of the MTC Features activated behaves like a regular mobile subscription without MTC specific optimisations.

The different system optimisation categories are defined in clause 6.2. Clause 7.2 provides service requirements for each of the system optimisation categories.

6.2
System optimisation categories

6.2.1
Low Mobility 

The low mobility system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service low mobility MTC Devices. The majority of currently deployed MTC Devices do not move once activated and the system can be optimized for these low mobility or stationary devices. The efficiency results from optimising mobility management procedures for these types of MTC applications.   A MTC application would be consider a low mobility application if it never moves more than approximately once in a month.
Editors note: There is no category regarding high mobility application requirements as this is covered by H2H applications already.

6.2.2
Time Controlled
The time controlled system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service time controlled MTC applications. Some MTC applications are uniquely not time sensitive such that they can wait several hours or possibly days before getting connected and the system requires unique optimization to take advantage of this time tolerance. The efficiency improvement consists of offering these types of MTC applications to communicate during operator determined and adjustable time periods only. 
6.2.3
Packet Switched (PS) only 

The packet switched-only system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that only require packet switch service (no CS service). Unlike most H2H applications, a large majority of MTC applications only require packet switched service and thus new services and requirements dealing with PS only applications are achievable.  A MTC application would be considered a PS only application if it only requires PS services (no SM or CS services). The efficiency improvement consist of disabling CS related procedures and functions for these types of applications. 

Editors Note: there is no category for CS only as there are currently no known services or requirements for this category. It may be added later.
6.2.4
Low Data Usage 

The low data usage system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that only require very low amounts of data. A substantial number of MTC applications only require extremely small amounts of data in the range of hundreds of bytes per month so additional services and requirements to improve the efficiency in the system are attainable. A MTC application would be considered a low data usage only application if it regularly receives and transmits a small amount of data per session. For example, the efficiency improvement could consist of allowing these types of applications to send data without the overhead associated with establishment, tear-down and handling of dedicated data connections.

Editor’s Note: There is no category regarding high data as this is covered by H2H applications already.

6.2.5
Group Based

The group based system optimisation category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that relate to a group of MTC Devices. 

Group based optimisation(s) applies for MTC Devices grouped geographically or for the same MTC User and where each MTC Device is visible from the Network perspective. Each MTC Device of this group can have its own MTC feature(s). 
Editor’s Note: FFS: it needs to be clarified which optimisations are intended with this group

Other “group” where M2M devices are grouped together and the Network has the visibility of the group through a single MTC Device is possible. The Network has no visibility of individual M2M devices. The MTC Feature(s) apply to this single visible MTC Device. 
NOTE: This “group” is out of scope of 3GPP, there are no group optimizations foreseen for this “group”. 
6.2.6
Mobile Originated Only 

The mobile originated (MO) only system optimisations category will contain optimisations that will result in improving the ability of the system to efficiently service MTC applications that only need to originate communications. The originating communications maybe in the form of a short message (SM), a PS request, or CS request. A MTC application would be considered a MO only application if it always initiates communications and does not need to receive MT CS calls, MT short messages, or MT push data. For example, the efficiency improvements could consist of disabling procedures and functions for mobility management procedures for these types of applications.

Editor’s Note: There is no category regarding mobile terminated as the ability to support mobile terminating calls or connections is considered generic.

6.2.7
High Availability

This category will introduce improvements in the network to enable MTC for applications that need high availability in their connection. In these kinds of applications the network connection must be available most of the time since transmission of data is usually linked to emergency events. Furthermore, these applications require testing the connection status frequently to detect possible errors in communication. 
6.2.8
Theft/Vandalism Vulnerable
Unlike H2H devices, MTC Devices are often employed in highly remote geographical locations or highly public locations which may increase the possibility of vandalism or theft. The network cannot prevent theft or vandalism but it can provide functionality to detect such events (e.g. monitoring movement of stationary devices). 

The theft/vandalism vulnerable system optimisations category will contain features that will result in improving the ability of the system to detect theft/ vandalism attacks to MTC Devices.

7
Service Requirements

7.1
Common Service Requirements

7.1.1
General

For MTC:

-
It shall be possible to enable or disable different MTC Features independently. 
-
It shall be possible to enable or disable MTC Features per subscription.
-
It shall be possible to enable or disable MTC Features per service invocation.
-
It shall be possible for the MNO network to be aware of which MTC Features apply to a MTC subscription, MTC Devices or MTC service invocation.

Editor’s note: the service invocation needs further clarifications 

-
It shall be possible for the operator to restrict or allow the use of MTC subscription for other MEs/MTC Devices (e.g. based on matching or mismatching of MTC Features and/or other types of MTC Devices).

Editor’s note: the text of the preceding requirement needs to be improved.

7.1.2
Addressing


[image: image6]
Figure 7-1: MTC Server in a public IPv4 address space sending a mobile terminated IPv4 message to a MTC Device
-
The system shall provide a mechanism, according to operator policy, where an MTC server in a public IPv4 address space can successfully send a mobile terminated IPv4 message to the MTC Device inside a private IP address space

-
The mechanism shall be scalable to utilise all of the MNO’s private IP address space

-
The mechanism shall minimize the required configuration by the MNO and the MTC User

-
The mechanism shall minimize the messaging sent by the MTC server to initiate communications with the MTC Device
-
The mechanism shall minimize the messaging sent over the air to the MTC Device
-
The mechanism shall minimize any additional user plane latency

-
The mechanism shall minimize any additional security threats to the MTC Device 
-
The mechanism should minimize changes required to pre-Release 10 MTC Servers outside the operator domain and using IPv4 addressing methods.
7.1.3
Identifiers

7.1.4
Charging Requirements

7.1.5
Security Requirements
7.1.6 Remote MTC Device Management

The requirements of remote MTC device management include:

-
Configuring the MTC Device parameters.
-
Updating the MTC Device firmware.
Editor’s Note: further MTC specific requirements for network improvements on MTC device management are expected. 
7.2.
Category specific service requirements

Editors Note: service requirements are specified for particular categories. E.g. service requirements related to improvements in mobility management would be listed in one of these sections, because they do not apply to all machine-type applications.

7.2.1
Low Mobility 
For MTC subscriptions with the Low Mobility MTC Feature
-
It shall be possible for the operator to reduce the frequency of mobility management procedures. 
-
It shall be possible for the operator to dynamically configure the MTC Devices to reduce the frequency of the mobility management procedures.  

-
It should be possible to configure the MNO network in order to take into account the reduced frequency of the mobility Management procedures.

7.2.2
Time Controlled

For MTC applications a network operator shall be capable to provide time controlled subscriptions to MTC users. A time controlled subscription contains an access period during which period the user is allowed to access i.e. to attach to the network. Outside the access period access to the network is denied by the operator i.e. an attach request is rejected by the network.

The access period may be either fixed or dynamically adjustable by the network operator.  

For the time controlled subscriptions the following applies:

-
It shall be possible for the network operator to only allow access to the network during a (pre)defined time period based on e.g. low traffic time periods

-
It shall be possible for the network operator to alter the access period based on criteria (e.g. daily traffic load) defined by the network operator

-
It shall be possible for the network operator to communicate the altered access period to the MTC Device and the MTC User
7.2.3
PS only

Editor’s note: we need to explain that there are one or more MTC Features in this category

A network operator shall be capable to provide PS only subscriptions with or without assigning an MSISDN.

For subscription with or without the No MSISDN MTC Feature:

-
Remote MTC Device configuration (re-using existing Device Management and Over-the-Air configuration) shall be supported.

7.2.4
Low Data Usage
The system shall support transmissions of small amounts of data with minimal signalling overhead.

-
When sending a small amount of data it shall be possible for a MTC Device to efficiently connect to the network, send the data, receive acknowledgement of sent data, and disconnect from the network.

NOTE:
Disconnecting from the network may also imply a going asleep mode.

7.2.5
Group Based

The system should be optimized to handle large groups of MTC Devices affiliated with a single MTC User (N:1 relationship) or with multiple MTC Users (N:M relationship).  The MTC Users may also be associated with several groups of MTC Devices.
7.2.6
Mobile Originated Only

Editor Note: We need to explain that there are 2 different MTC features related to this optimization category.

For MTC subscriptions with the Mobile Originated Only MTC Feature:
-
It shall be possible for the operator to reduce the frequency of mobility management procedures;

-
It shall be possible for the operator to dynamically configure the MTC Devices to perform mobility management procedures only at the time of the Mobile Originated communications;

-
It should be possible to configure the MNO network in order to take into account the reduced frequency of the mobility Management procedures.
 For MTC subscriptions with the Infrequent Mobile Terminated MTC Feature
-
It shall be possible for the operator to reduce the frequency of mobility management procedures. 
-
It shall be possible for the operator to dynamically configure the MTC Devices to reduce the frequency of the mobility management procedures.  

-
It should be possible to configure the MNO network in order to take into account the reduced frequency of the mobility Management procedures.
NOTE: 
It should be possible to minimize mobility management due to MTC Device movement for MTC subscriptions with the Infrequent Mobile Originated MTC Feature.
7.2.7
High Availability 

7.2.8
Theft/Vandalism Vulnerable
Annex A (informative): Use cases

Addressing from a centralized entity Use Case
Metering devices are typically monitored and controlled by a centralized entity outside or inside the MNO system. Due to the need for centralized control, the centralized entity will inform or poll the metering device when it needs measurement information rather than the metering device autonomously sending measurements. Depending on the nature of the metering application, low latency responses are sometimes required (metering for high pressure pipelines for example). To accomplish this, the centralized entity will need to inform the metering device when it needs a measurement. Typically due to the limitation of IPv4 address space, the metering terminal is behind a NAT (Network Address Translator) where it is not assigned a routable IPv4 address.
Theft /Vandalism Vulnerable MTC Application Use Case 

In contrast to the traditional H2H devices, which are carefully held and protected by a person, MTC Devices are often located in remote areas and ideally are untouched after installation for many years. The remote locales make these devices more susceptible to tampering by unauthorised persons. The tampering of the MTC Device is often accompanied by damage to the metering device. The network has security mechanisms for protection for this type of activity which may not be effective for MTC Devices. The network can not prevent it but can detect it as early as possible in order to deactivate the ME’s service and the related USIM. In addition, often theft/vandalism vulnerable MTC Devices are stationary after initial installation and activation. The stationality of the MTC Device can be utilized to improve the detection of theft. If a known stationary devices moves, it can be concluded that the MTC Device has been stolen and thus the account deactivated.
Time Controlled MTC Application Use Case

For some MTC applications the actual time at which communication takes place is less important, but low communication costs are extremely important. An operator can offer low communication fees for this type of applications by allowing communication to take place during low traffic time periods only. Possibly the operator may want to dynamically adjust these time periods based on the actual network traffic load at a specific time.  

High Availability Use Case

Some M2M communications are characterized for the need of a high availability connection. Typical applications include security, monitor and alarm systems that can not be down when the emergency situation occurs (robbery, fire alarms, gas pipes…). To deploy this kind of systems massively, network should be improved to guarantee a nonstop connection and the means to detect possible errors by checking connection status frequently.

Mass Concurrent Data Transmission Application Use Case 

Mass concurrent data transmission takes place in some MTC applications. One of the typical applications is the bridge monitoring with a mass of sensors. When a train passes through the bridge, all the sensors transmit the monitoring data almost simultaneously.  The same thing happens in hydrology monitoring during the time of heavy rain and in building monitoring when intruders break in. The network should be optimized to enable a mass of MTC Devices to transmit data almost simultaneously.
Congestion control Use Case

In some configurations with high number of vending machines connected to a mobile core network, it can be experienced a GGSN congestion because of a large number of simultaneous connections to a central server of the customer. See the following configuration:
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Editor Note: this use case needs further elaboration
Access Control with billing plan Use Case

In some configurations, it may be necessary to restrict the access of a UICC that is dedicated to be used only with machine type modules associated with a specific billing plan. It should be possible to associate a list of UICC to a list of terminal identity such as IMEISV so that if the UICC is used in an other terminal type, the access will be refused. See the following configuration:
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Annex B (informative): Examples of M2M applications
Some examples of machine‑type communications are listed in the following table.  This list is not exhaustive and is intended to be representative of the scope of machine‑type services.
	Security
	Alarm systems

Backup for landline

Access control

Car/driver security 

	Tracking & Tracing
	Fleet Management
Order Management
Pay as you drive

Asset Tracking
Navigation

Traffic information

Road tolling

Traffic optimisation/steering

	Payment
	Point of sales

Vending machines

Loyalty concepts
Gaming machines

	Health
	Monitoring vital signs

Supporting the aged or handicapped
Web Access Telemedicine points

Remote diagnostics

	Remote Maintenance/Control
	Sensors

Lighting

Pumps

Valves
Elevator control
Vending machine control
Vehicle diagnostics

	Metering
	Power

Gas

Water

Heating

Grid control

Industrial metering
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Editor’s Note: the NIMTC work item description is listed below as a reference in the early stages of the work on this TS. It will be removed before the TS is sent for information to TSG SA.
Work Item Description

Title

Network Improvements for Machine-type Communications (NIMTC)
Is this Work Item a "Study Item"? (Yes / No):
No

1

3GPP Work Area

	X
	Radio Access

	X
	Core Network

	X
	Services


2

Linked work items

This work item is a follow-on to the previous study item on Machine-to-Machine communications (M2M).

3

Justification

Excerpt from TR22.868 on Machine-to-Machine communications:

“It appears that there is market potential for M2M beyond the current "premium M2M market segment" i.e. the market segments that are currently using M2M. In particular it is possible to identify potential applications for mass M2M service, e.g. consumer products manufacturers could keep in touch with their products after they are shipped – car manufacturers could serve as an example for that. Another example is in the home environment where remote maintenance of heating and air condition, alarm systems and other applications can also be identified.”

The study on Machine-to-Machine communications indicated the potential for machine-type communications over mobile networks. However, for example wireless sensor networks (e.g. Zigbee) in combination with fixed network communications are also a contender for the implementation of such applications. For mobile networks to be competitive for mass machine-type applications, it is important to optimise their support for machine-type communications. The current mobile networks are optimally designed for Human-to-Human communications, but are less optimal for machine-to-machine, machine-to-human, or human-to-machine application. It is also important to enable network operators to offer machine type communication services at a low cost level, to match the expectations of mass-market machine-type services and applications.

At the end of Q1 2007, with the approval of TR22.868 at SA#35, a study item into Machine-to-Machine communications was completed. At the time, a list of possible requirements was agreed upon, but no subsequent specification phase was started. This work item is intended to take the results on network improvements from the study item forward into a specification phase.
4

Objective

The goal of this work item is to:

 - provide network operators with lower operational costs when offering machine type communication services

 - reduce the impact and effort of handling large machine type communication groups

 - optimize network operations to minimize impact on device battery power usage

 - stimulate new machine type communication applications by enabling operators to offer services tailored to machine type communication requirements

The M2M study item resulted in a list of possible requirements. The objectives of this work item include:

 - identify and specify general requirements for machine type communications

 - identify service aspects where network improvements (compared to the current H2H oriented services) are needed to cater for the specific nature of machine-type communications

 - specify machine type communication requirements for these service aspects where network improvements are needed for machine type communication 
M2M communications has many aspects, not all of which can be handled in a single WID. This WID therefore has the following focus:

 - only machine-type communication via mobile networks is considered, machine-type communication solutions via wireless sensor networks and/or fixed communication networks are not included,

 - the work item will specify a machine-type data communication service, it will not specify particular M2M applications

 - only improvements on the radio and network side are considered, machine-type communication aspects of (x)SIMs and/or new models for the management of (x)SIM are out of scope of this WID.

5

Service Aspects

Machine-type communication is seen as a form of data communication which involves one or more entities that do not necessarily need human interaction. A service optimised for machine type communications is likely to differ from a service optimised for human-to-human communications.
There are many different applications which may make use of machine-type data communication. However, specification of these applications themselves is outside the scope of this WID.
6

MMI-Aspects

None. MMI aspects may be relevant to the machine-type applications involved, but the applications themselves are out of scope of this WID.
7

Charging Aspects

Improvements of CDR generation may be addressed. For some machine-type applications, there is a significant overhead of CDR generation wrt the actual pay load of user data.  
8

Security Aspects

Some categories of machine-type communications and applications may have specific security requirements.
9
Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	
	
	X
	

	No
	
	
	
	
	

	Don't know
	X
	X
	X
	
	


10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TS22.xxx
	Service requirements for machine-type communications
	SA1
	
	SA#43
	SA#44
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


11

Work item rapporteur(s)

Toon Norp (KPN), (toon.norp AT tno.nl)
12

Work item leadership

3GPP TSG SA WG1

13

Supporting Companies

KPN, Airbiquity, China Mobile, Inter Digital, Nortel Networks, SK Telecom, Telecom Italia, ZTE

14

Classification of the WI (if known)

	
	Study Item (no further information required)

	X
	Feature (go to 14a)

	
	Building Block (go to 14b)

	
	Work Task (go to 14c)


14a
The WI is a Feature: List of building blocks under this feature

(list of Work Items identified as building blocks)

14b
The WI is a Building Block: parent Feature 

(one Work Item identified as a feature)

14c
The WI is a Work Task: parent Building Block

(one Work Item identified as a building block)
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