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1
Introduction

SA1 agreed the following definitions:
Open access mode: this is the same as a normal cell that may be co-ordinated or unco-ordinated deployment. 

Hybrid access mode: this is the same as a CSG cell, at the same time, non-CSG members are allowed access.

This document provides proposed requirements for open access and hybrid access modes for TS22.220.
2
Text Proposals 
/* start of 1st change */ 
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Closed Subscriber Group (CSG): A Closed Subscriber Group identifies subscribers of an operator who are permitted to access one or more cells of the PLMN but which have restricted access (CSG cells).

CSG cell: A CSG cell, part of the PLMN, broadcasting a specific CSG identity. A CSG cell is accessible by the members of the closed subscriber group for that CSG identity. All the CSG cells sharing the same CSG identity use the same radio access technology. All the E-UTRAN CSG cells sharing the same identity are identifiable as a single group for the purposes of mobility management and charging
Subject to operator and registered owner agreement a CSG cell may be reconfigured to be an unrestricted UTRAN or E-UTRAN cell.

CSG identity: An identifier broadcast by a CSG cell or cells and used by the UE to facilitate access for authorised members of the associated Closed Subscriber Group.

CSG identities white list: A list stored in the USIM containing all the CSG identities of the CSGs to which the subscriber belongs.

Open access mode: HNB/HeNB operates as a normal cell, i.e. non-CSG cell. 

Closed access mode: HNB/HeNB operates as a CSG cell.

Hybrid access mode: HNB/HeNB operates in both open access mode and closed access mode at the same time.
/* end of 1st change */ 
/* start of 2nd change */ 
5.3
Access Control requirements

-
Subject to network operator and HNB/HeNB owner agreement, the network operator shall be able to configure the HNB/HeNB with open access mode or closed access mode. It shall also be possible to configure the HNB/HeNB to provide a combination of both open and closed access mode at the same time, a hybrid access mode.
-
When the HNB/HeNB is configured for open access mode or hybrid access mode, it shall be possible for the HNB/HeNB to provide services to subscribers of any PLMN not belonging to its associated CSG, subject to roaming agreement.
-
When the HNB/HeNB is configured for closed access mode, only users that belong to its associated CSG can receive services. CSG members may include subscriber of any PLMN subject to roaming agreement.
-
The owner of the HeNB or HNB shall be able, under the PLMN operator supervision, to add, remove and view the list of CSG members. The consent of the temporary member shall be obtained before being added to the subscriber group. 

-
The UE shall maintain in the USIM a list of allowed CSG identities (white list). All CSG cells belonging to a CSG identity not included in the list of allowed CSG identities shall be considered not suitable by the UE as specified in TS25.304 [6] and TS36.304 [7].

-
Each CSG identity shall be associated to a subscriber group which identifies the subscribers allowed to access the CSG. When the subscriber group is updated, this information shall be transferred by the network and to the affected UEs belonging to the subscriber group.  

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
For temporary members, it shall be possible to limit the period of time during which the UE is allowed to camp on a CSG cell (granted access rights).It shall be possible to configure a time period for each temporary member.

-
The time period shall be configurable by the Home eNodeB owner and/or the network operator operating the CSG cell and shall span from 1 decihour to several days. If no value is given unlimited access to the CSG cell is allowed.

-
When the time period expires

-
The CSG shall no longer be considered to be available to provide services, except for emergency calls. 

-
All affected UEs in connected mode are released.

-
When the subscriber group is updated, the affected UE and the registered CSG owner shall be informed accordingly.

-
The network operator and/or the HeNB owner under the supervision of the network operator shall be able to set a maximum limit to the number of UEs with granted access to the CSG ID. This limit is a static setting which can only be changed/set during configuration or maintenance.

5.4
Display requirements

5.4.1
CSG indicator

A UE camped in a CSG cell may display a CSG indicator. The CSG indicator is configured by the network operator. The format of the indicator can be text and/or graphic (e.g. home coverage). 

It shall be possible to associate each CSG indicator to each of the CSG identities contained in the CSG white list. 
It shall be possible to indicate to users when they are on a HNB/HeNB that provides a CSG identity that is part of the UE whitelist
Note: We should clarify the concept above.
