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This is the replacement for S1-071419, as directed at SA1#37, Tuesday October 30th. The method for producing this document was as follows:

1) I imported the current text for use cases 1, 3, 4 from v1.0.0 of TR22.937.

2) I implemented the agreed changes according to the following contributions: BT docs S1-071412, 22, Samsung docs S1-071537, 39, 42, T-mobile doc S1-071526. As instructed, I didn’t use “Track changes” for this because here we only want to look at the changes due to the merger. In the version of the TR to be submitted to SA1, all changes will be visible.
3) I merged use cases 3 and 4  into use case 1 and deleted current use cases 3 and 4. Some editorial changes to the agreed text of use cases1, 3 and 4 were necessary for correct merging. I used “Track changes” to show the changes due to merging.
4) I implemented a change that was actioned on this rapporteur at SA1#37b, i.e. to show “that in the context of the use case it was a "user preferred” mode, i.e. if coverage was lost then selection to other networks would be allowed. “track changes” was used for this.
______________________________________________
4.2
Use Case 1

4.2.1
Description
Alice is a subscriber whose PNO provides her with home connectivity to DSL via technologies including WLAN. The PNO also provides her with seamless access to its public WLANs and those of its roaming partners. The PNO is a member of the WiFi Alliance and its infrastructure requires the UE to support EAP-SIM for secure access.

The PNO also provides Alice with seamless access to the mobile networks of a SNO and its roaming partners. Her PNO's network uses its own AAA infrastructure, which was in place before the PNO formed the commercial relationship with its current SNO.

The PNO may also provide Alice with  multimedia services through an IMS

Alice is at home. She wishes to have an Internet multimedia session on her hand-held dual-mode UE.

She switches on the UE and it automatically obtains a secure connection (authenticated and encrypted) to her PNO – that being the default network when she is at home. She then connects to the desired Internet multimedia service. If that service is part of the PNO’s IMS, the UE establishes a secure session with the IMS, and then identifies which public user identities Alice wants to use.

Alice needs to undertake a journey to her company office in a different town but she wants to carry on with her Internet and/or IMS multimedia session during the journey. She gets into a taxi, which sets off towards a local rail station.

Within a few seconds, the taxi approaches the limit of Alice’s home WLAN coverage. The UE, which is in automatic network selection mode, connects to the 3GPP mobile network of the SNO and drops the PNO's WLAN connection. Alice does not have to enter a username or password or PIN for the handover. Alice can see on the UE that the current network has changed, but the identity of the SNO is not visible to her. As far as she is aware, network service is always provided by her PNO. The Internet and/or IMS multimedia session continues uninterrupted. 

When the taxi approaches the station, the UE comes within range of a public WLAN hotspot of Alice’s PNO (or a roaming partner). Alice’s PNO prefers that Internet and/or IMS access is provided over WLAN rather than the 3GPP network, so the UE automatically moves the Internet and/or IMS multimedia session to the WLAN. Again, the UE indicates that the network has changed, but Alice is otherwise unaware of the change in Network Operator.

When Alice boards the train, she knows from previous experience that as she stops at various stations along the way, or passes slowly though them, her UE will try to connect to the WLAN hotspots at those stations. She decides that her user experience would be more consistent if she remained connected to the 3GPP network for the duration of the train journey. So, she uses the “user-preferred” menu option on the UE to select a "3GPP Preferred" mode for the duration of her train journey. The UE then selects an available 3GPP network of the SNO and drops the WLAN connection of the PNO.

When Alice reaches the destination town, she knows that she can get handover with service continuity between WLAN hotspots along the walk to her office building, so she decides to set the UE to "WLAN Preferred" for the duration of that journey. Alternatively, she could have chosen to set the UE to “automatic network selection” mode.

The handover between different networks can happen several times as Alice walks to her destination.

For this service, Alice receives a single bill, i.e. from the PNO.
Alice transfers to an Enterprise WLAN, from a 3GPP PLMN, when she reaches her final destination (her employer’s office building). Access to the Enterprise WLAN can be done under the same PNO subscription, as it supports secure access to the Enterprise WLAN in addition to the public WLANs and 3GPP networks.
4.2.2
Requirements
Security and authentication

The UE shall be capable of connecting to the PNO's  non-3GPP CN via a WLAN in a secure way using the appropriate security and authentication mechanisms for that network.


Note: the SNO’s network could be considered an IP-CAN


Note: the WLAN is not an I-WLAN in this use case.

The UE shall be capable of connecting to the SNO's  3GPP network according to 3GPP security and authentication requirements.
The UE shall be capable of connecting to the Enterprise WLAN in a secure way using the appropriate security and authentication mechanisms for that network.
The UE may be capable of connecting to the PNO's IMS according to IMS security and authentication requirements.
Network selection/steering
Note: network selection/steering between the PNO’s public WLAN and the Enterprise WLAN is out of scope, because both are non-3GPP networks. The requirements below apply only where either the target network or current network is a SNO’s 3GPP network.

The UE shall be able to select a target network and to hand over from the current network to the target network in mid-session while maintaining service continuity. This shall apply whether the UE is in automatic network selection mode or in user-preferred network selection mode.
The UE shall be able to select and register to the target network in idle mode. Requirements for this are described in [2] and [4].

The UE shall contain policies that allow it to decide automatically to which network to initially attach, when multiple networks are available.

The PNO shall be capable of controlling and setting the UE policies related to initial attachment for network selection.

The PNO shall be capable of steering the UE to use the most appropriate network. 

The PNO shall be capable of steering the UE by means of static policy (i.e. by use of a local policy) whether a UE is involved in active session or not.

The PNO shall be capable of steering the UE by means of dynamic policy (i.e. using real-time instructions from the PNO) related to the access network capabilities (e.g. coverage, load, and etc) and PNO preferences whether a UE is involved in active session or not.
Charging

The PNO shall be aware of the status of the UE with respect to the network attachment.

The SNO shall be capable of generating CDRs for the type of access network used by the subscriber and of providing those CDRs to the PNO. 

The PNO shall be capable of charging the subscriber according to the type of access used in its own network. 

The PNO shall be capable of billing the subscriber according to the type of access used in its own network and the SNO's network.

The PNO shall be capable of indicating to the SNO to block/enable the subscriber’s access network in real time for reasons concerned with charging (e.g. subscriber’s credit has expired), when using the SNO’s network.

The SNO shall be capable of blocking/enabling the subscriber according to the type of access used in its own network, when indicated by the PNO.

Mobility

Note: service continuity between the Enterprise WLAN and the public WLAN is out of scope, because both are non-3GPP networks.

It shall be possible to support service continuity of the multimedia session, including the IMS session, if used, from the WLAN to the 3GPP network and vice-versa. 

Independently from the service continuity to the end user, the UE shall be capable of providing advice to the user regarding the current type of access network used.

QoS
Note: QoS considerations when handing over between the Enterprise WLAN and the public WLAN are out of scope, because both are non-3GPP networks.

The ability to maintain service continuity when changing networks shall be dependent on the QoS capabilities of the target network:

It shall be possible to release the session on the change of network if the target network does not provide adequate QoS.

When a network-change event is triggered, it shall be possible to reject that change of network if the target network does not provide a QoS that is appropriate for the service currently being accessed. However, the change of network shall not be rejected if that rejection would result in the subscriber losing all network connectivity , for example if the change is triggered by impending non-availability of the current network. 

The service platform may adapt the service (e.g. degrade or enhance the service) to the capability of the target access.

It shall be possible to inform the user if the change of network is (a) rejected or (b) allowed but the service session is lost or degraded due to the change of network.
User Identity
The PNO may provide the subscriber with a unique public identity for use on the multiple access networks of the PNO and SNOs. 
The PNO may provide the subscriber with multiple public identities.

Any other identity, e.g. IMSI, IMPI, etc. provided by the PNO or the SNO should not be visible to the user.

4.2.3
Analysis
Seamless Mobility

This use case requires the use of different sets of credentials to access the 3GPP AN/CN and the WLAN/non-3GPP CN. Service continuity of the IP-based service, which may be part of the PNO’s IMS, must be maintained, within the limitations of QoS, etc. If considerations of service continuity require a "make-before-break" process, the UE will need to establish credential-attach to the target network before credential-attach to the current network can be released. This simultaneous credential-attach may only be required temporarily until the handover is successfully completed. Nevertheless, it may have implications on the functionality of the UICC, which are discussed elsewhere in this section (e.g. the simultaneous activation of two USIMs, which is currently prohibited by 3GPP specifications). It also has implications on the design of the UE, e.g. radio technology and battery life.

Authentication
General:

There may be a need to relax the existing Release 8 requirements on charging, QoS and mobility requirements, while making the existing security and trust requirements stronger.

SNO's 3GPP Network:
This network will be accessed using a USIM on the UICC. The USIM will be personalised with a set of credentials determined by the SNO.

PNO's WLAN/non-3GPP CN:
The non-3GPP CN is a TISPAN NGN with an IMS (the IMS may be invoked in this use case), accessed by a WLAN.
If handover with service continuity requires a "make before break" process, then the NAAs or GNAAs that are used to achieve credential-attach to each network would need to be active simultaneously for at least the duration of the handover operation. Furthermore, the requirement for independent authentication and authorisation of the PNO’s and SNO’s networks requires the WLAN/CN to be accessed using a set of credentials that is independent of that used to access the 3GPP network. Possible approaches to this problem are discussed below.

Use of EAP-SIM is described in this use case, for automatic access to WLANs. It is especially suitable for WLAN roaming. EAP-SIM permits the WLAN NO to take advantage of the many available products and systems that are certified by the W-Fi Alliance. The fast re-authentication function is especially suitable for frequent and automatic handover between WLAN and 3GPP networks.

An EAP application on the UICC [5] could be used to support EAP-SIM and other standardised EAP methods. [5] stipulates that the EAP application must be located under a top-level application on the UICC. That could be an ISIM application, i.e. the ISIM application that is required for access to the PNO's IMS.. With this solution, even if the UE did not support IMS, it would still be necessary for it to select the ISIM. This should not be a problem, as the selection method for ISIM and USIM are the same.

An EAP application on the UICC [5] could be located under the SNO's USIM on the UICC, given agreement between the SNO and PNO. The USIM and EAP application would have to use different credentials and possibly different algorithm customisations. This solution would cause a problem if the SNO needed to have its own EAP application under the same USIM. 

A PNO personalised ISIM alone, i.e. without the underlying EAP application on the UICC, could support EAP-AKA, provided the EAP supplicant could select the ISIM application. However, an ISIM cannot currently support EAP-SIM, since it does not currently support authentication in GSM security context.

EAP-SIM could be supported from a SIM or USIM on the UICC. In this use case, such a (U)SIM would have to be personalised with credentials for the PNO's HSS, since the PNO's and SNO's networks are fully independent, i.e. the WLAN is not an I-WLAN. Furthermore, it would be necessary for the PNO's and SNO's (U)SIMs to be active simultaneously, if "make before break" is required for service continuity. However, the simultaneous activation of two (U)SIMs on a UICC is currently prohibited by 3GPP specifications.

EAP-SIM could be supported from a new NAA that provides authentication functions which are identical to that of a USIM operating in GSM security context, but which could be specified by a WLAN-oriented organisation, e.g. the FMCA or the WiFi Alliance. Perhaps the WiSIM, proposed by some members of the WiMAX Forum, could be adopted or adapted. EFs (Elementary Files) for this NAA would typically be limited to those few required to support the authentication functions, thereby minimising concerns about "collisions" between files in this NAA and those in the (U)SIM. It would be up to the SNO and PNO to agree that the presence of this NAA on the UICC would not give rise to operational or security-related problems. If such problems could be addressed between 3GPP and the WLAN NAA's specifying body at the specification stage, then that would be more satisfactory than relying on ad-hoc agreements between PNOs and SNOs.

Use of a GNAA cannot currently support this use case, because EAP-SIM and EAP-AKA require the presence of a UICC in the UE. In future, however, GNAAs could include (U)SIM-like functions when UEs become available with embedded hardware functions capable of enforcing the required security policies and providing a secure execution environment.

GNAAs that utilise username/password, one-time password, certificates/private keys, etc., are out of scope of this us case and this study item, but they could be exploited in use cases where the PNO’s WLAN and its WLAN roaming partners are not concerned with exploiting UICC-based applications.

Charging and billing

For the PNO to provide a unique bill to the user, it is necessary to provide adequate support for the charging information, e.g. to produce, exchange and manage the CDRs. 

The PNO has the task to correlate and mediate the charging information (e.g. CDRs) to assure proper billing to the end user and proper payments to the SNO according to commercial contract. 

If the solution can be based on standard roaming, all the features required for the identification of the user and the exchange of CDRs are already supported in current the 3GPP specifications, following the indication and procedures established by GSMA.
Initial network selection/steering:

For the SNO’s 3GPP network, network selection shall be based on the existing 3GPP specification [4].

Network selection for WLAN could be based on appropriate UE local policy configuration, set by the PNO by means of UE configuration (e.g. OTA settings).

Steering with active connection could be based on many different criteria, such as radio quality, QoS supported, PNO and user priorities, etc.
As far as the requirement for automatic network selection, based on these criteria, is concerned it may need some additional specification. 
QoS support
It is necessary to correctly manage the exchange of QoS information during the handover process.






















































