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It is proposed to amend the text in Sections 6.1, 6.1.1, 6.1.3, 6.2 and 6.2.3 as shown below: 
6.
Access Types

6.1

Public

This is where there is an open environment where there could be potentially many different accesses on offer from many different organisations that can be detected by the UE. The accesses can be further classified into following types:

· The access provided by the service providers/ operators as a controlled public access service.
· .
· The access which is completely freely accessible by anyone.
The UE or end-user could choose any of these accesses (if the UE is suitably capable) and therefore there are the following considerations:

· Security risks

· Identification of the accesses

· Encryption/ authentication

· Charging

6.1.1

Security risks

Where the access network belongs to a 3rd party, there is a security risk. Where the subscriber's home operator (i.e. the PNO) has a commercial agreement with the 3rd party, these risks can be managed. However, if the subscriber uses any other 3rd party then the risks of using the access are taken by the end user.

Security risks are different for trusted and non-trusted access.
6.1.2

Identification of the accesses
There is no current standard for the naming of accesses. WLANs are identified by SSID but there is no agreed convention for the format of the SSID. Where the subscriber's 3GPP and WLAN NOs  have a commercial agreement, it would be possible to agree an identification that is meaningful to the user.
6.1.3

Encryption / Authentication
Where the access network belongs to a 3rd party (e.g. an SNO) with which the home operator has a commercial agreement there could be encryption and authentication applied. However, this would be separate from those of the home operator (the PNO) and would be managed by agreement between the operator and the 3rd party.
6.1.4

Charging
Any charging between the owning operator and a 3rd party is out of scope of this document. However, mechanisms exist to facilitate inter-company charging.

6.2

Corporate

This is where there is a controlled environment (e.g. in a company office) where there may be a limited number of different accesses that can be detected by the UE. In this case, the accesses are likely to be provided by a known organisation (e.g. the company WLAN). The accesses can be further classified into following types:

· Access for the corporate employees (full access to corporate systems)
· Guest access for visitors (limited or no access to corporate systems and internet access)
This gives rise to the following considerations:

· Company management

· Identification of the accesses

· Encryption/ authentication

6.2.1

Company management

Management of the enterprise access would normally be the responsibility of the Company. There could be an agreement between the subscriber's home operator and the company about how the access is managed.
6.2.2

Identification of the accesses

The identification of the access would be agreed between the subscriber's home operator and the private enterprise company. 
6.2.3

Encryption/ Authentication

The access to a company system could be authenticated and encrypted. However, this would be separate from those of the home operator (the PNO) and would be managed by agreement between the operator and the 3rd party.

6.3

Private Home

This is where there is a controlled environment (e.g. at home) where there may be a limited number of different accesses that can be detected by the UE. In this case, the accesses are likely to be provided by the end-user (e.g. home WLAN). The accesses can be further classified into following types:

· Access for the home user 
· Guest access for visitors

This gives rise to the following considerations:

· User management

· Identification of the accesses

· Encryption/ authentication

