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Introduction
This contribution suggest to add security mechanism in Chapter 6.2 in order to resist potential attack in this phase. Also, some potential composition requirements supplied in Chapter 7.2.Because multiple heterogeneous networks composition scenario is necessary to be considered. When user UE,PAN or Moving Network handover between CCNs, QoS and Security continuity are also needed to improve user experience.
Proposal

Discuss and agree on these suggested 

**************  Start Modification 1*****************

6.2
Discovery / Advertisement
Depending on the situation, Media sense is followed by either an advertisement or a discovery phase. The Advertisement/Discovery phase allows to identify a candidate AN for network composition. It allows discovering other ANs identifiers, resources, capabilities and (networks) services 
Advertisement: 
With active advertisements an AN can offer (network) resources and services to other ANs. The advertisement message includes an identifier, possibly based on cryptographic techniques, used by an AN to bind the advertisement to a particular AN, and may be authenticated and/or authorized at a later phase. 

Discovery: 
The AN may alternatively listen to advertisements by other ANs, or actively discover
 its neighbours. 
**************End Modification 1*******************
**************  Start Modification 2 *****************
7.2
Functional requirements for Network Composition
The following high level requirements should be studied:
· Network Detection: Network composition capable networks should be able to detect available networks in its neighbourhood and to obtain their capabilities and/or policies. When multiple different networks are available, the most suitable one(see also multi-homing)  for composition should be selected according to the user’s policy such as speed or price.
Editor’s Note: it must be ensured, that during network detection / Advertisement the network cannot be attacked
· Flexible resource admission control: Once networks are composed, one network will permit devices in the other network to use its resources up to some appropriate level. Thus, network composition should be able to share or delegate authentication and authorization in the composed networks and to provide or limit resources based on its policy.

· Support of multiple administrative domains: The user or its network may roam beyond one administrative domain. Thus, network composition should support composition of networks that belong to different administrative domains. Security and QoS between these domains should also be taken into consideration with no or minimum human interaction.
· Composition Agreement negotiation must be accountable: When networks compose and negotiate a composition agreement, the dynamically established agreement between the composing parties must be possible to make legally binding, and thus also digitally signed by involved parties (networks). For the purpose of back-tracking its authenticity, it shall be possible to store the Composition Agreement, and digital signatures can be used by the signing parties to be verifiable for a time duration stipulated by the framework agreement.  
· Mutual authentication: As part of negotiating a composition agreement between two parties (networks), the parties shall perform mutual authentication. The authentication shall be based on the use of cryptographic identifiers. Note: Needs to be worked upon.

· Composition agreement identification: Each negotiated composition agreement shall be possible to refer to through some identifier, which must be unique at least in the scope of the parties (networks) that settled the agreement.

· Disruption tolerance: As a constitutent CCN of a composed network may move or temporarily leave (radio) coverage, it should then be possible to maintain the composed network, i.e. there is no need to re-compose at re-attachment, in order to significantly improve performance and also the overall end user experience.

· Composition process resilience: If the composition process is disrupted or fails at any phase, the state in which each participating network was before the composition process started shall be recovered.

· Multiple simultaneous network compositions: A network may compose with more than one network simultaneously, as well as having multiple network compositions with one and the same network. Editor’s note: Inconsistent use of terminology.
· Regulatory support: The negotiation and realization of a composition agreement must be able to address regulations from regulatory bodies and be able to enforce such regulations. Editor’s note: Should be under general guidelines.

· Scope of composition agreement: The scope of a composition agreement is generally only bound to the parties (networks) that negotiated the agreement. If it also relies on any external parties (e.g. a home operator) for its execution, those external parties must be referred to in the composition agreement (including possible legal bindings). Editor’s note: Generally fine, but needs to be re-phrased.

· Supervision of composition agreement: It shall be possible in the Composition Agreement to allow for supervision of the correct execution of the composition agreement by all involved parties (networks). For example, access to a monitoring station that allows supervision of the execution/realisation or a log from the observation shall be granted. The information collected can be used in legal actions in case of disputes. Editor’s note: Should go into a section on CA requirements.
· Support of composition with multiple CCNs: User UE,PAN or Moving Network may compose with many CCNs. Each composition base on a specific composition agreement. Then user may flexibly forward service data to different CCNs based on QoS, security, cost, etc.

· QoS and Security continuity: As user UE,PAN or Moving Network may move among CCNs, During the handover among CCNs, QoS and Security continuity are needed in Network Composition.
**************End Modification 2*******************
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