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5
High Level Principles
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5.7
UICC and USIM Considerations

In term of Network Selection Procedures, the USIM already contains several sets of data that are used either for automatic or manual selection:

· User controlled PLMN selector with Access Technology

· Operator controlled PLMN selector with Access Technology

· Higher Priority PLMN search period

· Forbidden PLMNs

· HPLMN selector with Access Technology

· Network Parameters

· 
And for I-WLAN:

· User controlled PLMN selector for WLAN Access

· Operator controlled PLMN selector for WLAN Access

· User controlled WLAN Specific Identifier List

· Operator controlled WLAN Specific IdentifierList

6
Identified Issues with Current Specifications

6.1
HPLMN Initiated Network Reselection

No dynamic mechanism exists for the HPLMN to request that a UE selects a different VPLMN whilst roaming. Currently this happens through the use of the background scan when the UE is on a non-preferred network. This mechanism is not considered dynamic since updating the preference lists in the UE and taking the new lists into use is not efficient enough at the moment.
Means should be provided that allow the HPLMN to dynamically direct the UE to select a different VPLMN
The timing of when the new network is selected should happen at a point where the user is not inconvenienced. 

The HPLMN request to select a different VPLMN should not over-ridea manual network selection made by the user, or selection that is done according to user preferences. 

6.2
Single Priority or No Priorities on VPLMNs
Currently the only standardised automatic network selection mechanism by which the HPLMN can control which VPLMN is selected is through the Operator preferred list. The intended behaviour is that one network in the visited country takes precedence over all the others, and in the case where a UE has selected an alternate network, the background scan should cause the UE to re-select to the preferred network.

As a consequence the HPLMN has a choice to direct “all” of its roaming users to one VPLMN, or alternatively to distribute the users randomly between all of the VPLMNs 
 in the visited country (by not stating a preferred network for that country).

It is currently not possible to distribute traffic between, say, 2 or 3 of the networks in the visited country.

6.3
Manual Network Selection

Manual selection is a useful tool in cases where the selected PLMN is not providing adequate quality. However, in other circumstances it prevents the mobile operator from providing the subscriber the best possible service.

One key limitation of manual network selection is that the user is presented only with the network name and is provided with no other information on which to base an informed decision over which network to select.   As an example, the user could be informed of the PLMNs that are recommended by its HPLMN.

The gathering of such information shall not adversely impact the time the user has to wait before the list is presented.

Other limitations are:

-
The network name presented to the user cannot show PLMN name changes on legacy devices unless NITZ is implemented in the VPLMN and device. For the HPLMN, operators can program their current network name in the USIM card which will then be displayed on the device. 

-
The HPLMN has no method of informing the ME which networks the subscriber cannot or should not register in. Currently forbidden lists are used to dynamically learn which networks cannot be registered in. HPLMN based information could improve the accuracy of the manual network selection process. 

-
The HPLMN cannot indicate which VPLMN networks are able to give the user at "home experience" (e.g. CAMEL, GPRS, 3G etc).

-
When the customer manually selects a network,  some devices use manual selection from that point onwards. The problem this gives is that if the manually selected network runs out of coverage another network is not automatically selected. This can be a problem either in the foreign country or with some devices when returning to the home network.

· In manual mode, a UE returning to an area served by the HPLMN (e.g. when the user returns from holiday) will look only for the RPLMN, potentially leaving the user without service. Ideally it should be possible for example for the user to set a preference for either manual or automatic network selection on power-up.
-
There is no way that a HPLMN can restrict the selection of networks in cross-border areas, so that the user remains on the HPLMN for as long as reasonable. In some cases today the HPLMN suggests that their users manually select the HPLMN to prevent "accidental" roaming. It should be possible to build a mechanism in which the user only starts roaming at a point that he understands or chooses.

-
In the case of Equivalent HPLMNs where 2 or more PLMNs can equate to a single PLMN the user is only presented with the highest priority EHPLMN name allowing them no way to choose the other network if network selection fails.

If a PLMN is inserted into the forbidden PLMN list the only way to remove that PLMN is via manual network selection and successful registration on that PLMN.  

The manual selection procedure should not be extended in such a way as to allow the user to manually select a radio access technology.
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6.7
A new PLMN can only be selected after a Full Band Scan

This section highlights that a full band scan is already quite long and with future developments will possibly be even longer.

TS 23.122 [2] and TS 25.304 mandate that the UE shall search for its last RPLMN in every supported RAT and bands at power on or recovery from lack of coverage before attempting to register on another PLMN.

The reason for selecting the RPLMN instead of the HPLMN was due to the experience found during GSM Phase 1 where the mobile was required to search for its HPLMN first. This meant that in the roaming case the mobile would search for a non-existent PLMN before moving on to select a VPLMN. By making the mobile search for the RPLMN the whole process is speeded up. When in the HPLMN the RPLMN=HPLMN so no delay in selecting HPLMN and when roaming the mobile will have been on the preferred PLMN so again using RPLMN gives the most efficient behaviour.

The issue for operators is that when a UE loses coverage from the HPLMN, it is obliged to perform a full scan of all supported bands (UMTS2100, EGSM900, GSM1800 and possibly even GSM850 and GSM1900 depending on the implementation) before possibly reselecting a National Roaming Partner. Today, such a FBS (Full Band Scan) takes already a long time in dense or complex radio environment, which means the UE can spend over a minute searching/synchronising/decoding cells where only FPLMNs are to be found. In the future, as more frequency bands are introduced or refarmed for 3G (UMTS1900, UMTS800, 2.5GHz, TDD, FDD in GSM bands, etc.) and more technologies are integrated to 3GPP (WiFi, WiMax, etc.) the UE may require a very long time to complete a Full Band Scan of all supported technologies.

It is important to note that in a lot of these cases, Full Band Scan are mainly useless. Indeed a user in its home country can typically obtain normal service from up to 3 (5 for Sweden which have a 3G shared network) UARFCNs of its HPLMN/ePLMN (out of 277 UARFCNs in the UMTS2100 band) and one 12 MHz (or so) block of the GSM900 spectrum of a 2G NRP. The rest is used by networks which are forbidden. These frequencies are always the same, yet the UE always has to scan everything before reselecting the national roaming partner. Only in the case of international roaming, or when national roaming agreements or allocated frequencies are modified, performing Full Band Scans is useful to find networks on frequencies that haven’t been used before.

Note also that the time to perform a FBS may also be so long that the radio environment may have changed significantly between the time when the scan was started and the time when it finished. As a result, at the time the UE decides to select a new PLMN, another high priority PLMN may have appeared again. 

In the case of National Roaming, this means that:

-
In some cases, the HPLMN is not there and the UE must go to a national roaming partner but performing the full scan delays the time to obtain service from the national roaming partner.

-
In other cases, the HPLMN has come back before the UE had time to make a decision, but the UE will nevertheless go to the national roaming partner

In order to allow fast network selection in the described situations the specifications should not require exhaustive band scans to be performed at moments when they cause unnecessary delays in network selection. Often it is also possible to use the results of other recently performed band scans.

6.8

Size of Lists 

Currently different handsets support different list sizes of the various PLMN lists on the (U)SIM (as specified in 31.102) and this leads to problems for operators when trying to guide the behaviour of the handset in selecting a PLMN.  It may be beneficial to standardise a minimum size of list to be supported by the ME. The agreed minimum lengths of the lists should support the normal operational requirements of operators, i.e. not necessarily the longest possible list sizes but a reasonable portion of them.

The lists concerned include: Operator PLMN, User PLMN, and Forbidden PLMN.

6.9

Management of Forbidden Lists

Currently it is possible for the handset to overwrite the Forbidden List through a manual selection and also through network selection attempts (to the non-HPLMN) in the customer's home country. As the Forbidden List can also be controlled by the operator via OTA, this could create a position where the operator can not effectively control the users Forbidden List, and make use of it in the following ways

-
Use of the Forbidden List to change or improve user experience

-
Any form of guaranteed experience through OTA updates (as the OTA update can quickly be over written by the handset)

In addition how devices support the Forbidden Lists varies e.g. some handsets abide by the Forbidden List rules, other handsets offer the user manual network selection when the only network available is the network on the Forbidden List.

It would be useful to introduce a home operator controlled black list to allow the operator to set up a list of PLMNs that cannot be accessed by the UE. This would differ in operation from the current Forbidden List which is dynamically updated by the UE. The list is controlled by the home operator and is not updated by the UE.  The existing Forbidden List would be updated/controlled in the current way. The operator controlled blacklist, stored on the UICC, is used to prevent the selection of specific networks whilst in the automatic network selection mode.

In manual mode, it is possible that that networks on the Black List will not be presented to the user. This shall not preclude access to networks on the Black List for emergency calls.

---------- cut ----------

6.13
The last RPLMN is always the highest priority

6.13.1
Background

TS 23.122 [2] mandates that the UE shall always select in priority its last RPLMN or an ePLMN when recovering from out of coverage or at power-on.

The main reason for this RPLMN requirement was due to the fact that in all roaming cases at that time the mobile will not find its HPLMN and this introduced an unnecessary (and unacceptable) delay to getting into service. In the case the mobile was in its home country it will, in the majority of cases, be on its HPLMN (i.e. the RPLMN is the HPLMN) so there is no problem with looking for the RPLMN first.


6.13.2
National Roaming

At recovery from lack of coverage (e.g. tube or tunnel) and if the UE lost coverage whilst registered on the National Roaming Partner, the UE will go directly to the National roaming partner even if the HPLMN is present. Then the UE will have to wait for the HPLMN timer to expire before it can attempt to register on the HPLMN. 

At power on scenario and if the UE was last registered on the National Roaming Partner, then no HPLMN search is permitted for the first 2 minutes after registration (again according to 23.122 [2]).

6.13.3
Conclusions

Ideally the UE should be allowed to reselect the HPLMN as soon as this is present but the principle of always selecting the last RPLMN is probably the best principle in the majority of cases.

To improve matters in the National Roaming scenario it should be considered that that the UE may initiate a background scan for higher priority PLMN immediately after re-registering on the RPLMN. Of course the background scan will not be made in the case that the RPLMN is equivalent to the HPLMN. 

Another alternative would be to allow the UE to search for HPLMN and last RPLMN at the same time at power-on and out of service, and allow it to reselect the first one found. 


Ability to use recent cell and neighbouring cell history is also likely to improve the performance of network selection. The ME may return to one of the already known (preferred) cells instead of performing an exhaustive scan. 

� The VPLMNs in the case being the ones with whom the HPLMN has CS Roaming agreements.
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