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1. Introduction

This document contains a proposed update to section 5.1.9 – Management of Forbidden Lists. It is a revised version of document S1-050707
5.1.9

Management of Forbidden Lists

Currently it is possible for the handset to overwrite the Forbidden List through a manual selection and also through network selection attempts (to the non-HPLMN) in the customer's home country. As the Forbidden List can also be controlled by the operator via OTA, this could create a position where the operator can not effectively control the users Forbidden List, and make use of it in the following ways

· Use of the Forbidden List to change or improve user experience

· Any form of guaranteed experience through OTA updates (as the OTA update can quickly be over written by the handset)

In addition how devices support the Forbidden Lists varies e.g. some handsets abide by the Forbidden List rules, other handsets offer the user manual network selection when the only network available is the network on the Forbidden List.
It would be useful to introduce a new home operator controlled black list to allow the operator to set up a list of PLMNs that cannot be accessed by the UE. This would differ in operation from the current Forbidden List which is dynamically updated by the UE. The new list would be a static list updated from time to time by the home operator and would never by updated by the UE even if a network on the Black List is manually selected by the user.
The existing Forbidden List would be updated/controlled in the current way. The new operator controlled BlackList should 
Prevent access to networks on the Black List by automatic selection and should be stored on the UICC.
· 
Some operators would prefer the networks on the Black List not to be visible in the Manual Selection menu. This would effectively prevent access to those networks from manual selection. These entries may however be needed in the case where the UE has failed to perform location updating on any network. This would be needed to avoid a situation where the user cannot access any network

· 
· 

The behaviour of the UE with regard to the Black List should be controllable via settings on the USIM (functionality to be agreed).  Operators could choose whether to enable the Black List functionality depending on the subscription.





















































































