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1. Overall Description:

SA1 thanks SA2 for their reply LS on WLAN Manual Network Selection (S2 -042314).

The questions which SA2 has asked are of interest in the general WLAN area. The SA2-provided use case illustrates an enterprise with private WLANs accessing its corporate intranet. The clarifications requested are:

Question 1
Is it SA1’s understanding that this use case is within the scope of the requirements in TS22.234?

Question 2
If yes to Question 1, what information should be presented to the user so that they are aware that this WLAN is company Purple’s private corporate intranet access?

Question 3
If no to Question 1, could SA1 provide further guidance on what is meant by the above quoted requirement? What use-case was this requirement intended to cover?

2. Discussion:
The use case provided by SA2 is interesting. The view of SA1 for the I-WLAN Rel-6 is that the ability to “access general internet services” and ”corporate intranets” would be more clearly stated as “access general internet services”. This would then cover the situation where the general Internet is used to access corporate intranets. SA1 believe that enterprises that permit access to their corporate intranet from the Internet already restrict access to authorized users through security methods. Therefore, for Rel-6, SA1 believe that there is no requirement for private WLANS to use 3GPP methods for authentication and authorization.

SA1 also notes that the access to I‑WLANs should have the least impact feasible on the I‑WLANs. Based on this, the use of the current corporate security methods has the least impact.

On Question 3, SA1 believe that for Rel-6 the access to the corporate intranet will be made via the Internet. Therefore there is no need for definition of access to private WLANs that use 3GPP authentication. SA1 will clarify the requirement in TS 22.234 by a CR.

This topic may be addressed in Rel-7, and may be considered then. The general questions of access to private (corporate) intranets, use of “hot spots”, and use of third-party aggregators of WLAN access are topics that may be outside the scope of 3GPP for many use cases. To the degree that they are within the scope of 3GPP, SA1 believe that they are best addressed in Rel-7.

3. Actions:

To SA2 group

ACTION: 
SA1 asks SA2 to take into account the “access general internet services” as the basic requirement of scenario 2 and as described above.

To CN1 group

ACTION: 
SA1 asks CN1 to take into account the “access general internet services” as the basic requirement of scenario 2 and as described above.
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