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7.1.3
Retrieval of a Multimedia Message in the recipient MMSE

The recipient MMS User Agent shall be able to request retrieval of an MM from the recipient MMS Relay/Server based on the Message Reference received in a notification. If MMBoxes are supported, the MMS User Agent shall be able to request retrieval of an MM from the user’s MMBox, based on a Message Reference received from a previous MMBox operation.

Upon retrieval request the recipient MMS Relay/Server 

· shall deliver the MM to the recipient MMS User Agent

· should detect whether the terminal is MMS/WAP capable or not

· may perform data adaptation based on user profile and/or MMS User Agent capabilities 

· shall not provide the MM originator address to the MM recipient if the originator MMS User Agent requested its address to be hidden from the MM recipient 

· shall provide the MM originator address to the MM recipient if the originator MMS User Agent did not request its address to be hidden from the MM recipient and if the MM originator address is available at the recipient MMS Relay/Server 

· may provide an alias or clarifying text (e.g. “anonymous address” or “unknown address”) in the originator address field instead of providing the originator address to the recipient MMS User Agent, if the originator has requested address hiding or the original message does not contain the originator address 

· shall give an indication to the recipient MMS User Agent that a delivery report is requested if such a delivery report has been requested by the originator MMS User Agent

· shall give an indication to the recipient MMS User Agent that a read-reply report is requested if such a read reply report has been requested by the originator MMS User Agent

· shall indicate the MIME content type of the MM to the recipient MMS User Agent

· shall provide other available message qualifications unaltered to the recipient MMS User Agent

· shall provide the time stamp of the MM unaltered to the recipient MMS User Agent

· shall store messages in the network until the recipient MMS User Agent becomes reachable (e.g. user moves back into coverage, switches MMS User Agent on) or until the MM expires

· should provide the recipient MMS User Agent  with a list of addresses of forwarding MMS User Agents for the MM if the MM was forwarded and the address information is available to the recipient MMS Relay/Server. 

In a response to an MM’s delivery the recipient MMS User Agent may be able to

· request a delivery report not to be generated by the MMS Relay/Server.

7.1.3.X
Legacy Terminal Detection

The MMS Relay Server should support an appropriate mechanism to detect whether the recipients terminal is MMS capable or not. This detection shall be done prior to the notification in order to identify the correct notification mechanism.

For an example mechanism refer to Annex XX

7.1.3.1
Terminal Capability Negotiation

An MMS User Agent shall support Terminal Capability Negotiation. An MMS Relay/Server should support Terminal Capability Negotiation.

Within a request for delivery of an MM the recipient MMS User Agent shall be able to indicate its capabilities towards the recipient MMS Relay/Server.

The recipient MMS User Agent may indicate its capabilities towards the recipient MMS Relay/Server by transmitting:

· a set of information describing the terminal’s capabilities

· a link (e.g. URI) to a database where the MMS Relay/Server can fetch a set of information describing the terminal’s capabilities, and/or

· a differential set of information indicating changes to a previously indicated set of terminal capability information.

The detailed definition of the specific mechanism for terminal capability negotiation shall be defined by the MM1 implementation (WAP etc.). The mechanism for terminal capability negotiation shall ensure that the MMS Relay/Server is provided with the information describing the MMS User Agent’s capabilities within every request for delivery of an MM.

E.g. in the WAP implementation of MMS, in case an underlying WSP session is established between the MMS User Agent and an intermediate WAP Gateway, the MMS User Agent indicates its capabilities towards the WAP Gateway only after the initial set-up of the underlying WSP session or spontaneously following a change in terminal capabilities. The WAP Gateway, however, caches the terminal capability information and passes these on to the MMS Relay/Server within every request for delivery of an MM. Intermediate proxies on the MM1 reference point may also be involved in terminal capability negotiation and/or content adaptation.

Upon reception of such a delivery request the recipient MMS Relay/Server should use the information about the capabilities of the recipient MMS User Agent in preparation of MMs to be delivered to the recipient MMS User Agent. The MMS Relay/Server should adjust an MM to be delivered that contains media types and media formats that are not supported by the recipient MMS User Agent. This adjustment might involve the deletion or adaptation of those unsupported media types and media formats.

The MMS User Agent’s capability information should include 

· the maximum supported size of an MM, 

· the maximum supported resolution of an image, 

· a list of supported media types and media formats (e.g. MIME types), 

· a list of supported character sets, 

· a list of preferred languages,

· the maximum supported colour depth,

· an indication whether or not the recipient MMS User Agent supports streaming for the retrieval of MM contents as specified in clause 7.1.7.
· an indication of which Digital Rights Management methods are supported by the recipient MMS User Agent for protecting MM elements as specified in clause 7.1.15.

This information may include additional information related to the MMS implementation (WAP etc.).

Annex H (normative):
Recipient MSISDN address resolution based on IMSI.

Only if recipient addressing resolution mechanism based on a MAP query is used, the procedures defined in this annex shall be followed.

For those recipients MSISDN addresses that appear in an MM and belong to an external MMSE, the originator MMS Relay/Server shall translate (resolve) them to a routable RFC 2822 [5] address that shall be used in the “RCPT TO” SMTP subsequent commands.

 Recipient MSISDN address resolution procedure:

1. The originator MMS Relay/Server determines that the recipient MSISDN address belongs to an external MMSE.

2. The originator MMS Relay/Server shall interrogate the recipient HLR for the associated IMSI by invoking the standard GSM-MAP operation SRI_for_SM as described in [62] and [64]. This operation should be invoked with the SM-RP-PRI parameter set to 'true'. As an optional feature, to complement the mandatory SRI_for_SM operation, the Relay/Server may also support the Send_IMSI MAP operation as described in [62] and [64].

3. Incase of a successful interrogation the originator MMS Relay/Server shall determine the MCC and MNC and look up for a matching entry in an IMSI table. The IMSI table shall maintain the associations of MCC + MNC ( MMSE FQDN. Subsequently the originator MMS Relay/Server shall be able to resolve (e.g. using standard DNS) the MMSE FQDN to an IP address for establishing the SMTP (MM4) session.

4. If the recipient MSISDN is not known to belong to any MMSE (No entry in the IMSI table, GSM-MAP error, etc.), the MMS Relay/Server shall invoke an appropriate address resolution exception handling procedure. These procedures are not standardized.
NOTE:
Although the mandatory GSM-MAP operation SRI_for_SM is a standardized operation, in some cases HLR is unable to return the correct recipient’s IMSI number (GSM MAP error received) due to e.g. recipient’s settings or recipient network’s settings. In that case MMS Relay/Server shall invoke an appropriate exception handling procedure. These procedures are not standardized.
The above procedure complies with the Mobile Number Portability (MNP) requirements and technical realization as they are specified in [63] and [64] respectively. In addition, this procedure complies with the Non-call related signalling MNP procedures for direct and indirect routeing as it is described in [64], Annex B.
Figure H.1 provides an example message flow diagram:
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* Where Operation = Send_IMSI or SRI_for_SM  


Annex XX (informative):
Legacy Terminal detection based on IMEI.
The following message flow provides an example for Legacy Terminal detection based on an IMEI query.

Prior to notification the following procedure is carried out:

1. The MMS Relay/Server contacts the recipient’s HLR by invoking the standard CAMEL operation ATI as described in [12].

2. The HLR interrogates the corresponding VLR by invoking the standard CAMEL procedure PSI (Provide Subscriber Info) as described in [12].

3. In case of a successful interrogation the MMS Relay/Server determines the IMEI and maps relevant parts of the IMEI through a database lookup to the appropriate terminal information.

4. According to the obtained information the MMS Relay/Server notifies the recipient subscriber.
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Figure XX: Message flow of recipient’s Terminal detection based on IMEI.
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