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The text below is a proposal for the Introduction and scope of the TR on Generalised Privacy Service.  Privacy means many things to different people.  The scope text identifies Lucent’s view on the scope of Privacy to be considered in this study.

Introduction

Privacy is about the appropriate handling of information that is deemed confidential between the user and service provider in accordance with the preferences of the user and regulatory policies. 

Building and maintaining trust between users of 3GPP services and the network operator requires the careful consideration and deployment of capabilities that safeguard confidential information about the user.  Privacy is therefore seen not only as a value added service but also as a risk-reduction mechanism in terms of service deployment.

From a 3GPP perspective, a generic privacy capability is desirable in order to provide as far as possible a common set of rules that can be used by any service that requires the protection of personal data or information about a user. 

Privacy is protected by regulation usually in the form of directives enforced by regional or national authorities. Where specific legal requirements exist, these need to be considered by each application to assure compliance. 
1
Scope

The present document aims to investigate and summarise the service requirements on privacy for 3GPP services.  In order to ensure that these services and future 3GPP services will have a consistent set of rules that control the availability and usage of confidential information, it is the intention to standardise a common privacy capability in the network.

Generic privacy requirements for the mobile industry are also being defined in [3] by the Open Mobile Alliance and it is the intention of this document to present the existing requirements, where they exist and any alternatives to achieving the required functionality within 3GPP networks.

The scope of this study is to: -

· Identify the existing 3GPP services that require a privacy handling capability

· Identify the various stakeholders that handle, control or consume privacy information and define their relationships

· Document the definitions of the various functions, stakeholders and functions involved in a privacy capability

· Identify the work being done by other organisations and the additional work to be done by 3GPP

The types of data subject to privacy rules within the scope of this study includes

· Personal information specific to an individual user

· Confidential information relating to entities such as corporations

· Network data such as serving cell and broadcast area, e.g. data that relates to the user’s location or presence in the network and which could be used by applications to track the user.
[3]
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