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1. Overall Description:

SA3 has started the work defining the presence security architecture and has agreed that Clause 2 in S3‑020507 and Clause 3 in S3‑020508 shall be included in the SA3 TR for presence. These requirements shall be viewed as SA3 working assumptions and SA3 asks SA2 to review these requirements and provide SA3 with feedback.

At SA3#25 the following requirements where discussed in more detail:

1. Presentity and Watcher anonymity cf. S3-020508

2. Presentity defined passwords i.e. that the Presentity defines a password and distribute this password to selected Watchers by e.g. email, chat or SMS. This password can then be used for authenticating a Watcher in the Presence Server. The rationale behind this requirement is the Trust model between the Presentity and a Watcher as defined in Clause 2.3 S3-020507

Note also that the case of network based IMS watcher has to be added to the analysis in S3-020508.

2. Actions:

To SA2 group.

ACTION: 
Review the attached documents that define the current SA3 working assumptions and provide with feedback to SA3. In particular SA2 is asked to check the requirements around anonymity and Presentity defined passwords.
3. Date of Next SA3 Meetings:

SA3 Meeting #26 
19-22 November 2002
Oxford, UK

SA3 Meeting #27
25-28 February 2003
Sophia Antipolis, FR

