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Summary: Proposal for MMS evolution and relationship with USAT interface
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From : GSMA TWG/ SCAG

To: GSMA  SERG, MSIG, SA1, MMS Task force, CTO Advisory group

Cc: 3GPP T3 

Subject: Liaison on MMS evolution related to USIM/USAT interface

MMS services provide new possibilities of receiving different type of data in your mobile.

Those data may be stored in the network, in the terminal or in the SIM Card. It is clear that SIM Card is not a device with large and free memory but they are some reasons to believe that we need to have a SIM Stack for MMS able to:

1) Retrieve MMS from server (files).

2) Authenticate PKI access to the server for encrypted data.

3) Encrypt PKI data (API + USAT channel + commands).

4) Synchronisation (storage of index/status).

5) Elaborate MMS data. (storage capability + USAT commands).

6) Construct MMS (sending MMS) referencing Pictures in the server.

The opportunity to get bigger memory size smart card allows to us to think about possible scenarios where MMS data files could be elaborated through the CPU capabilities of the card (as it happens today with SMS)

SCAG puts forward the idea of the SIM/USIM being a manager for operator services and the above mentioned issues are an example of how the SIM role can enhance the MMS Services Delivery.

SCAG ask to evaluate the opportunity to specify such requirements and it’s available to build up use cases to support this activity
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