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Introduction
In the Durango meeting, the management requirement for “search a group” was questioned. This contribution highlights the deficiencies of the current requirement, describes a potential scope of the “search” feature and proposes changes to the existing text. 
Existing “Search” feature

The current requirement in TS 22.250 states “It shall be possible for a user to search all groups where he is a member”.
The first aspect missing from this requirement is that a user might be a member of a group without his knowledge.
Example: 
Alice has created a group “non-buddies” used by the Presence Server to disallow access to the presence information. Bob is not allowed to access presence information and is therefore a group member of “non-buddies”. If Bob performs a research on all the groups to which he belongs, then the result shall not show that he belongs to “non-buddies”.

The second point is that the search feature shall be restricted to the operator’s network.

Example:

Alice is subscribed to Operator A and has created a delivery list including subscribers of Operator B (Bob), and from Operator C (Charlie). If Bob performs a research on all the groups to which he belongs, it does not seem realistic that Operator B has to contact all the other operators to discover that Bob is group member of a delivery list stored in Operator’s A network.
These deficiencies highlight the importance of clarifying the current text.

Scope of “Search” feature
Use cases for “search features”
This chapter tries to identify different use cases where a “search” feature could be used:

· Use case for Group Administrator
A user might be responsible for administering several groups and a useful tool would be for him to get the identifiers of the groups he is administering.
· Use case for Group Member

A user might belong to several groups and a useful tool for him would be to get the identifiers of all the groups he belongs to (for example the list of chat sessions he is member of).
· Use case for “Others”

 A user could use the “search” feature in order to discover which groups are available (for example the list of existing chat sessions). However, there is no standardised mechanism defined to allow a user to join a group once he is has discovered a group identifier. Moreover, this “yellow pages” functionality should be provided at a service level and not at a group management level (this functionality does not seem useful for presence service or delivery list). It is therefore proposed to keep this use case out of the scope of the search feature.
Limits of the “search” feature

The two deficiencies of the current requirement shall be solved in the new requirements:

· Visibility
As shown in the example above, a user might not be allowed to see that he is member of a group (for example if the group is used for presence access control). Therefore there must be a way to control which groups are visible and which are not when performing a search request.
The current TS includes in the group properties a visibility parameter which is described as follow: “Group visibility defines who are able to see group identifier, group specific information, service specific information, member identification(s) and member properties in addition to administrator(s). Following classes exist:

-
anyone;
-
only group members, and services using the group; and
-
no one.”

It is unclear from this requirement if the visibility parameter will be unique or if there will be several parameters (one for group identifier, one for group specific information, …). If several parameters are envisaged, then these parameters will overlap with the rights associated with the group members. If this parameter is unique, then it could be used to allow/disallow a group member to see his membership to a group.

It is therefore proposed to redefine this visibility parameter as the parameter defining who is able to see the group when performing a search: either all group members, or no group members (the group will always be visible for the group administrator). For example a presence access rules would not be visible for group members, a chat session would be visible for group members, a delivery list would not be visible for group members.
· Range of the search

Currently there is no limitation on the range of a search, it is therefore proposed to reduce the search to the user’s operator network.
Proposed Changes

5.2
General requirements

The groups controlled by the IMS group management shall be associated with

a)
a group identifier;
Each group shall have a globally unique, addressable group identifier, which may be suggested by the group administrator when creating the group. The IMS service provider allocates group identifier. The group identifier is used to refer to a specific group (for example when sending a message, when updating the list of group members…).

b)
group specific information; and
Group specific information is divided into two parts

1)
group information; and
The group information contains informative text.  This could be used for example to describe the type and usage of the group.

2)
group properties.
Group properties are:

i)
group visibility; and
Group visibility defines who are able to see the group identifier when performing a search. The following classes exist:

-
only the group administrators

-
the group administrators and the group members.
(…)

5.4
Management requirements

The IMS group management shall provide following capabilities to manage groups. The rights associated to the members control the capabilities they are able to perform. These capabilities are:

(…)
k)
Search 
It shall be possible for a user to retrieve the group identifiers of all the groups for which he has the group administrator role within his operator’s network.

It shall be possible for a user to retrieve the group identifiers of all the groups for which he has the group member role within his operator’s network. If a group is not visible for its group members, then the group identifier will not be revealed to the user.

