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1. Introduction

The contribution suggests a clean up of the TS 22.250. The proposed modifications are discussed in the chapter 2 and the proposed implementation of them is shown in chapter 3. It is proposed that modifications according to chapter 3 are done to the relevant clauses and sub-clauses of TS 22.250.

2. Discussion

The editor’s notes concerning default rights have been removed as it is assumed that the rights can be allocated to the members of the group when a new member is added. Such procedure makes the handling of rights more straightforward and the entity adding new entries have the exact overview what rights each entry has. Another aspect of the simplicity is the modification of the ‘default rights’. If the default rights are stored to the server additional mechanisms are required to enable adding or removing some ‘default rights’ from some users.

The editor’s note concerning the administrator rights have been removed as the original reason for introducing it was related to charging i.e. who is charged if the original administrator delegates the rights to another users and then ‘leaves’ the group. However, the charging is not going to be standardised in detail and therefore it is the decision of the operators charging policy how the charges are applied for administrator and for the case the administrator changes.

The search functionality has been restricted to cover only a single server. Furthermore, the functionality has been split so that it would be possible to search for, a group within a server, a member within a server or more specifically a member within a specific group in a specific server. A group identifier or member identifier is returned as a result to the user.

The access rights for different group information are defined by the group visibility rules. It has been clarified that the access to the group content is subject to those.

3. Modifications

5
High level requirements

5.1
Group management roles

The IMS group management shall provide the ability for users to create groups that can be utilized in context of different services. There are two roles: Group members and group administrators. In addition to those roles, there are services and entities that are external to the group (i.e. not group administrators or members). Both of them can access and utilise group content. 

a)
group administrator;
Group administrator shall always have all possible rights for viewing and managing the group and member properties. Each group shall have at least one group administrator at all times. The group administrator is not a group member by default. The entity creating a group becomes a group administrator.

b)
group member; and
Group member rights shall be assigned by the one who has rights to do that. Group member can be another group.


c)
others.
Others may or may not be able to use or access group content depending on the group specific information.

****** Next change ******

5.3
Group member requirements

Requirements for the members are

a)
Member identification; and
It shall be possible to identify the members of the group based on the

1)
member identifier;
Each single entity shall have a globally unique, addressable identifier(s).

2)
group identifier; or

Member can be another group(s) which is referred with a group identifier(s).

3)
commonly known group of entities.

Member can be any entity that has defined characteristics in the identifier field.

b)
group member properties.
It shall be possible to associate properties for each group member. Such properties are

1)
member rights;
Each member shall have associated rights. They define what actions the member is allowed to perform.

2)
anonymity; and
It shall be possible to hide the member identifier.

3)
service specific information.
The service specific information may give additional information on member in the context of a specific service. For example, it may indicate the screen name of the member in context of chat service. Detailed description of the service specific information is not within the scope of this TS. Possible values can be defined by the terminal manufacturer, operator, service provider, or by other specifications. The service specific information is transparent to the group management.

5.4
Management requirements

The IMS group management shall provide following capabilities to manage groups. The rights associated to the members control the capabilities they are able to perform. These capabilities are:

a)
create a group;
The entity creating a group becomes a group administrator. The administrator shall not become group member by default when creating a group. Further, when creating a group it shall be possible to

1)
define the members of the group;

2)
define group specific information;

3)
define service specific information; and

4)
define member properties.


b)
delete a group;
It shall be possible to delete a group.

c)
add members to a group;
It shall be possible to add members to a group.

d)
get member list of a group;
It shall be possible to get the list of all members of a group. In case of nested group only the group identifier of the nested group will be provided.

e)
remove members from a group;
It shall be possible to remove members from a group.

f)
get group member properties;
It shall be possible to get group member properties.

g)
modify group member properties;
It shall be possible to modify group member properties within their rights.


h)
get group and service specific information;
It shall be possible to get group and service specific information.

i)
modify the group and service specific information;
It shall be possible to modify all group and service specific information.

j)
simultaneous access from multiple terminals; and
It shall be possible to manage groups simultaneously from multiple terminals (e.g. via mobile phone and PC).

k)
search.
It shall be possible to search from a user-defined server

1)
a group; or

Searching a group is based on a text string. If the match is found the search shall return the group identifier.
2)
a member.
Searching a member is based on a text string. If the match is found the search shall return the member identifier. The search can cover either all the groups within a server or a specific user-defined group within a server.

It shall be possible for users and applications to use the group content (subject to visibility requirements). Some parts of the group content may not be revealed (e.g. group properties…).


5.5
Notification and acknowledgement requirements

The rights associated with the group members and administrator(s) may grant them access to some notification features described below.

It shall be possible for the group members, administrator(s) and users and applications (subject to visibility requirements) to subscribe to different events concerning the group. When an event occurs the entities interested in that event shall be notified. The notification categories are:

a)
change in group specific information;

b)
change in service specific information;

c)
change in group members; and
This includes also the changes in the number of anonymous members.

d)
change in group member properties.

****** End of changes ******




