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5.4
Management requirements

The following management requirements shall be supported for the presence service:-

a)
Access to the presence service

The presentity shall have the ability to accept or reject a request for presence information on a per watcher basis, with the option:-

i)
once only per watcher (e.g. set up access rules for known watcher, groups of watchers, anonymous watcher-subscriptions, etc.), 

ii)
for each presence information request (e.g. for watchers that are unknown or not set up in the current access rules).

iii)
it shall be possible for the presence service to make access control decisions on behalf of the presentity (e.g. when the presentity is out of contact) subject to the presentity's privacy

b)
Watcher-subscription to a presentity's presence information

i)
an entity shall be able to watcher-subscribe to the presence service at any time, i.e. to request notification from the presence service of (future) changes in a presentity's presence information, subject to the presentity's privacy. Note, that by this watcher-subscription the entity becomes a subscribed-watcher.

ii) subscriptions are soft-stated. The subscribed-watcher shall be able to refresh a watcher-subscription to the presentity’s presence information at any time.  A watcher-subscription refreshes overwrite an existing watcher-subscription for the same presentity, subject to the presentity's access rules – the duration of a watcher-subscription starts from the time it is accepted.

iii)
the subscribed-watcher shall be able to cancel his watcher-subscription to a presentity's presence information at any time.  Whenever a subscribed-watcher withdraws its watcher-subscription from a presentity’s presence information, the subscribed-watcher shall no longer be receiving notifications regarding the presentity’s presence information.

iv)
an unauthorised third party shall not be able to cancel a subscribed-watcher's watcher-subscription to a presentity's presence information

c)
Supplying data to, and requesting data from, the presence information

It shall be possible to request the current value of presence information data on demand at any time (i.e. a fetcher) or on a periodic basis (i.e. a poller) subject to presentity privacy, or to be notified of subsequent changes in presence information data (except when such notification is prevented by access rules), and:-

i)
it shall be possible to inform the presentity of watcher-subscription requests

ii)
it shall be possible to report existing watcher-subscriptions to the presentity (on request or periodically)

iii)
the subscribed-watcher shall be able to determine the status of his watcher-subscription to that presentity's presence information, at any time.  

iv)
it shall be possible for the presentity to request the watcher information

v) 
it shall be possible for the watcher and/or presentity to withhold their identifier

vi) if the subscribed-watcher so chooses, the subscribed-watcher's watcher-subscription to a presentity's presence information shall not be revealed to other watchers.

vii) It shall be possible for a watcher to define which parts of a presentity's presence information it receives, subject to the presentity's privacy requirements.

Note: this may be a new requirement which should perhaps be added to the CPIM recommendation

d)
User availability and mobility

The presence service shall continue to be supported if the environment into which the user has moved supports presence service.  The presence service shall take into account changes in the availability of users (e.g. the user is out of contact or not reachable, despite having activated his presence) or his mobility (e.g. wherever he may be in his home environment or in a visited network).




f) Access to presence service

i) it shall be possible for the presence service to accept presence information from a presentity at any time

ii) it shall be possible for the presence service to accept requests from, and provide presence information to, an authorised watcher at any time

h)
Principals, which are 3GPP Subscribers

If a 3GPP subscriber is a principal to one or more Presentities and/or Watchers her preferences, settings and personalisation data (e.g. access rules) which are not part of the presence information shall be part of her VHE User Profiles [2]. 

The following high level presence service requirements may be supported:-

a)
Location information

Integration of location information, and provide notifications based on changes in location as requested by a watcher.

Note:
The presence service may also allow other presence attributes to be supported.

Next Change in Chapter 7

7
Security

The use and access to the presence service shall be supported in a secure manner. It shall only be possible for the presence information to be supplied and/or updated by the presentity or the home environment as identified in clause 5 "High Level Requirements".  

The presence service shall support measures to detect and prevent attempts to maliciously use or abuse the services.   It shall be possible to authenticate presentities and/or watchers at any time.

It shall be possible to authenticate a principal before allowing registration to the presence service.

It shall be possible to authenticate a watcher requesting access to the presence service.  Existing security mechanisms as well as mechanisms specific to presence service may be used.

It shall be possible to authorise a watcher’s watcher-subscription request to a presentity’s presence information.

It shall be possible to protect the following items from eavesdropping and tampering:-

· Presence information and notifications

· Requests for presence information, e.g., requests for subscription and requests for presence information retrieval.

Next Change in Chapter 9

9
Administration

The following administration requirements shall be supported.
Note: The different logical steps (provision, registration, activation) might be combined. For example when a principal requests a watcher-subscription, a watcher associated with him is automatically registered in the Presence Service.
9.1
Provision
Provision is an action taken by the service provider to make the presence service available to a principal.  Provision may be:-

· General: where the service may be made available to all principals without prior arrangements being made with the service provider.

· Pre‑arranged: where the service is made available to an individual principalonly after the necessary arrangements such as login name, password have been made with the service provider.

This provision action shall allow the principals to subsequently register within the Presence Service as a presentity, as a watcher or as both.

9.2
Withdrawal

Withdrawal is an action taken by the service provider to withdraw the presence service from the principal.  Withdrawal may be:
· General: where the presence service is removed from all principals
· Specific: where the presence service is removed per principal.

9.3
Registration
Registration is an action taken by the service provider or the principal to provide information necessary for presentities and/or watchers to use the Presence Service. For example, a 3GPP subscriber could request the creation of a presentity associated with him and provide the corresponding access rules.

It shall be possible to take this registration action under the condition that the presence service is available for the principal. (i.e. the provision has been performed previously). 

This registration process may be performed at any time by the principal or service provider to create new presentities/watchers.

The service provider may provide privacy control at registration time on behalf of a presentity.
9.4 Erasure
Erasure is an action taken at any time by the service provider or the principal in order to cancel a registration.
9.5
Activation


Activation is an action taken at any time by the service provider, the presentity or the watcher to bring the Presence Service into the active state.
It shall be possible to activate the service once the presentity or watcher has been registered. 

Once the presentity or watcher is in an active state,

· This presentity or watcher may invoke Presence Service features

· Other presentities or watchers may invoke Presence Service features concerning this presentity or watcher (e.g. by subscribing to its presence information)

· The Presence Service may invoke Presence Service features concerning this presentity or watcher (e.g. by notifying changes in the presence information)
9.6
Deactivation


Deactivation is an action taken at any time by the service provider, the presentity or the watcher to bring the Presence Service into the non-active state.
9.7 Invocation

Invocation is an action taken at any time by the presentity or watcher (e.g. by requesting presence information) or by the Presence Service as a result of a particular condition (e.g. by notifying presence information’s changes) in order to invoke the Presence Service features.
9.8
Presentity privacy

The presentity shall be able to grant permission to access its presence information.  The presentity shall be able to authorise the presentity's presence information access, per watcher or per group of watchers, with different levels of authorisation for a definitive period of time or on demand.
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