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1 Introduction

The presence service provides access to presence information to be made available to other users or services. Exploitation of this service, will enable the creation of wireless-enhanced rich multimedia services along the lines of those currently present in the internet world.  

The concepts of Principal, Presentity and Tuple as referenced from IETF RFC 2778 and RFC 2779 are currently being discussed in the 3GPP SA1 Presence ad-hoc group in order to be able to provide the means for 3GPP operators upon which they can provide useful and profitable presence based servives.

2 3GPP Presence service Use cases

[image: image5.wmf]WAP UE

2G MS

3GPP UE

Intranet

or

Internet

3GPP

PLMN

WAP

service

Presence 

Service

IETF

protocols for presence

PS

domain

IMS

CS

domain

LCS

service

Presence 

Service
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In order to be compatible with the IETF which helps developing interoperable services the entities of the principal, presentity, presence tuple and their roles in 3GPP must be preserved and be used in the same way as proposed by IETF. 
In addition, IETF through CPIM, currently defines a generic schema (DTD) with extensions to allow various applications to support their own application specific schema. 
We believe that 3GPP can reuse the proposed schema and define its own extensions wherever needed. It is therefore important to clearly understand and agree on the uses cases within the 

3GPP that need to be addressed as part of this standardization effort.



Fugure 1 above depicts the deployment of presence service in 3GPP network. 

The solid lines between the presence server and the 3GPP nodes depict the retrieval of network related presence information from 3GPP network nodes such as HLR, GMLC, CSCF etc. 

The dotted line from the presence server to the 3GPP UE’s display depicts the retrieval of application specific presence information such as presence information relevant to the application, in this case instant messaging using 3GPP protocols via 3GPP network nodes. 
It must be noted here, the application can be anywhere in the network and not just on the terminal.

From the above figure we can taxonomise presence enabled services to those where presence information contain in addition to other, access (network) specific presence markup and to those containing only application (non-access or network) specific presence markup and no access (network) presence markup whatsoever.

The following categorization is an effort to identify the applicable presence service use cases within the 3GPP.

2.1 Use Case I –  3GPP access aware presence enabled services 

This use case addresses a family of presence enabled services which are related to the communication of a 3GPP subscriber. As such, this family of services will contain network related presence markup as part of the presence information.

The communication services of a 3GPP subscriber include services such as telephony, instant mesaging, push services, information retrieval services, multimedia messaging etc. Rather than proposing one presence service schema that attempts to address all relevant presence markup for all types of presence enabled communication services of a 3GPP subscriber, it is more meaningful as part of the standardisation of presence service to define key network related generic presence markup and anything extra can be defined by each specific presence enabled communication service.

2.2 Use Case II – 3GPP access agnostic presence enabled services

This use case addresses a family of presence enabled services which are not specifically related or interested on network presence markup. Each application will define its presence markup which will shall be irrelevant to the access and shall be purely related to the particular application.

This type of presence enabled applications will use the 3GPP presence service infrastructure and 3GPP protocols to communicate with their peers.
Examples of these applications will be interactive games, m-commerce apoplications etc. 

3 Conclusion

Based on the above discussion, we propose the following:

· Discuss the proposed use cases and come to a consensus on the needed taxonomisation.

· Update Stage 1 to reference both uses cases and also to provide requirements for both (see below)

· Avoid as part 3GPP SA1 to decide on a minimum presence markup for this is the speciality of 3GPP S2. 

___________________________________________________________________________

1
Introduction

This specification defines the requirements for the support of the presence service, which results in presence information and information on a user's devices, services and services components being managed by the wireless network.  Together, these devices, services and services components are termed presentity (presence entity).  This TS makes extensive use of internet terminology to ensure alignment with the presence service description and behaviour in internet recommendations RFC 2778 [3], RFC 2779 [4] and A Common Profile for Instant Messaging [5].

The presence service provides access to presence information to be made available to other users or services.  Exploitation of this service, see figure 1, will enable the creation of both 3GPP - access aware and access agnostic  presence enabled services along the lines of those currently present in the internet world.  

Presence is an attribute related to, but quite different from mobility information, and is a capability that can be exploited to create additional services.  The types of services that could be supported by the presence service may include:-

· New communications services

The presence service will enable new multimedia services to exploit this key enabler to support other advanced multimedia services and communications.  These new services may infer the context, availability and willingness of a user to accept or participate in particular types of communications by accessing the presence information for the user's devices and services.    
Examples of such new multimedia services that could potentially exploit the presence service include "chat", instant messaging, multimedia messaging, e-mail, , handling of individual media in a multimedia session etc.

· Information services

The presence service may also be exploited to enable the creation of services in which abstract entities are providing the services to the mobile community.  The presence service may be used to support such abstract services as cinema ticket information, the score at a football match, motorway traffic status, advanced push services etc.  

· Enhanced existing services

Existing wireless services may also be significantly enhanced by exploiting the presence information.  For example a user may dynamically arrange for his wireless services to be supported through his corporate PABX whilst he is on-site, require media to be converted and directed to specific devices (e.g. user cannot accept a voice call whilst in a meeting, but is prepared to receive the voice call converted to text in the form of an SMS/MMS/e-mail message).  The presence service may also be used to enable the creation of advanced versions of CS/PS services, enable terminal capabilities support etc.

The following figure 1 represents a logical overview of how services could exploit the presence service to create advanced services.
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Figure 1: Logical presence service support of services

A presence-enabled service as observed by the user is a service in which the user can control the dissemination of his presence information to other users and services, and also be able to explicitly identify specifically which other users and services to which he provides presence status.  Combined with the capability of other users' control of their own presence status, virtually infinite combinations of users and services interacting at different levels can be created.

The exploitation of the presence service is already available in the internet world, although unfortunately with different non interoperable mechanisms.  This specification identifies the requirements for support of a wireless-enhanced version of the presence service through the support of wireless attributes (e.g. services, media components of a multimedia service, location information) in an interoperable manner both within the wireless network, and with external networks.

1
Scope

This TS defines the stage one description for the presence service. Stage one is the set of requirements which shall be supported to enable the exploitation of the presence service, seen primarily from the users' and home environments’ points of view.

This TS includes information applicable to the home environment, device and network manufacturers which are sufficient to provide complete support of the presence service.

Additional functionalities not documented in this TS are considered outside the scope of this TS. Such additional functionality may be on a network-wide basis, nation-wide basis or particular to a group of users. Such additional functionality shall not compromise conformance to the requirements of the presence service defined in this specification.
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3
Definitions, symbols and abbreviations

3.1
Definitions

Access rules: constraints on how the presence service makes presence information available to watchers.  For each presentity’s presence information, the applicable access rules are managed by the principal that controls the presentity.
Access aware presence enabled services: a family of presence enabled services containing access specific (ie 3GPP) presence markup. 

Access agnostic presence enabled services: a family of presence enabled services containing only application specific presence markup with no relation to the access.

fetcher: a form of watcher that has asked the presence service for the presence information of one or more presentities, but is not requesting a notification from the presence service of (future) changes in a presentity's presence information.
identifier: a means of indicating a point of contact, intended for public use such as on a business card. Telephone numbers, email addresses, and typical home page URLs are all examples of identifier in other systems.

poller: a fetcher that requests presence information on a regular basis.
presence information: is a set of attributes characterising current properties of presentities such as status, an optional communication address and other optional attributes etc

presence service: the capability to support management of presence information between watchers and presentities, in order to enable applications and services to make use of presence information
presentity (presence entity): any uniquely identifiable entity that is capable of providing presence information to presence service.  Examples of presentities are devices, services etc.  Any presentity shall have one, and only one, principal associated with it.
principal: human, organisation, program, or collection of humans, organisations and/or programs that chooses to appear to the presence services as a single actor, distinct from all other principals.  A principal is associated with one or more presentities and/or watchers. A principal is said to "own" a certain presentity or watcher if such an association exists. Within the context of this specification a subscriber may be a principal to one or more presentities and/or watchers.  Examples: A subscriber may be a principal to the terminals (the presentities) he owns. A program, providing a stock exchange information service to customers, may be the principal to the market quotations (the presentities) it monitors.

Note:
The case where a presentity is not a subscriber requires to be further considered

Note:
FFS: definition of principal to be made consistent with the usage of the term principal in the remainder of the document

status: ffs
subscribed-watcher: a subscribed-watcher is a type of watcher, which requests notification from the presence service of changes in a presentity's presence information, resulting in a watcher-subscription, as they occur in the future.  
watcher-subscription: the information kept by the presence service about a  subscribed-watcher's request to be notified of changes in the presence information of one or more presentities

Note: 
This definition represents an entity's request to obtain presence service information, and is not related to the term "subscription" in [1].  Within this specification the term watcher-subscription (and its derivatives) purely refers to this relationship. 
watcher: any uniquely identifiable entity that requests presence information about a presentity, or watcher information about a watcher, from the presence service. Special types of watcher are fetcher, poller, and subscribed-watcher.  Any watcher shall have one, and only one, principal associated with it.
watcher information: information about watchers that have received or may receive presence information about a particular presentity within a particular recent span of time.

Editor's note: the watcher information definition is to be further refined…
3.2
Abbreviations

For the purposes of this document the following abbreviations apply:

IETF


Internet Engineering Task Force

LAN


Local Area Network

VHE


Virtual Home Environment

4
Presence models

4.1
Informative models

The below models of the presence service and presence information are not definitive, and no implementation model or architecture is implied or required by them, and are solely provided to describe the functions and roles that shall be provided by the presence service.

4.2
Roles in the presence service
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Figure 2: Presence service model

The presence service may be considered to support three main roles, as depicted in figure 2"Presence service model".  

For the purposes of this TS, the following roles are identified to support the presence service:-

Suppliers of presence information

This role represents those entities that supply presence information.

Requesters of presence information

This role represents those entities which request (and subsequently receive) presence information of a presentity.  The presence information may also maintain data on requesters of presence information, which may also be potentially distributed (on request) to requesters of presence information.  The term watchers is used to identify the requesters of presence information.

The requesters of presence information may be associated with 2 modes of operation:-

Information Mode

This mode corresponds to a request-response mode and represents those entities (i.e. watchers) which simply request the current presence information of a presentity .  The term "fetchers" is used to identify the receivers of this type of presence information of a presentity.  Presence information of a presentity may also be requested on a regular or periodic basis, and are referred to as pollers. 

Notification Mode

This mode corresponds to a ‘push-type’ mode and  represents those entities (i.e. watchers) which request notifications on (future) changes in presence information of a presentity.  The term subscribed-watchers is used to identify the receivers of these notifications. Watcher-subscriptions for subscribed-watchers are soft-stated i.e. they are time-bound, notifications of presence information cease on expiry of the negotiated interval. The subscribed-watcher is allowed to ‘refresh’ a watcher-subscription at any time.  Watcher-subscription refreshes overwrite an existing watcher-subscription for the same presentity, subject to the presentity's access rules.
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Figure 3: Presence Service Entity Relationships

The key concepts captured in figure 3 are as follows :-

· a principal may be associated with one or more watchers

· a watcher is associated with one principal

· a presentity is associated with one principal

· a principal may be associated with one or more presentities.

· a presentity may be associated with one or more presence-tuples

· a watcher can have a watcher-subscription to one or more presentities

· a presentity may be watched by one or more watchers

4.3
Presence information

A logical model of a presentity's presence information consists of an arbitrary number of elements, known as presence tuples, as depicted in figure 4.  Presence information for each presentity is identified by a unique identifier.  
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 Figure 4: Presence information

Each such presence tuples contains the following access agnostic presence information as described in RFC 2778 [3]:-

-
status

	Item
	Explanation
	Example Values

	status
	Indicates the current condition of the device or service represented by the presence tuple 
	open, closed, online, offline, busy, away, do not disturb etc.


Table 1: Status

-
communication address

consists of a communication means and a contact address 

	Item
	Explanation
	Example Values

	communication means
	Information indicating a method whereby communication can take place
	service type (e.g. telephony, SMS), media type (e.g. audio, video, text message), multimedia messaging service, instant messaging service etc.

	contact address
	Information indicating a specific point of contact via some communication means
	E.164, URI, instant inbox address etc


Table 2: Communication address

-
other presence markup

any additional presence information

In addition there shall be presence tuples with 3GPP access aware presence information as per 23.141 xxx
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