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1. Introduction

The contribution suggests to define a set of Service Capability Features for the handling of some universal IP multimedia Service Features listed below. .

This proposal was already presented to the SA2 Drafting meeting on IMS Service Provisioning  /Architecture, 5-6 April in Sophia Antipolis and it was recommended to redirect it to SA1 for discussion purposes. The reason is the alignment of Service Capability Features between SA1 and SA2.

2. Discussion

Service Capability Features (SCF) are a set of standardised capabilities provided at network level in order to allow an IM Operator to offer Multimedia Service Features via a Service Platform.

Service Features (SF) are a set of features which are common to some IP Multimedia Services e.g. Voice Services, Videophone Services, multimedia Services.

The object of this contribution is to list some of these Service Capabilities Features that are required at network level and to request guidance on a way forward, that is, to add them to the corresponding SA1 document(s) where the set of desirable SCFs and SFs, for inclusion in Release5, is defined.

Service Feature Examples

Session Identification

Identity of each party to be sent to the other unless withheld:

· Session originator identification presentation : provides the ability to present the required identity of the originator to the receiver.

· Session originator identification restriction : provides the ability for the sender, to prevent presentation of any identity (or a specific identity type) of the originator (except in case of override category of the receiver).

· Receiver Connected identification presentation : provides the ability to present to the originator, the required identity of the receiver.

· Receiver Connected identification restriction : provides the ability to prevent presentation of any identity (or a specific identity type) of the receiver to the originator (except in case of override category of the receiver).

Session/media Forwarding :

· Unconditional : provides to the user, the ability to have all incoming IP multimedia communications, or just individual media of all incoming IP multimedia communications,   unconditionally redirected.

· When “busy” : provides to the user, the ability to have all incoming IP multimedia communications, or just individual media of all incoming IP multimedia communications redirected according to “busy” criteria determined on current communications / individual media states.

· When “no answer” : provides to the user, the ability to have all incoming IP multimedia communications redirected in case the called party does not answer to this communication. 

· When subscriber “not reachable” : provides to the user, the ability to have all incoming IP multimedia communications, redirected in case the called party is not reachable for this communication. 

· Depending on terminal capabilities : provides to the user, the ability to have some multimedia components of some incoming IP multimedia communications redirected in case the terminal the user is currently registered on is not capable of handling such multimedia components. 

Session/media Transfer:

· Deflection : provides to the user, the ability to have all incoming IP multimedia communications or just individual media of all incoming IP multimedia communications redirected  according to alternative(s) destination(s) when these communications are presented.

This(ese) alternative(s) destination(s) may be proposed by the sending party or may be  initiated by the receiving party

· Transfer : provides to the user, the ability, when connected to two other parties with IP multimedia communications, to connect these parties in one communication and release it’s own IP multimedia communication. 
Session Completion:

· Wait : provides to the user, the ability to have incoming IP multimedia communications notified, according to their type and according to criteria linked to others  current communications / individual media, states . The user can accept, reject, ignore or deflect the notified (multi)media.

· Hold : provides to the user, the ability to interrupt an IP multimedia  communication or just individual media of an IP multimedia  communication,  and then subsequently re-establish this session/ communication or media. 

Barring :

· (Subscriber defined) Barring of communication : provides to the subscriber/user, the ability to have barring of certain types of IP multimedia communications, according to a barring program which is selected from a set of one or more barring programs chosen at provision time. 

· Operator Determined Barring : provides to the Network Operator, the possibility to activate Barring services on IP multimedia communications, and to control registration for roamers.

Multiparty :

Provides to the user, the ability to have simultaneous IP multimedia communications with more than one party. For each communication, it should be possible to have specific handling for individual media.

Service Capability Features required 

The above mentioned Service Features imply the need of the following SCFs at Network level:

1. Session identification 

· Transport of “Originator/Receiver identification”: the required identity shall be able to be transported across the IM Network.

· Transport of “Originator/Receiver identification restriction” : the restriction indication shall be able to be initiated from a user, transported across the IM Network and to be hidden to the final user.

Session/media Forwarding :

· Transport of forwarding information: The network shall be able to redirect a communication request to other(s) destination(s), on service level decision.  A whole communication or an individual media within a communication shall be able to be forwarded to another destination. Forwarding information shall be able to cross the Network, in order to avoid “loops”. The Network shall be able to notify Forwarding to users (via a film for example). 

· Detection of busy: “User Busy” state may be managed at service level or at terminal level. “Terminal Busy” state is managed by the terminal itself. The Network shall be able to relay towards the service a “Busy” information received from the terminal.

· Detection of no reply: The network shall be able to detect the “No answer or unreachable” condition for a terminal and to relay this information to the service control entity.

Session rejection

The network shall be able to reject a session invocation (e.g. used for barring)

Handling of user / terminal decisions about a session or a session component :

The network shall be able to process terminal or user request of session / media component:

· Deflection: individual media or whole communication shall be able to be redirected to another(s) destination(s)(same feature than for call forwarding). Alternative(s) destinations shall be able to be initiated from users.
· Transfer: The Network shall be able to handle the session transfer (connection/disconnections) (connect together the users from the 2 sessions into 1 session)
· Hold/Resume : Hold/resume indication on individual media or whole IM communication shall be able to be indicated by the user. The Network shall be able to interrupt an IP multimedia  communication or just individual media of an IP multimedia  communication,  and then subsequently re-establish this session/ communication or media. 

Multiparty :

The network shall be able to provide bridge at transport level, 

Storing terminal capabilities

The network shall be able to store information on the capabilities of the terminal received in the registration request. The service platform shall be able to retrieve this information. 

Establishing bearers with different QoS

The network shall be able request bearers with the corresponding QoS needed by the components of the multimedia session and carry this information.
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