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3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:
Applications: software components providing services to users by utilising service capability features.

Application Interface: standardised Interface used by applications to access service capability features.

Call:
A logical association between several users (this could be connection oriented or connection less).
Charging:  A function whereby information related to a chargeable event is formatted and transferred in order to make it possible to determine usage for which the charged party may be billed.
HE-VASP: Home Environment Value Added Service Provider. For the definition see [1]

Home Environment: For the definition see [1]

Local Service: For the definition see [1]

Personal Service Environment: For the definition see [1]
Policy: is a formalism that may be used to express business, engineering or management criteria. A policy is represented by a set of rules. Rules are expressed as condition(s)-actions(s) pairs. When the conditions associated with a rule are satisfied the associated actions are executed.

Note: Policies created by applications are matched against the policies of a Network.

Policy Event : A policy event is associated with the action part of designated rule(s). The event is generated when the action part is executed. 

Policy Management: is the capability to create, modify and delete policy related information, including policy events.

Policy Enabled Service: is a Service which has some or all of its properties expressed in terms of policy rules. E.g. Charging Service wherein charging criteria are expressed in terms of policy rules

Policy Decision Point: A function of the network where the applicable policy is chosen.

Policy Enforcement Point: A function of the network where the chosen policy is applied.

Policy Repository: A function of the network where policies are stored.

Policy Enabled network: is a network that supports at least one instance of a Policy Repository and Policy Decision Point and Policy Enforcement Point.
Service Capabilities: bearers defined by parameters, and/or mechanisms needed to realise services. These are within networks and under network control.

Service Capability Feature: functionality offered by service capabilities that are accessible via the  standardised application interface.

Service Provider: an organisation which delivers services to the subscriber. This can be e.g. the operator of the subscriber's Home Environment or an authorised  VASP.
Note: In the context of this specification it is assumed, that at least one application providing the services of the Service Provider makes use of OSA functions

Services: a service is the user experience provided by one or more applications.  

User: For the definition see [1]

Virtual Home Environment: For the definition see [1]

Further 3G related definitions are given in 3G TS 21.905 [3].

3.2
Abbreviations

For the purposes of this TS the following abbreviations apply:

API
Application Programming Interface

CAMEL
Customised Application For Mobile Network Enhanced Logic

HE
Home Environment

PSE
Personal Service Environment

VHE
Virtual Home Environment

OSA
Open Service Access

SCF
Service Capability Feature

MExE
Mobile Execution Environment

Further 3G related abbreviations are given in 3G TS 21.905 [3].

=== next change ===

10
Requirements for Policy Management 

Applications shall have the ability to interact with policy-enabled Service Capability Features in a secure manner. The network policies  always take precedence over the application defined policies. 

The OSA interface shall provide sufficient capabilities to enable applications to request:

· To manage the application’s policy-related information

This allows applications to create, modify and delete policies, policy events and to activate and deactivate policy rules.
· To manage policy event notification

This allows applications to register for specific policy events. Once registered for such events, the application shall receive notification of the events until it explicitly requests the termination of the notification request
· To collect policy statistics 

This  allows an application to collect policy related statistics from the network. Examples include success or failure of operations on policies and time stamps of policy events. 
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