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1.
Introduction

Intensive standardization work regarding push services in 3G, is taking place during the last months in TSG-SA2. The feasibility study for that service is finished. But yet, no TSG has started to standardize the push user agent embedded in the UE.

Standardization of push user agent is required. It is proposed that TSG T2 will handle this.   

Comverse would like to ask TSG-SA1 to consider and evaluate the list of high-level requirements below, and define a list of the Push User Agent requirements.

We would like to ask in addition that this list of high level requirements will be delivered to the relevant terminal TSG, so that this TSG can standardized the push user agent in a timely manner to meet with the work of TSG-SA2.

2.
Push User Agent  

High Level Requirements - Discussion

2.1 The network or the push proxy SHALL be able to use the Push user agent to initiate PDP/CDP context activation
2.2 After PDP/CDP context activation, the push user agent SHALL provide its IP address to the push proxy or network

2.3 The PDP/CDP initiation request May be delivered over one of several bearers e.g. SMS, SIP.

2.4 The push user agent SHALL be able to distribute the data received by it, to the addressee application in the terminal.

2.5 The push user agent MAY be able to forward the incoming messages to external connected devices e.g. by bluetooth, IR, cable.

2.6 It SHALL be possible to the push proxy to uniquely identify push user agent and relevant applications e.g. by using user identities and application level addressing.
2.7 The end user SHALL be able to manage the push user agent according to his/her preferences, e.g. basic security, basic screening. 

2.8 The push user agent SHALL be able to reject unauthorized messages, e.g. messages from unknown push proxy.

2.9 The push user agent SHALL be able to read and to act upon ”flag headers” such as “last message”, “concatenated message”, “message n#” etc.

2.10 The push user agent MAY deliver notification for successful receiving of messages i.e. ACK to the push proxy.

2.11 The push user agent MAY send failure notifications i.e. NACK, with or without attached reason to the push proxy.

2.12 If the reason for failure to receive a message is due to terminal capabilities, the push user agent MAY respond in a way, which includes the terminal capabilities.

2.13 The push user agent MAY support several push classes e.g. background download, high priority – alerts, on-screen messages etc.

2.14 The push user agent SHALL be able to accept control messages, such as “caching delete”, “message delete”, “message replace” etc.

2.15 The push user agent SHALL be able to respond to control queries, such as handset capabilities query, memory status query etc.  

3. Proposal

It is proposed that the above high-level requirements are discussed within TSG-SA1.  Following due consideration the Push service requirements should be considered for inclusion in the relevant 22-series specifications, and a request generated to the relevant terminal TSG such that they may start the push user agent standardization work.
