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T2 SWG3 acknowledges the liaison mentioned above and wishes to thank SERG for their efforts at reviewing the use cases.  It is through efforts to explore the utility and reasonableness of service offerings as these that permit us to better capture the requirements that best serve the affected communities.

Since the liaison had indicated a set of concerns regarding the use cases, it was felt appropriate to respond with some commentary regarding the current thinking.  Since these were exploratory use cases, and not definitive in nature, we would like to indicate that these concerns will be considered as the group moves forward.  The responsive commentary is embedded in the following text to preserve as much context as possible:

The main concerns are the following:

· Open access to network operator’s network elements (e.g.) HLR from e.g. public Internet. It is unclear if this kind of interface is needed e.g. for the inquiry of the location of the subscriber

The presented network diagram is meant to provide a frame of reference to examine the various elements that may be involved in the MMS service.  It does not impose requirements that such interfaces exist in all such systems.  There is an expectation that there is information that an HLR currently has, such as device availability or location, which may be useful to exploit in this service.  But specific implementations may, or may not utilize this information.  Thus, it is more likely that a network operator would have, and be able to use this information, and that external entities would not be so fortunate.  Of course, there may be value to an operator in providing this information to specific third parties, in which case a specific interface definition, possibly in an ‘internet-friendly’ approach would be useful for this purpose.

· Is it possible that every MMS capable entity has right to send Multimedia Messages to Carrier domain? Or is it possible that the operator selects the companies which will have an access to its domain?

These questions go to specific policy and control aspects by which a network operator may wish to operate the service.  Such issues are not generally managed as an aspect of the service description or the defined protocols directly.  Rather, such policies are normally left to specific operators to implement.  Of course, if a consistent set of such rules could be developed, then the appropriate functionality and requirements could be defined such that consistent implementations could be developed.  T2 would like input on such control factors that may be of interest to SERG.

· Charging issues when messages are pushed to Carrier domain from e.g. Internet. Who will pay the message? Is it the recipient of the message, or the operator who sends the message?

As with the previous item, this is more of a policy issue and is not a direct factor in the MMS service description.  Various business cases exist in support of charging including flat fees, usage-based fees as well as advertising supported services.  These are all legitimate business opportunities but are not likely to affect the basic service offering.  T2 would similarly appreciate thoughts on charging services but expect that such issues will likely impact many applications and not just MMS. Specifically the MMS AdHoc would like SERG to examine the architecture for MMS defined in 23.140 and to see if a business model for billing aligns with this architecture. E.g. the MMS AdHoc feels it should be possible to bill the recipient and / or the sender and to offer reverse charge and subscription services. It is already difficult to bill the sender of messages originated in the internet. Please provide us with some guidance in the form of use cases as this will affect our work.

· The capacity of the Air-interface when messages are pushed to Carrier domain from e.g. Internet. There is need to control how much traffic is transferred through Air-interface because the Base Station network is one of the most costly part of the mobile networks

It is agreed that a critical activity for network operators is to protect the network from such activities that would disrupt services.  MMS does not define any specific activities in support of this network protection.  Activities that are invoked to perform such protections need to be done with care so that customers receive a consistent service.  If message filtering is invoked (not a requirement of MMS at this time) then customers may need to be educated as to this activity.  This is especially true if different rules exist during busy hours which could impact delivery times or message sizes.  Concern regarding consistency arises as users will come to expect a certain level of service which could be seriously impacted by various filtering activities.  T2 would welcome input related to activities such as SPAM filtering or detection of denial of service attacks which could disrupt network services.  It may be appropriate to describe such problems in the affected documents.

The following paragraphs points out other important issues of the MMS need to be considered and clarified by 3GPP T2:

· It is very important that the MMS Relay – MMS Server interface (storage- and messaging servers) shall be standardised in such a way that it will permit interoperable solutions. It will be important that third parties MMS capable servers will be able to communicate with network operators’ MMS Relays. Also existing Servers should be possible to implement to be a part of MMSE. In that case there should be only minor software upgrades in the servers.

By separating the functionality of the MMS Relay from the MMS Server it is intention to support efforts that will define usable interfaces to permit interoperable solutions.  This would permit each component to scale independently as well as provide flexibility in service design.

Software upgrades are not a factor in the design or requirements of MMS but are more an issue of a specific implementation and component offering.

· Multimedia Messages (MM) between two MMSE: 

1. GSMA SERG’s view is that if the MSISDN address is used as a recipient’s address the MMs are delivered to recipient’s MMS Relay. It is MMS Relay’s responsible to decide if the message is delivered further to some MMS Server before delivering MM to recipient’s terminal. 

The view in T2 is that the ‘addressed’ element is the MMS Relay.  This provides a consistent MMS Relay to MMS Relay interface to be standardized.  The current view is that all messages received would be directed to the appropriate MMS Server which would then be responsible for that actions needed to support delivery.

2. If the recipient’s address is of E-mail address type the Multimedia Messages should be delivered directly to the server indicated in the E-mail address. This server might be a MMS capable server or normal E-mail server.

As with previous comment, the MMS Relay is the intended ‘addressed’ element.  Therefore, the MMS Relay would be the element for which firewall exposure would be needed and that they would perform true relay activities to route to an appropriate MMS Server.

3. In both cases the sender does not need to know what kind of server the recipient’s server is.

This is agreed.

· In both cases 1. and 2. above there has to be a mechanism that the sender of the MM will be able to receive a notification that the message is delivered to recipient’s MMS Relay or MMS Server. It is highly recommended that there also should be a mechanism that the sender receives the notification that the message is delivered to the recipient’s terminal. GSMA SERG asks 3GPP T2 to study if this would be possible

The intention is to provide delivery notification based upon information which suggests that the message has been delivered to the user device.  Note that this does not assure the sender that the recipient has actually read the message.

· GSMA SERG’s view for the MMS is that the important issue to make MMS a successful service is the possibility to send MMs from mobile phone to another mobile phone. The smooth operation requires workable PUSH operation. When the MMS Relay receives the MM from the (MMS) server the MM should be pushed automatically to the recipient’s terminal after taking notice the user profile settings

The MMS service model does not presently support a direct PUSH of the associated message.  Rather a notification is PUSHed to the device.  The device, using rules or other provisioned information, may decide to immediately retrieve the message from the MMS Server but that is not mandated, it is possible.

· It is not user friendly and not capacity and resource friendly if there is need to that terminal is polling the different servers frequently

This is agreed and is the reason for message notification.

· Figure 13 in document T2-000242 describes various MMS interconnect schemes. In the end user point of view it will be very difficult to understand if there will be need to retrieve the MMs from several different access points. To avoid this kind of situation the workable Push operation is needed. However the direct push operation from outside to carriers domain concerns GSMA SERG. The reasons are described already in the beginning of this document
PUSH is an enabler that may be utilised by possibly many services, such as MMS. This push enabler as defined for MMS message notification, is intended to permit a variety of servers to be aimed at a client without much user concern.  Policy to control access to external servers and related activities are concerns of the network operator.  It is expected that various services, in addition to MMS, may develop operational models dependent on PUSH of data and will need to be addressed generally and not just for MMS.
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GSM Association SERG had possibility to look through 3GPP T2 document T2-000242 (Messaging Use Cases) by Motorola.

The document describes interesting MMS scenarios. SERG welcomes the new additions for Release 2000 of the MMS but have some concerns about opening up MMS Relay and moving MMS Relay outside Carrier domain.

The main concerns are the following:

· Open access to network operator’s network elements (e.g.) HLR from e.g. public Internet. It is unclear if this kind of interface is needed e.g. for the inquiry of the location of the subscriber

· Is it possible that every MMS capable entity has right to send Multimedia Messages to Carrier domain? Or is it possible that the operator selects the companies which will have an access to its domain?

· Charging issues when messages are pushed to Carrier domain from e.g. Internet. Who will pay the message? Is it the recipient of the message, or the operator who sends the message?

· The capacity of the Air-interface when messages are pushed to Carrier domain from e.g. Internet. There is need to control how much traffic is transferred through Air-interface because the Base Station network is one of the most costly part of the mobile networks

The following paragraphs points out other important issues of the MMS need to be considered and clarified by 3GPP T2:

· It is very important that the MMS Relay – MMS Server interface (storage- and messaging servers) shall be standardised in such a way that it will permit interoperable solutions. It will be important that third parties MMS capable servers will be able to communicate with network operators’ MMS Relays. Also existing Servers should be possible to implement to be a part of MMSE. In that case there should be only minor software upgrades in the servers.

· Multimedia Messages (MM) between two MMSE: 

4. GSMA SERG’s view is that if the MSISDN address is used as a recipient’s address the MMs are delivered to recipient’s MMS Relay. It is MMS Relay’s responsible to decide if the message is delivered further to some MMS Server before delivering MM to recipient’s terminal. 

5. If the recipient’s address is of E-mail address type the Multimedia Messages should be delivered directly to the server indicated in the E-mail address. This server might be a MMS capable server or normal E-mail server.

6. In both cases the sender does not need to know what kind of server the recipient’s server is.

· In both cases 1. and 2. above there has to be a mechanism that the sender of the MM will be able to receive a notification that the message is delivered to recipient’s MMS Relay or MMS Server. It is highly recommended that there also should be a mechanism that the sender receives the notification that the message is delivered to the recipient’s terminal. GSMA SERG asks 3GPP T2 to study if this would be possible

· GSMA SERG’s view for the MMS is that the important issue to make MMS a successful service is the possibility to send MMs from mobile phone to another mobile phone. The smooth operation requires workable PUSH operation. When the MMS Relay receives the MM from the (MMS) server the MM should be pushed automatically to the recipient’s terminal after taking notice the user profile settings

· It is not user friendly and not capacity and resource friendly if there is need to that terminal is polling the different servers frequently

· Figure 13 in document T2-000242 describes various MMS interconnect schemes. In the end user point of view it will be very difficult to understand if there will be need to retrieve the MMs from several different access points. To avoid this kind of situation the workable Push operation is needed. However the direct push operation from outside to carriers domain concerns GSMA SERG. The reasons are described already in the beginning of this document
