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Background

23.502 CR2203 was agreed in SA#138E (April) in document S2-2003286. This CR is titled “Clarification on PDU session establishment without S-NSSAI indication” and makes changes to the behaviour of the system in case a UE doesn’t include an S-NSSAI in a PDU session establishment request. 

A related CT1 CR (24.501 CR 2086, C1-203969) was discussed in CT1#124E in June, but Samsung raised an objection to that CR, providing technical reasons for the objection. The topic is now included in the exception sheet for the eNS Work Item, to be worked on in the next quarter.
Samsung believes that the related SA2 CR should be sent back to SA2 for re-consideration in the light of arguments made in CT1, and according to the conclusions of the discussion set out in this paper.
Discussion
The concept of default slices has existed since Release 15 in Stage 2 and Stage 3.

· MM layer: allowed NSSAI contains S-NSSAIs marked as default in the Subscribed S-NSSAIs when
a) the UE does not send a requested NSSAI, or
b) none of the S-NSSAIs in the Requested NSSAI are permitted
· SM layer: if the UE does not include an S-NSSAI during PDU session establishment
a) the AMF uses a default S-NSSAI if available in user's subscription context 1, 2
From the above, a slice is either default (marked as default) or not. The “defaultness” of a slice does not change based on signaling on MM vs SM layer. Existing principle (MM & SM layer) is thus that a default slice is selected when the UE does not request slice(s).
The SA2 CR agreed in S2-2003286 creates problems as described below.

If the UE does not include an S-NSSAI during PDU session establishment, the AMF now selects an S-NSSAI as follows: 
· “If there is only one S-NSSAI in the Allowed NSSAI, this S-NSSAI shall be used” - (from S2-2003286)
1) This single S-NSSAI may not be a default slice. Selecting it therefore eliminates the concept of default slices
2) The UE already knows the entries in the allowed NSSAI & yet its URSP rules determined no S-NSSAI can be included for PDU session establishment. The AMF now overrides UE’s determination which defeats the purpose of the UE having, and being allowed to use, URSP rules (additional related issue follows below)
· “If there is more than one S-NSSAI in the Allowed NSSAI, the S-NSSAI selected is either according to the UE subscription, if the subscription contains only one default S-NSSAI and the corresponding mapped HPLMN S-NSSAI of the Serving PLMN is included in the Allowed NSSAI, or based on operator policy” - (from S2-2003286)
1) Inconsistency between 1) and 2):
· in 1), the only/single S-NSSAI in the allowed NSSAI is used even if it is not the default slice (i.e. no condition on presence of S-NSSAI that is marked as default)
· In 2), a default slice is selected if available in subscription but the condition to do so seems to be dependent on the number of slices in the allowed NSSAI
Looking more closely at the new text “If there is only one S-NSSAI in the Allowed NSSAI, this S-NSSAI shall be used” as mentioned above, we have identified an issue if for example a UE is using a CIoT application and there is only a slice for CIoT in the allowed NSSAI. In this case the UE sends PDU session establishment request without an S-NSSAI (currently possible as per 5.4.5.2.3 of 24.501). Now consider the following events:
· The user downloads a new app that does not have any mapping in the URSP rules
· This app does not contain characteristics of a CIoT app
· The AMF selection based on 1) from S2-2003286means this app will use the CIoT slice
· How can a non-CIoT app use a CIoT slice?
Conclusion
As this document has pointed out there are several issues with S2-2003286 that are not aligned with stage 3.
A consistent condition is needed for selecting a default slice, namely the availability of an S-NSSAI that is marked as default in the user subscription context, and not the number of entries in the allowed NSSAI).
If the intention is to ensure that there is always a default slice in the allowed NSSAI, Samsung would be fine with this however a CR to 23.501 would be needed. E.g. section 5.15.5.2.1 of 25.301 specifies:
· “The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs and/or the list of S-NSSAI(s) for the Serving PLMN which are mapped to the HPLMN S-NSSAI(s) provided in the mapping of Requested NSSAI permitted based on the Subscribed S-NSSAIs” 
· In the excerpt above, the allowed NSSAI is based on the entries of the requested NSSAI & hence may not include a default slice
The changed text in S2-2003286 means that the UE’s URSP selection can be overridden, leading to apps using wrong slices. It also modifies SMF selection because it implicitly assumes that a default slice is included in the allowed NSSAI, but the excerpt above shows that this can’t be always assumed.
Samsung requests S2-2003286 be sent back to SA2 so that a complete and consistent solution is adopted.
· If the goal is that a UE must register to a slice before using it, then 23.501 needs to be updated especially for the excerpt above
· Only then the selection of an SMF by the AMF can be discussed i.e. selection cannot be agreed when it is unclear how these S-NSSAIs become part of the allowed NSSAI in the first place
1 – See section 5.4.5.2.3 of 24.501

2 – otherwise AMF uses an an S-NSSAI based on operator policy


