Page 1



3GPP TSG-SA WG6 Meeting #31
S6-191187
Bruges, Belgium 20th – 24th May 2019
(revision of S6-191085_S6-190982)

	CR-Form-v11.2

	CHANGE REQUEST

	

	
	23.283
	CR
	0035
	rev
	2
	Current version:
	16.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Functional Alias management for interworking between MC service system and LMR system

	
	

	Source to WG:
	UIC

	Source to TSG:
	S6

	
	

	Work item code:
	MONASTERY2
	
	Date:
	2019-05-23

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	LMR system users receive their own MC service ID when these are involved in communication with an MC service system. Some LMR systems also support their own role based adressing schemes, e.g. GSM-R, which are not compatible with the MC service system functional alias.

To allow reachability based on functional alias the IWF needs to provide MC service system functional alias information for mapping to LMR role based addressing schemes.

	
	

	Summary of change:
	This change request enables the entire management of functional alias activation, deactivation, query and take over and is a precondition for the use of functional alias in the communication procedures.

	
	

	Consequences if not approved:
	Will prevent the use of functional alias for interworking with LMR systems.

	
	

	Clauses affected:
	3.1, 8.1, New 10.X

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	None


**********************************************1st Change*****************************************
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
End‑to‑End Encryption: encryption that is applied by an originating terminal or client and is decrypted only by chosen terminating terminals or clients.
User homed in the IWF: is an MC service ID that represents an LMR user in the MC system.
Interworking: a means of communication between mission critical systems and LMR systems whereby MC users obtaining service from a mission critical system can communicate with LMR users who are obtaining service from one or more LMR systems.
Interworking function: adapts LMR Systems to mission critical systems via the IWF interface and supports interworking between LMR systems and mission critical systems.

Interworking group: a group, which is composed of group members from the MC system and the LMR system and defined in the MC system or the LMR system.
LMR system: the collection of applications, services, and enabling capabilities providing a land mobile radio service offering group and private communications.
LMR user: a user of a device which allows participation in an LMR system.
NOTE:
The term LMR user is defined for discussion purposes only and is out of scope of the present document.
**********************************************1st Change*****************************************
8
Identities

8.1
Identity mapping

The IWF provides centralised support for interworking between an MCPTT or MCData system and an LMR system. A user homed in the IWF requires an individual user profile in the MC service system separated by MC service.
In MCPTT systems, the identity of an LMR user is provided as an MCPTT ID, and the identity of an LMR group is provided as an MCPTT group ID, which can be used by the IWF to derive the corresponding identities used in an LMR system. Similarly, in MCData systems, the identity of an LMR user is provided as an MCData ID, and the identity of an LMR group is provided as an MCData group ID, which can be used by the IWF to derive the corresponding identities used in an LMR system.

Identities provided on IWF-x reference points are described in clause 8 of 3GPP TS 23.280 [5].
The IWF can perform the identity mapping between an MCPTT system, MCData system and an LMR system identities during exchange of signalling and media messages.
The assignment of a functional alias that belongs to the MC system to a user homed in the IWF enables the mapping to corresponding role-based addressing schemes applicable in the LMR system.
**********************************************2nd Change*****************************************

10.X
IWF functional alias management

10.X.1
General

LMR users homed in the IWF shall have the ability to enable, apply, or disable a functional alias in the MC system for the use in communication with MC service users. At least the IWF provide the functional alias management to activate, deactivate etc. functional alias(es).
Editor’s Note: The corresponding service profiles in the MC system for LMR user homed to IWF are FFS.
10.X.2
IWF information flows for functional alias management

10.X.2.1
IWF functional alias information query request
Table 10.X.2.1-1 describes the information flow of the functional alias information query request from the user homed in the IWF to the MC service server.

Table 10.X.2.1-1: IWF functional alias information query request
	Information element
	Status
	Description

	MC service ID
	M
	The identity of the user homed in the IWF who performs the query.

	MC service ID
	O
	The identity of the MC service user to be queried.

	Functional alias
	O
	The functional alias to be queried.


10.X.2.2
IWF functional alias information query response
Table 10.X.2.2-1 describes the information flow of the functional alias information query response from the MC service server to the user homed in the IWF. This information flow is sent individually addressed on unicast.

Table 10.X.2.2-1: IWF functional alias information query response.
	Information element
	Status
	Description

	MC service ID
	M
	The identity of the user homed in the IWF who performed the query.

	MC service ID
	O
	The identity of the MC service user that was queried.

	Functional alias
	O
	The functional alias that was queried.

	Query result
	M
	The functional alias or MC service ID information retrieved from the functional alias management server, i.e. the list of activated functional alias identities of the MC service user or the associated MC service IDs and status which correspond to the queried functional alias.


10.X.2.3
IWF functional alias activation request
Table 10.X2.3-1 describes the information flow of the functional alias activation request from the user homed in the IWF to the MC service server.

Table 10.X.2.3-1: IWF functional alias activation request

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF who triggers the functional alias activation request.

	Functional alias list
	M
	A list of one or more functional aliases which the originator intends to activate.


10.X.2.4
IWF functional alias activation response

Table 10.X.2.4-1 describes the information flow of the functional alias activation response from the MC service server to the user homed in the IWF. This information flow is sent individually addressed on unicast.
Table 10.X.2.4-1: IWF functional alias activation response

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF who triggers the functional alias activation request.

	Functional alias list
	M
	A list of one or more functional aliases which the originator intended to activate.

	Activation status per functional alias
	M
	Indicates the activation result for each functional alias in the list (activated, rejected, can be taken over).


10.X.2.5
IWF functional alias de-activation request

Table 10.X.2.5-1 describes the information flow functional alias de-activation request from the user homed in the IWF to the MC service server.

Table 10.X.2.5-1: IWF functional alias de-activation request

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF who triggers the functional alias de-activation request.

	Functional alias list
	M
	A list of one or more functional aliases which the originator intends to de-activate.


10.X.2.6
IWF functional alias de-activation response
Table 10.X.2.6-1 describes the information flow of the functional alias de-activation response from the MC service server to the user homed in the IWF. This information flow is sent individually addressed on unicast.
Table 10.X.2.6-1: IWF functional alias de-activation response

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF who triggers the functional alias de-activation request.

	Functional alias list
	M
	A list of one or more functional aliases which the originator intends to de-activate.

	De-activation status per functional alias
	M
	Indicates the de-activation result for every functional alias in the list.


10.X.2.7
IWF functional alias status notification

Table 10.X.2.7-1 describes the information flow of the functional alias notification from the MC service server to the user homed in the IWF. This information flow may be sent individually addressed or group addressed on unicast.
Table 10.X.2.7-1: IWF functional alias status notification
	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF who triggers the functional alias activation, de-activation or take over request.

	Functional alias list
	M
	A list of one or more functional aliases.

	Operational status
	M
	Activation, de-activation or take over status per functional alias.


10.X.2.8
IWF Functional alias take over request
Table 10.X.2.8-1 describes the information flow of the functional alias take over request from the user homed in the IWF to the MC service server.

Table 10.X.2.8-1: IWF functional alias take over request

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF of the originator who triggers the functional alias take over request.

	Functional alias
	M
	A functional alias which the originator intends to take over.


10.X.2.9
IWF Functional alias take over response

Table 10.X.2.9-1 describes the information flow of the functional alias take over response from the MC service server to the user homed in the IWF. This information flow is sent individually addressed on unicast.
Table 10.X.2.9-1: IWF functional alias take over response

	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF who triggers the functional alias activation request.

	Functional alias
	M
	A functional alias which the requestor intends to take over.

	Activation status per functional alias
	M
	Indicates the take over request result (accepted, rejected).


10.X.2.10
IWF Functional alias revoke notification

Table 10.X.2.10-1 describes the information flow of the functional revoke notification from the MC service server to the user homed in the IWF. This information flow is sent individually addressed on unicast.

Table 10.X.2.10-1: IWF functional alias revoke notification
	Information element
	Status
	Description

	MC service ID
	M
	The MC service ID of the user homed in the IWF of the originator who triggers the functional alias take over request.

	Functional alias
	M
	The functional alias which is revoked.


**********************************************3rd Change*****************************************

10.X.3
IWF Functional alias management procedures
10.X.3.1
General
The following subclauses describe the relevant functional alias management procedures between the MC service system and the LMR system to enable role based addressing of LMR users. 

10.X.3.2
User homed in the IWF retrieves active functional alias(es) for a certain MC service user

An user homed in the IWF can request the active functional alias(es) for a certain MC service user. 
Figure 10.X.3.2-1 below illustrates the active functional alias list query for a certain MC service user.
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Figure 10.X.3.2-1: IWF active functional alias list query

1.
The user homed in the IWF requests a list of active functional aliases for a certain MC service user from the MC service server by sending an IWF functional alias information query request encompassing the MC service ID or the functional alias of the queried user.

2.
The MC service server checks whether the querying MC service user is authorized to perform the query. If authorized, then the MC service server retrieves the requested functional alias information based on the corresponding MC service ID or the MC service IDs based on the functional alias.

3.
The MC service server sends an IWF functional alias information query response including the active functional alias or MC service ID information to the user homed in the IWF.

10.X.3.3
User homed in the IWF activates functional alias(es) within an MC system
The procedure for the user homed in the IWF activates functional alias(es) within an MC system is illustrated in figure 10.X.3.3-1.

Pre-conditions:

1.
The user homed in the IWF has already been provisioned (statically or dynamically) with the functional alias(es) information that the user homed in the IWF is allowed to activate.

2.
MC service server may have retrieved the user subscription and functional alias policy e.g. which user(s) are authorized to activate to what functional alias, priority, and other configuration data.

3.
The user homed in the IWF may have indicated to the functional alias management server that it wishes to receive updates of functional alias data for the functional aliases for which it is authorized.

4.
The user homed in the IWF triggers the functional alias activation procedure. This is an explicit activation caused either by the MC service user or determined by a trigger event such as the MC service user coming within a permitted geographic operational area of a functional alias.
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Figure 10.X.3.3-1: IWF functional alias activation procedure within an MC system

1.
The user homed in the IWF requests the MC service server to activate a functional alias or a set of functional aliases.

2.
The MC service server checks if there are any conflicts with active functional alias(es).
3.
If the user homed in the IWF is authorised to activate the requested functional alias(es) then the MC service server stores the functional alias(es) status of the requested functional alias(es).


If a certain functional alias(es) can be simultaneously active for multiple MC service users and the upper limit of number of simultaneous MC service users is not reached, the MC service shall activate the functional alias(es) for the MC service user and inform all other MC service user(s) with sharing the same functional alias(es) (step 5). If the limit of number of simultaneous MC service users is reached or the functional alias is not allowed to be shared, the request is rejected, and the MC service user is notified (step 4). 


If the functional alias(es) is (are) already used by another MC service user(s), an authorized MC service user gets an offer to take over the functional alias from the MC service user currently using the functional alias(es).

4.
MC service server sends an IWF functional alias(es) activation response to the user homed in the IWF.

5.
The MC service server informs all other MC service user(s) and/or IWF sharing the same functional alias(es).

10.X.3.4
User homed in the IWF de-activates functional alias(es) within an MC system
The procedure for the user homed in the IWF de-activates functional alias(es) within an MC system is illustrated in figure 10.X.3.4-1.

When an user homed in the IWF does not want to use a functional alias(es) anymore, then the user homed in the IWF can de-activate functional alias(es).
Pre-conditions:

1.
MC service server has already subscribed to the functional alias(es) information from the functional alias management server and has stored the data of the functional alias(es) a user homed in the IWF has activated.

2.
The user homed in the IWF triggers the functional alias(es) de-activation procedure. This is an explicit de-activation request either by the user homed in the IWF or determined by a trigger event such as the user moving outside a permitted geographic operational area of a functional alias.


[image: image3.emf]IWF MC service server

2. Authorization check based on 

functional alias(es) policy, user 

subscription

1. IWF functional alias deactivation request

4. IWF functional alias(es) deactivation response

Other MC service 

client(s)

3. Store functional alias(es) status

5. Functional alias(es) status notification 5. IWF functional alias(es) status notification


Figure 10.X.3.4-1: IWF functional alias de-activation procedure within an MC system
1.
The user homed in the IWF requests the MC service server to de-activate a functional alias or a set of functional aliases.

2.
Based on the MC service user subscription and stored functional alias policy, the MC service server checks if the user homed in the IWF is authorized to de-activate from the requested functional alias(es) and if the user homed in the IWF has activated to the requested functional alias(es).

3.
If the user homed in the IWF is authorized to de-activate from the requested functional alias(es) then the MC service server updates the functional alias activation status of the MC service user.

4.
MC service server provides to the user homed in the IWF the functional alias de-activation response.

5.
The MC service server informs all other MC service user(s) and/or users homed in the IWF sharing the same functional alias(es).

10.X.3.5
User homed in the IWF takes over functional alias(es) within an MC system
The procedure for the user homed to IWF takes over functional alias(es) within an MC system is illustrated in figure 10.X.3.5-1.

During functional alias(es) activation, if the functional alias(es) is (are) already used by another MC service user(s), an authorized user homed in the IWF may get an offer to take over the functional alias(es) from the MC service user currently using the functional alias(es).

Pre-conditions:

1.
MC service client 1 has performed the functional alias(es) activation procedure.

2.
As result of the functional alias(es) activation procedure, the user homed in the IWF is aware which functional alias(es) are already used but can be taken over.

3.
The user homed in the IWF decides to take over a functional alias.
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Figure 10.X.3.5-1: IWF functional alias taking over procedure within an MC system

1.
The user homed in the IWF requests the MC service server to take over a functional alias by sending an IWF functional alias take over request.

2.
The MC service server checks if there are any conflicts taking over the functional alias.
3.
If the user homed in the IWF is authorised to take over the requested functional alias then the MC service server sends a functional alias revoke notification to inform MC service client 2 that the functional alias has been revoked and is not any longer active for the user of MC service client 2.

4.
The MC service server stores the functional alias status of the requested functional alias.

5.
MC service server sends an IWF functional alias take over response to the user homed in the IWF.

6.
The MC service server informs all other MC service user(s) including the user homed in the IWF sharing the same functional alias.
*******************************************End of Changes****************************************
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