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1
Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	
	
	x
	

	No
	x
	x
	x
	
	

	Don't know
	
	
	
	
	x


2
Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a 

	
	Feature

	X
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 
	Parent Work Items 

	Unique ID
	Title

	790022
	Enhancements for Common API Framework for 3GPP Northbound APIs


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	790022
	Enhancements for Common API Framework for 3GPP Northbound APIs
	Release 16 WID (SP-180161) Stage 2 work on CAPIF enhancements

	770041
	Common API Framework for 3GPP Northbound APIs; Stage 2
	Release 15 WID (SP-170798) initial Stage 2 work

	760035
	Northbound APIs for SCEF – SCS/AS Interworking
	One of the “service or northbound APIs”

	740005
	5G System - Phase 1
	NF Services provided by NEF for external exposure as one of the “service or northbound APIs”

	720027
	Study on MBMS Extensions for Provisioning and Content Ingestion
	xMB API is one of the “service or northbound APIs”


3
Justification

Enhancements of common API framework within 3GPP is considered by SA6 and listed below (but are not limited to):

a.
Architecture functional model for multiple API providers (within and outside the PLMN trust domain),

b.
Interactions between functions within the API provider domain,

c.
Enhancements to CAPIF interfaces e.g. API invoker access to service API invocations, charging information,

d.
CAPIF architecture harmonization with core network exposure architectures,

e.
Additional deployment models,

f.
Recommendations for CAPIF integration with multiple API providers (within and outside the PLMN trust domain).
This WID is to specify the security aspects of the common API framework enhancements defined by SA6 in TS 23.222.

4
Objective

The objective of this work item is to provide stage 2 security and privacy related specification for the enhancements identified in SA6 TS 23.222 (Release 16). 

Further, SA3 shall have responsibility for the security and privacy aspects of the 3GPP defined common API framework enhancements, as an assessor of the security implications and resulting required changes to technical specifications, if any. 
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	
	
	
	
	
	


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	33.122
	Updates to enhance CAPIF framework security aspects for utilization by multiple 3GPP entities and multiple verticals outside 3GPP
	TSG SA#85
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Aspects that involve other WGs
SA6

9
Supporting Individual Members
	Supporting IM name
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