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	Reason for change:
	1)   Although the maximum number of report and maximum duration of report is defiend, it is still not clear how to use these two parameters by the impacted NF.
The maximum number of reports:

· If the subscription is applicable to a UE or a group of UEs, and the subscription only includes one event,we propose to adopt the similar mechanism defined in 23.682. 
· If the subscription is applicable to UE, but the subscription inlcudes more than one vent, we propose that the maximum number of report is applied per UE.
· If the subscription is applicable to a group of UEs, but the subscription inlcudes more than one event, we propose that the maximum number of report is applied per UE.

· As it is impossible for the NF to account the total reports if the subscription is applicable to any UE, we propose the maximum number of report is not applicable to the subscripiton which is applied to any UE.
    The maximu duration of reporting: We propose to adopt the similar mechanism defined in 23.682.

2) There is a NOTE in subclause 4.15.1,  it is described "Explicit unsubscribe by the NF consumer is still possible." It seems that explicit unsubscriebe is allowed, but the procedure is not defined. In some cases (e.g. The detected event is reported to the NEF directly, the implicit unsubscribe doesn’t work in the UDM.



	
	

	Summary of change:
	1)  It is clarified that maximum number of reports is only applicable to the subscription to a UE or a group of UE(s). When the subscription is applied to a group of UE(s), the parameter is applied to each individual member UE.  If the subscription includes more than one events, the value is still applied to each individual member UE, i.e. core network only counts whether the event reports for this UE have reached the maximum number of reports regardless of the same of different event id. 

2) If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information, the Number of UEs is provided to the NEF by the UDM.
3)  When the AMF detects the event, if the AMF has a maximum number of reports stored for the UE or individual member UE, the AMF shall decrease its value by one.
4)  When the maximum number of reports is reached and if the subscription is applied to a UE, The NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF for the UE.

5)  When the maximum number of reports is reached for an individual group member UE, the NEF uses the the number of individual group member UE(s) (e.g., External Identifier or MSISDN) received in the report and the Number of UEs received from the UDM to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF for each individual UE within that group.
6)  When the Maximum duration of reporting expires in the NEF, the UDM and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.
7)  If the subscription from the NEF is applicable to a group of UE(s) or any UE, the UDM sends the Namf_EventExposure subs request to the corresponding AMF for each individual member UE or all the UE registered at the UDM .

	
	

	Consequences if not approved:
	The definitions of max number of reports  and Maximum duration of reporting are not clear. 
The subscription can not be removed when the max number of reports is reached.
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************************************* FIRST CHANGE ************************************
4.15.1
General
The network capability exposure comprises

-
Exposure of network events externally as well as internally towards core network NFs;

-
Exposure of provisioning capability towards external functions;

-
Exposure of policy and charging capabilities towards external functions;

-
Exposure of core network internal capabilities for analytics.

When subscribing to event reporting the consumer NF(s) provide:

-
One or multiple Event ID(s). An Event ID identifies the type of event being subscribed to (e.g. PDU Session release, UE mobility out of an Area of Interest, etc.).
-
Event Filter Information: Provides Event Parameter Types and Event Parameter Value(s) to be matched against, in order to meet the condition for notifying the subscribed Event ID e.g. the Event Parameter Type could be "Area of interest" and Event Parameter Value list could be list of TAs; The Event Filter depends on the Event ID. The Event Filter Information is provided per Event ID(s) being subscribed to: within a subscription different Event ID(s) may be associated with different Event Filter Information.

-
Event Reporting Information described in the Table 4.15.1-1 below. Within a subscription all Event ID(s) are associated with an unique Event Reporting Information.
-
The target of event reporting: this may indicate a specific UE or PDU Session, a group of UE(s) or any UE (i.e. all UEs), Within a subscription all Event ID (s) are associated with the same target of event reporting (possibly corresponding to multiple UE or multiple PDU Sessions).
-
A Notification Target Address (+ Notification Correlation ID) allowing it to correlate notifications received from the Event provider with this subscription. A subscription is associated with an unique Notification Target Address (+ Notification Correlation ID).
When the subscription is accepted by the Event provider NF, the consumer NF receives from the event provider NF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription.

NOTE 1:
The Notification Correlation ID is allocated by the consumer NF that subscribes to event reporting and the Subscription Correlation ID is allocated by the NF that notifies when the event is met. Both correlation identifiers can be assigned the same value, although in principle they are supposed to be different, as they are optimized for finding the subscription related context within each NF.

The consumer NF may use an operation dedicated to subscription modification to add or remove Event ID(s) to this subscription or to modify Event Filter Information.

Events are subscribed by the consumer NF(s) by providing Event Filters. The content of the Event Reporting Information is described in Table 4.15.1-1.

Table 4.15.1-1: Event Reporting Information
	Event Reporting Information Parameter
	Description

	1)
Event reporting mode
	Mode of reporting - e.g reporting up to a maximum number of reports, , periodic reporting along with periodicity, reporting up to a maximum duration

	2)
Maximum number of reports
	Maximum number of reports after which the event subscription ceases to exist(see NOTE 2)

	3)
Maximum duration of reporting
	Maximum duration after which the event subscription ceases to exist (see NOTE 2)


NOTE 2:
Explicit unsubscribe by the NF consumer is still possible.

Maximum number of reports is applicable to the subscription to one UE or a group of UE(s). When the subscription is applied to a group of UE(s), the parameter is applied to each individual member UE.  The count of number of report is per UE granularity regardeless whether the subscription includes more than one events. 
Maximum duration of reporting is applicable to the subscription to one UE, a group of UE(s) or any UE. When the subscription is applied to a group of UE(s), this parameter applies to each group member UE. When the subscription is applied to any UE, this parameter applies to all the impacted UEs.

If for a given subscription both Maximum Number of reports and Maxumum duration of reporting are included then the subscription is considered to expire as soon as one of the conditions is met.

While the Event Reporting Information is generally mandatory in a subscription request, not all information above is mandatory

Corresponding notifications contain at least the Notification Correlation ID together with the Event ID and the individual target (e.g. UE or PDU Session ID) associated with the notification.

If the NF service consumer decides to terminate the event subscription, it unsubscribes the event subscription by sending unsubscription request to the event proivider NF. After receiving unsubscription request from the NF service consumer, the event provider NF terminates the event subscription.
The following clauses describe the external exposure of network capabilities and core network internal event and capability exposure.
************************************* NEXT CHANGE ************************************
4.15.3.2.2
UDM service operations information flow
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Figure 4.15.3.2.2-1: Nudm_EventExposure_Subscribe and Notify operations

1.
The NEF subscribes to one or several monitoring events by sending Nudm_EventExposure_Subscribe request.


Event Reporting Information defines the type of reporting requested. If the reporting event subscription is authorized by the UDM, the UDM records the association of the event trigger and the requester identity.

The subscription may include Maximum number of reports and/or Maximum duration of reporing IE. 
2a.
[Conditional] Some events (e.g. loss of connectivity), require that UDM sends Namf_EventExposure subs request to the corresponding AMF. 
The UDM sends the Namf_EventExposure subs request to the corresponding AMF in case subscripton applied to a UE or a group of UE(s), or to all the AMF in this PLMN in case subscription applied to any UE.
2b.
[Conditional] AMF acknowledges the execution of Namf_EventExposure_Subscribe.

3.
UDM acknowledges the execution of Nudm_EventExposure_Subscribe.
If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information in step 1, the Number of UEs within this group is included in the acknowledgement. 
4a.
The UDM detects the monitored event occurs and sends the event report, by means of Nudm_EventExposure_Notify message, to the requester NF which has subscribed to the event.
4b.
[Conditional - depending on the Event] The AMF detects the monitored event occurs and sends the event report, by means of Namf_EventExposure_Notify message, to the requester NF which has subscribed to the event.

If the AMF has a maximum number of reports stored for the UE, the AMF shall decrease its value by one for the reported event.
For both step 4a and step 4b, when the maximum number of reports is reached and if the subscription is applied to a UE, The NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to corresponding AMF for the UE.
For both step 4a and step 4b, when the maximum number of reports is reached for an individual group member UE, the NEF uses the Number of UEs received in step 3 to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to corresponding AMF for each individual UE within that group.

When the Maximum duration of reporting expires in the NEF, the UDM and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.
4.15.3.2.3
NEF service operations information flow
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Figure 4.15.3.2.3-1: Nnef_EventExposure_Subscribe and Notify operations

1.
The requester subscribes to one or several monitoring events by sending Nnef_EventExposure_Subscribe request.


Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting, for Monitoring Events). If the reporting event subscription is authorized by the NEF, the NEF records the association of the event trigger and the requester identity.The subscription may also include Maximum number of reports and/or Maximum duration of reporting IE.
2.
The NEF subscribes to received Event(s) to UDM by sending Nudm_EventExposure_Subscribe request.


If the reporting event subscription is authorized by the UDM, the UDM/AMF records the association of the event trigger and the requester identity. Otherwise, the UDM continues in step 4 indicating failure.

3a.
[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the UDM sends the Namf_EventExposure_Subscribe to the AMF serving the requested user. 
If the subscription in step 1 is applicable to a group of UE(s) or any UE, the UDM sends the Namf_EventExposure subs request to the corresponding AMF in case subscripton applied to a UE or a group of UE(s), or all the AMF in this PLMN in case subscription applied to any UE.
3b.
[Conditional] AMF acknowledges the execution of Namf_EventExposure_Subscribe.

4.
UDM acknowledges the execution of Nudm_EventExposure_Subscribe. 
If the subscription is applicable to a group of UE(s) and the Maximum number of reports is included in the Event Report information in step 1, the Number of UEs is included in the acknowledgement.
5.
NEF acknowledges the execution of Nnef_EventExposure_Subscribe to the requester that initiated the request.

6a.
The UDM (depending on the Event) detects the event occurs and sends the event report, by means of Nudm_EventExposure_Notify message to the NEF, which has subscribed to the event before.
6b.
[Conditional - depending on the Event] The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_Notify message to the NEF, which has subscribed to the event before.
If the AMF has a maximum number of reports stored for the UE or the individual member UEthe AMF shall decrease its value by one for the reported event if the UE or the individual member UE.
For both step 6a and step 6b, when the maximum number of reports is reached and if the subscription is applied to a one UE, The NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF for the UE.

For both step 6a and step 6b, when the maximum number of reports is reached for an individual group member UE, the NEF uses the Number of UEs received in step 4 to determine if reporting for the group is complete. If the NEF determines that reporting for the group is complete, the NEF unsubscribes the monitoring event(s) to the UDM and the UDM unsubscribes the monitoring event(s) to AMF for each individual UE within that group.

When the Maximum duration of reporting expires in the NEF, the UDM and the AMF, then each of these nodes shall locally unsubscribe the monitoring event.
7.
The NEF forwards to the AS the reporting event received by either Nudm_EventExposure_Notify and/or Namf_EventExposure_Notify.

************************************* NEXT CHANGE ************************************
5.2.3.5.2
Nudm_EventExposure_Subscribe service operation
Service operation name: Nudm_EventExposure_Subscribe
Description: The NF consumer subscribes to receive an event, or if the subscription is already defined in UDM, then the subscription is updated.

NF Consumers: NEF.
Inputs (required): GPSI or External Group Identifier, Event filter containing the Event Id(s) (see clause 4.15.3.1) and optionally the reporting options (e.g. Maximum Number of Reports or Monitoring Duration, for Monitoring Events).
Inputs (optional): None.

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if corresponding information is available at reception of the subscription request of the event (e.g. One Time reporting for Monitoring Events), Number of UE if the External Group Identifier and Maximum Number of Reports are included in the inputs.
Number of UEs indicates the number of UEs within the group identified by the External Group Identifier. The NEF uses this value to determine whether the monitoring event has been reported for all group member UEs.
************************************* END OF THE CHANGES ************************************
