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************************* First change ******************************

5.1
Transmission control

The MCData service supports the ability to transmit SDS messages automatically towards the selected recipient user (private communication) or affiliated members of the selected MCData group. The MCData server may still reject the sent message (e.g. if there is no authority to send). 

For MCData types other than SDS, the MCData service invokes a transmission request grant approach before data is permitted to be transmitted. The MCData service provides a configurable limit for the maximum amount of data for FD or time for streamed data that an MCData user can transmit in a single request, which may be configured by the MCData administrator. 

Editor's Note: Additional criteria such as frequency of transmission, category/type of data, etc., for transmission control arbitration is FFS.
For congestion control, related to transmission requests, the MCData service may perform the following:

-
reject the data transmission requests and then shall notify the MCData user of the rejection; 

-
queue the data transmission requests; or 

-
at any time, withhold the permission to transmit data automatically.

The MCData service shall notify the transmitting MCData group member if there are no other MCData group members affiliated to the MCData group.

************************* Next change ******************************

5.7
Conversation management

The conversation management:

1.
shall include a service indication for conversation management in each SDS and FD transaction. 

2.
may be comprised of SDS transactions or FD transactions or a combination of both.

3.
shall include a conversation identifier in each SDS and FD transaction. 

4.
shall treat conversation between different set of users (either in one-to-one or group) as a separate conversation.

5.
shall treat conversation between the same set of users (either in one-to-one or group), but with a different conversation identifier as a separate conversation.

************************* Next change ******************************

6.6.4.1.1
Reference point MCData-FD-1 (between the FD functions of the MCData client and the MCData server)

MCData-FD-1 reference point is used for MCData application signalling for establishing a session in support of MCData file distribution. The bearer is also used for both uplink and downlink unicast data (e.g., URL associated to file, file download completed report). The MCData-FD-1 reference point shall use the SIP-1 and SIP-2 reference points for transport and routing of SIP signalling. MCData-FD-1 reference point can be used as long as the file size does not exceed the capabilities (e.g. payload or transmission limits) provided by MCData-FD-1.
Messages supported on this interface include the uplink and the downlink unicast file transaction between the MCData clients in MCData communication via the MCData server for:
-
metadata (file size, type etc.) of the file being distributed;

-
URL of the file being distributed;

-
sending download completed report;

-
small size file;

-
conversation identifier for message thread indication; and

-
application plane identities for the MCData user and MCData application.

Messages supported on this interface may also include the MCData client providing the MCData server with

-
MCData application signalling for establishing a file distribution session in support of MCData communication.

************************* Next change ******************************

7.3.3
Use of dynamic MBMS bearer establishment

The MCData service shall support the procedure for using pre-established MBMS bearers as specified 3GPP TS 23.280 [5] with the following clarifications:

-
The MC service client is the MCData client;

-
The MC service server is the MCData server; and

-
The MC service ID is the MCData ID.

The MCData service shall use the MCData-6, MCData-DS-1 and MCData-DS-3 reference points for this procedure.

MCData may use dynamic MBMS bearer for the MCData feature data streaming. The MBMS bearer can be used by any group. Depending on the capacity of the MBMS bearer, the bearer can be used to broadcast one or more services in parallel.

For file distribution the use of dynamic MBMS bearer is not supported.
Both the media packets as well as the transmission control messages to the receiving users may be sent on the MBMS bearer. Optionally a separate MBMS bearer could be used for the transmission control messages, due to different bearer characteristic requirements.

************************* Next change ******************************

7.4.2.2.2
Procedure

The procedure in figure 7.4.2.2.2-1 describes the case where an MCData user is initiating one-to-one MCData data communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone refers to sending unidirectional data in one transaction.
Pre-conditions:
1.
The SDS data size is assumed to be within the allowed limits over MCData-SDS-1 using SIP reference points. 
2. 
MCData users on MCData client 1 and MCData client 2 are already registered for receiving MCData service.

3. 
MCData client 1 and MCData client 2 belong to the same MCData system.
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Figure 7.4.2.2.2-1: One-to-one standalone short data service using signalling control plane
1.
The user at MCData client 1 initiates an SDS data transfer for the chosen MCData user.

2.
MCData client 1 sends a MCData standalone data request towards the MCData server. The MCData standalone data request contains conversation identifier for message thread indication. The MCData standalone data request may contain disposition request if indicated by the user at MCData client 1.

3.
MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone data request. The MCData server also checks whether any policy is to be asserted to limit certain types of message or content to certain members due, for example, to location or user privilege or affiliation.
4.
MCData server initiates the MCData standalone data request towards the MCData user.

5.
If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.) then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload contains application data or command instructions are specific based on the contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application) and shall pass the payload content to the just started application. 

6.
If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition notification from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users.

7.
MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
8.
If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read report. The MCData data disposition notification from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users. The MCData data disposition notification from MCData client may be stored by the MCData server for disposition history interrogation from authorized MCData users.
9. 
MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
************************* Next change ******************************

7.5.2.1.10
MCData group standalone FD request (using HTTP)
Table 7.5.2.1.10-1 describes the information flow for the MCData group standalone FD request (in subclause 7.5.2.6.2) sent from the MCData client to the MCData server and from the MCData server to another MCData client.
Table 7.5.2.1.10-1: MCData group standalone FD request (using HTTP)
	Information element
	Status
	Description

	MCData ID
	M
	The identity of the MCData user sending file

	MCData group ID
	M
	The MCData group ID to which the file is to be sent

	Conversation Identifier
	M
	Identifies the conversation

	Transaction Identifier
	M
	Identifies the MCData transaction

	Reply Identifier
	O
	Identifies the original MCData transaction to which the current transaction is a reply to

	Disposition indication
	O
	Indicates whether file download completed reported is expected or not

	Download indication
	O
	Indicates mandatory download

	Content reference
	M
	URL reference to the content and file metadata information


************************* Next change ******************************

7.5.3.3.2
Procedure

Figure 7.5.3.3.2-1 describes procedures for an off-network MCData client 1 initiating one-to-one MCData data communication for sending standalone FD data to other MCData client, with or without download completed report request. 
Pre-conditions:

1.
MCData user 1 has initiated communication for sending standalone FD data to other MCData user 2.

2.
MCData client 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct communication capable.

3.
MCData client 1 has discovered MCData client 2 in proximity, associated with MCData user 2, using ProSe Discovery procedures.
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Figure 7.5.3.3.2-1: One-to-one standalone file distribution using media plane
1.
MCData client 1 sends a MCData FD request towards the MCData client 2. The MCData FD request may contain the file metadata information. The MCData FD request contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The MCData FD request contains conversation identifier for message thread indication. MCData FD request may contain mandatory download indication. The MCData FD request may contain download completed report indication if selected by the user at MCData client 1.
2.
On receiving a MCData FD request, the MCData client 2 checks whether any policy is to be asserted to limit certain types of message or content to certain members, for example, due to location or user privilege.
3.
The receiving MCData client 2 notifies the user about the incoming MCData FD request (including file metadata if present) which may be either accepted or rejected or ignored. MCData user may not be sought consent if the request includes mandatory download indication in the MCData FD request and instead only notify the MCData user about file downloading.
4.
If the target MCData user 2 provides a response (accept or reject) to the notification, then the MCData client 2 sends the MCData FD response to the MCData client 1. MCData client 2 automatically sends accepted MCData FD response when the incoming request included mandatory download indication.

5.
MCData client 1 distributes the file over the established media plane to MCData client 2.

6. The MCData client 2 records file download completed and notifies MCData user 2. MCData client 2 initiates a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1. 
************************* Next change ******************************

7.5.3.4.2
Procedure
Figure 7.5.3.4.2-1 describes procedures for an off-network MCData client 1 initiating group MCData data communication for sending FD data to a MCData group, with or without download completed report request.
Pre-conditions:

1.
MCData user 1 has initiated group communication for sending FD data to the MCData group.

2.
Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe Layer-2 Group ID are pre-configured in MCData client 1.

3.
MCData client 1 to MCData client N are members of the same MCData group.
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Figure 7.5.3.4.2-1: Group standalone file distribution using media plane
1.
MCData client 1 sends a MCData FD request towards the MCData group. The MCData group standalone FD request may contain the file metadata information. The MCData group standalone data request contains MCData group ID  as selected by the user at MCData client 1. The MCData group standalone FD request contains conversation identifier for message thread indication. MCData group standalone FD request may contain mandatory download indication. The MCData group standalone FD request may contain download completed report indication if selected by the user at MCData client 1.
2.
On receiving a MCData FD request, the MCData clients check whether any policy is to be asserted to limit certain types of message or content to certain members, for example, due to location or user privilege.

3.
If the policy assertion is positive, the receiving MCData clients 2 to n notifies the user about the incoming MCData group standalone FD request (including file metadata if present) which may be either accepted or rejected or ignored. MCData user may not be sought consent if the request includes mandatory download indication in the MCData group standalone FD request and instead only notify the MCData user about file downloading.
4.
If the target MCData user on MCData clients 2 to n provides a response (accept or reject) to the notification, then the respective MCData client sends the MCData group standalone FD response to the MCData client 1. MCData client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request included mandatory download indication.
5.
MCData client 1 and MCData client 2 to n have successfully established media plane for file transmission and the MCData client 1 transmits the file data.
6. The MCData client 2 to n successfully receiving the file, records file download completed and notifies MCData users.
7. MCData client 2 to n initiate a MCData download completed report for reporting file download completed, if requested by the user at MCData client 1.
************************* Next change ******************************

7.7.2.4.2
Procedure

The procedure in figure 7.7.2.4.2-1 describes signalling control plane procedure for the case where during an ongoing MCData communication, based on communication release conditions, MCData server initiates communication release. As a result of configuration check, MCData server notifies the intent to release MCData communication, optionally requesting for more information (e.g. to know the remaining data volume to transmit) from the MCData client initiating MCData communication. 

Pre-conditions:

1.
MCData user on MCData client 1 is already registered for receiving MCData service.

2.
MCData administrator has configured the limits for the maximum amount of data and time that a participant transmits from a single request to transmit.

3.
MCData communication may be ongoing between MCData participants and MCData client 1 is the initiator of the communication.

4.
MCData administrator has configured the time for which MCData server needs to wait for extension request from the MCData user.
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Figure 7.7.2.4.2-1: MCData server initiates communication release with prior indication
1.
MCData server releases the ongoing MCData communication, identified by the conversation identifier, since at least one of the release conditions are met e.g. lack of capacity, limit for the maximum amount of data or time that a participant transmits from a single request to transmit exceeded. Based on the configuration, MCData server notifies the intent to release MCData communication.

2.
MCData server sends the release intent request towards the communication initiating MCData client 1. MCData server may include request for more information (e.g. to know the remaining data volume to transmit).

3.
MCData client 1 informs MCData user about the intent to release communication.

4.
If request for more information is included in the received release intent request, MCData client 1 sends more information response including the remaining amount of data to transmit. 
NOTE 1:
Upon receiving more information response from MCData client 1, MCData server may wait for the request for extension until the time configured by the MCData administrator. If MCData server does not receive request for extension within the configured timeout, the MCData server releases MCData communication as described in subclause 7.7.2.3. Otherwise, continue with remaining steps.
5.
MCData user at MCData client 1 requests for extension of the ongoing MCData communication.

6.
MCData client 1 sends request for extension of the MCData communication.

7.
Upon receiving the request for extension of MCData communication from the MCData client 1, MCData server asserts policies to accept or reject the request for extension.

8.
MCData server sends response for extension with success or failure result to MCData client 1.

NOTE 2:
MCData communication will continue if MCData server accepted the request for extension from MCData client 1. Otherwise, MCData communication is released according to procedures described in subclause 7.7.2.3.
************************* Next change ******************************

A.5
MCData service configuration data

The general aspects of MC service configuration are specified in 3GPP TS 23.280 [5]. The MCData service configuration data is stored in the MCData server.

Tables A.5-1 and A.5-2 describe the configuration data required to support the use of on-network MCData service. Tables A.5-1 and A.5-3 describe the configuration data required to support the use of off-network MCData service. Data in tables A.5-1 and A.5-3 can be configured offline using the CSC-11 reference point.
Table A.5-1: MCData service configuration data (on and off network)

	Reference
	Parameter description
	MCData UE
	MCData Server
	Configuration management server

	
	Transmission and reception control
	
	
	

	[R-6.2.2.1-002d],

[R-6.2.2.4-003] of 3GPP TS 22.282 [3]
	> Time limit for the temporarily stored data waiting to be delivered to a receiving user
	Y
	Y
	Y

	[R-6.2.2.3-001] of 3GPP TS 22.282 [3]
	> Timer for periodic announcement with the list of available recently invited data group communications
	Y
	Y
	Y


Table A.5-2: MCData service configuration data (on network)

	Reference
	Parameter description
	MCData UE
	MCData Server
	Configuration management server

	
	Transmission and reception control
	
	
	

	
	> Maximum data size for SDS
	Y
	Y
	Y

	
	> Maximum data size for FD
	Y
	Y
	Y

	[R-6.2.2.1-003]
	> Maximum data size for auto-receive
	N
	Y
	Y


Table A.5-3: MCData service configuration data (off network)

	Reference
	Parameter description
	MCData UE
	MCData Server
	Configuration management server

	Subclause 10.10 of 3GPP TS 23.280 [5]
	Default ProSe Per-Packet priority (as specified in 3GPP TS 23.303 [7]) values
	
	
	

	
	> MCData one-to-one call signalling
	Y
	N
	Y

	
	> MCData one-to-one call media
	Y
	N
	Y


************************* End of changes ******************************
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