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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a …

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent and child Work Items 
	Parent and child Work Items 

	Unique ID
	Title
	Nature of relationship

	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	700054
	Multimedia Broadcast/Multicast Service (MBMS); Application Programming Interface and URL
	Related


Dependency on non-3GPP (draft) specification: 
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Justification

To help support MC services on the UE, it is desired to study whether mission critical applications on the UE can take advantage of GCSE communication through a set of APIs similar to the existing APIs defined in TS 26.347, which is for non-mission critical services. It is expected that this study may examine the reuse of existing MBMS specified APIs to support the objectives of this study.
The current version of the SA6 Mission Critical specifications (3GPP TS 23.280, 3GPP TS 23.379, 3GPP TS 23.281 and 3GPP TS 23.282) utilize the MB2 interface as defined for the GCS AS in 3GPP TS 23.468. With the evolution of MBMS capabilities, to enable consistent operation of mission critical service applications, it is beneficial to perform the evaluation on the relevance of newly defined capabilities (including xMB) to the needs of mission critical services. 
4
Objective

The objectives of the work are:
1)
Evaluate MBMS API requirements for MC services on the UE based on existing MC service requirements.
2)
Review TS 26.347 and its possible application for usage with the MB2 interface for MC services,
3)
Evaluate new MBMS capabilities (including xMB) that can be reused for mission critical services.
4)
Define a client reference model supporting objective 1, applicable to mission critical group communications.
5)
Study any new stage 2 mission critical MBMS APIs that may be needed to realize the requirements from objective 1.
6)
Develop solutions aligned with existing MC architecture as defined in TS 23.280, TS 23.379, TS 23.281, and TS 23.282 to take advantage of new client level MBMS APIs as outlined in the Justification above.
NOTE1:
Evaluation and solutions may suggest enhancement requirements to existing interfaces and APIs (e.g. xMB and MBMS API) to support mission critical services.

NOTE2:
Solutions proposed in the study are intended to not add complexity, nor take away or reduce existing functionality and performance for MC services usage over MBMS.
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	Series
	Title
	For info 
at TSG# 
	For approval at TSG#
	Remarks

	TR
	23.xxx
Internal TR
	Study on MBMS APIs for Mission Critical Services
	TSG SA#78
	TSG SA#79
	Rapporteur: Niranth Amogh, Huawei Technologies Co. Ltd., namogh@HUAWEI.COM


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
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Work item Rapporteur(s)
Ling Zhang, TD Tech Ltd., zhangling@td-tech.com
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Work item leadership

SA6
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Aspects that involve other WGs
SA4 for stage 3 work and the coordination on the usage of TRAPI, SA3 for API security aspects
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Supporting Individual Members
	Supporting IM name

	TD Tech
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