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END OF FIRST CHANGE
SECOND CHANGE: New definition and abbreviation for clauses 3.1 and 3.2

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply:
Application content component: An individual content component of an MBMS User Service, such as a video or audio media stream, or a non-real-time file, delivered by an MBMS transport session, and is available to and can be used by the MBMS application.

Application Service: A service for which the entry point document is contained in the User Service Description and all associated resources are delivered through an MBMS User Service including broadcast and unicast fallback.
Broadcast session: See 3GPP TS 22.146 [2].

Forward Error Correction (FEC): in the context of MBMS, a FEC mechanism is used at the application layer to allow MBMS receivers to recover lost SDUs.
FLUTE channel: equivalent to an ALC/LCT channel.
An ALC/LCT channel is defined by the combination of a sender and an address associated with the channel by the sender (RFC 3926 [9]).

Frame-packed stereoscopic 3D video: a video consisting of two views in which both views were packed into a single stream before compression.
Multicast joining: See 3GPP TS 22.146 [2].
Multicast session: See 3GPP TS 22.146 [2].
Multimedia Broadcast/Multicast Service (MBMS): See 3GPP TS 22.146 [2].
MBMS application: The application which resides in or interfaces with the UE, and which defines an end-user service by using one or more application content components of an MBMS User Service.
MBMS over a Single Frequency Network: See 3GPP TS 25.346 [5].
MBMS User Service:  The transport-level service, comprising one or more application content components, delivered by the MBMS bearer service across one or more Broadcast and/or Multicast sessions. The application content components of the MBMS User Service, in part or in whole, are provided to the MBMS application.

See 3GPP TS 22.246 [3].

MBMS user service discovery/announcement: user service discovery refers to methods for the UE to obtain the list of available MBMS user services along with information on the user service and the user service announcement refers to methods for the MBMS service provider to make the list of available MBMS user services along with information on the user service available to the UE.
MBMS user service initiation: UE mechanisms to setup the reception of MBMS user service data
The initiation procedure takes place after the discovery of the MBMS user service.
MBMS delivery method: mechanism used by a MBMS user service to deliver content.
An MBMS delivery method uses MBMS bearers in delivering content and may make use of associated procedures.

MBMS download delivery method: delivery of discrete objects (e.g. files) by means of a MBMS download session.

MBMS group communication delivery method: delivery of group communication service data by means of the BM-SC ingesting UDP/IP packets from a group communications server and forwarding them over the MBMS path provided by the MBMS Bearer Service.
MBMS streaming delivery method: delivery of continuous media (e.g. real-time video) by means of a MBMS streaming session.
MBMS download session: time, protocols and protocol state (i.e. parameters) which define sender and receiver configuration for the download of content files.
MBMS streaming session: time, protocols and protocol state (i.e. parameters) which define sender and receiver configuration for the streaming of content.

Partial-File-Accept Request: HTTP GET request that includes a partial-accept header in the HTTP request header.
Receive Only Mode: See 3GPP TS 23.246 [4].
Receive-Only-Mode (ROM) service: A type of eMBMS broadcast service receivable by a UE configured in Receive Only Mode. A TMGI associated with a ROM service shall contains a standardized [MCC+MNC] value. See Annex E of 3GPP TS 23.246 [4] and TS 24.116 [xx] for further details on Receive Only Mode.
RTP Session: The RTP and RTCP traffic sent to a specific IP multicast address and port pair (one port each for RTP and RTCP) during the time period the session is specified to exist. An RTP session is used to transport a single media type (e.g. audio, video, or text). An RTP session may contain several different streams of RTP packets using different SSRCs.

Stereoscopic 3D video: a video bitstream consisting of two views.

Unicast Bearer Service: Synonymously used as the term “UMTS Bearer Services with interactive and/or streaming traffic classes”.
3.2
Abbreviations

For the purposes of the present document, abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADPD
Associated Delivery Procedure Description
ALC
Asynchronous Layered Coding
AS
Application Server
AVC
Advanced Video Coding

BM-SC
Broadcast-Multicast - Service Centre

CC
Congestion Control
CPB
Coding Picture Buffer
CVS
Coded Video Sequence

DASH
Dynamic Adaptive Streaming over HTTP

ERT
Expected Residual Time

ESI
Encoding Symbol ID

FDT
File Delivery Table

FLUTE
File deLivery over Unidirectional Transport
FMT
Feedback Message Type
GCS
Group Communication Service

GCSE
Group Communication Service Enabler

HDTV
High-DefinitionTeleVision
HEVC
High Efficiency Video Coding
IANA
Internet Assigned Numbers Authority
IDR
Instantaneous Decoding Refresh
IRAP
Intra Random Access Point

ISD
Initialization Segment Description
LCT
Layered Coding Transport
LI
Leap Indicator

MBMS SAI
MBMS Service Area Identity

MCPTT
Mission Critical Push to Talk
MIME
Multipurpose Internet Mail Extensions
MMS
Multimedia Messaging Service
MooD
MBMS operation on Demand
MPD
Media Presentation Description

MSK
MBMS Service Key

MTK
MBMS Traffic Key

MUK
MBMS User Key
NAL
Network Abstraction Layer
NTP
Network Time Protocol

OMNA
Open Mobile Naming Authority

PAC
Proxy Auto-Config
PSS
Packet-switched Streaming Service

PTT
Push To Talk

RASL
Random Access Skipped Leading picture
ROM
Receive-Only-Mode
SA File
Service Announcement File

SACH
Service Announcement CHannel
SBN
Source Block Number

SCT
Sender Current Time
SEI
Supplemental Enhancement Information

SNTP
Simple Network Time Protocol
TMGI
Temporary Mobile Group Identity
TOI
Transport Object Identifier

TSI
Transport Session Identifier

USBD
User Service Bundle Description 
USD
User Service Description
UTC
Universal Time Coordinated
VCL
Video Coding Layer
END OF SECOND CHANGE
THIRD CHANGE: Change to clause 5.2.3.1
5.2.3
User Service Announcement over a MBMS bearer
5.2.3.1
General
Both the metadata envelope and metadata fragments are transported as file objects in the same download session. 
To receive a Service Announcement User Service, the client shall obtain the session parameters for the related MBMS download session transport.
5.2.3.1.1
Service Announcement for Receive-Only-Mode Services
Receive-Only-Mode (ROM) services may be described by Service Announcement User Services whose TMGIs correspond to a reserved range of values as defined in TS 24.116 [xx], and broadcast to UEs according to a defined schedule. Such Service Announcement service is named the ROM SACH (Service Announcement CHannel). One of those reserved TMGI values, along with pre-defined multicast IP address, destination port number, and TSI value of the MBMS download session carrying the ROM SACH, represent the session parameters for an instance of the ROM SACH. Although delivery of the ROM SACH employs source-specific multicast (SSM) destination addressing, a UE configured in Receive Only Mode shall promiscuously acquire this service without filtering on the source IP address in the associated FLUTE packets. Therefore, source IP address need not be pre-stored in, or provisioned to, such UE.

The aforementioned session parameters may be either pre-stored in, or provisioned to UEs configured in Receive Only Mode by the TV service configuration Management Object (MO) as defined in TS 24.117 [yy]. In the case of pre-storage, all of the TMGI values in the reserved range for ROM SACHs shall be stored in the UE. The values of the multicast IP address, in IPv4 and IPv6 forms, are defined in Annex C.xx and Annex C.yy, respectively. The value of the UDP destination port number is defined in Annex C.zz. The pre-defined TSI value shall be “0”. The minimum set of Service Announcement information contained in the MO shall comprise:

- 
The USBD fragment containing exactly one instance of the userServiceDescription element, which in turn contains exactly one instance of the deliveryMethod element. The deliveryMethod element shall contain a reference to a Session Description fragment which provides the download delivery session parameters for acquisition of the Service Announcement User Service;

- 
The Session Description fragment containing at least the following parameters (whose values are indicated above) that describe the MBMS download session/FLUTE channel:

· IP Multicast address (IPv4 or IPv6);

· Destination UDP port;

· Transport Session Identifier (TSI);

- 
The Schedule Description fragment (referenced by the userServiceDescription element in the USBD fragment) that specifies the time periods during which the Service Announcement service will be broadcast, as given by the session schedule (via the sessionSchedule element).
It should be noted that a UE configured in Receive Only Mode may be able to acquire ROM services from an MBMS network which does not provide the ROM SACH. The TV service configuration Management Object as defined in TS 24.117 [yy] may include the session parameters for FLUTE sessions that carry ROM services. Therefore, it is not strictly necessary for the UE to acquire the ROM SACH in order to discover and acquire ROM services. A UE configured in Receive Only Mode cannot access a SACH whose TMGI is not in the reserved range as defined in TS 24.116 [xx].
5.2.3.1.2
Service Announcement for non Receive-Only-Mode Services
Non-ROM services, or “regular” MBMS User Services shall be described by a Service Announcement User Service whose TMGI may be either associated with an operator-specific MCC+MNC value, or correspond to one of the reserved values as defined in TS 24.116 [xx]. Acquisition of such Service Announcement service by MBMS UEs which are not configured in Receive Only Mode may be achieved by a) pre-storing the related session parameters in the MBMS UE, b) pre-storing the session parameters in the MBMS application, to be provided to the MBMS client, c) acquisition via delivery over OMA PUSH [79], or d) downloading the session parameters from an HTTP server resolved from the Service Announcement Fully Qualified Domain Name (FQDN). The Service Announcement FQDN shall be "mbmsbs.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org" as specified in TS 23.003 [77]. The URL to obtain the session parameters shall be:
http://mbmsbs.mnc<MNC>.mcc<MCC>.pub.3gppnetwork.org/bootstrap.multipart,

for which ‘bootstrap.multipart’ references a multipart MIME file comprising the necessary metadata fragments pertaining to the Service Announcement User Service (i.e. the User Service Bundle Description and the Session Description, and may include optional metadata fragments such as Schedule Description, Associated Delivery Procedure Description).
NOTE 1:
The user service announcements are not protected when sent over MBMS bearer. See 3GPP TS 33.246 [20]
NOTE 2:
Instead of the format defined above, the Service Announcement FQDN may also be privately defined by the MBMS operator, in which case it would represent another form of pre-stored information in the UE.
END OF THIRD CHANGE
FOURTH CHANGE: Change to clause 11.2.1.2

11.2.1.2
Extensions to the User Service Bundle Description
The MBMS User Service Bundle Description schema defined in this clause extends the MBMS Release 6 schema of clause 11.2.1.1. An MBMS User Service Bundle Description schema of the current release shall comply with MBMS User Service Bundle Description schema definition of Release 6 and the subsequent releases up to the current release. 

An initiationRandomization element and terminationRandomization element carries the parameters to be used by the MBMS UE to randomize their initiation and/or termination operations over time. If the initiationRandomization element is present, all MBMS UEs shall randomize the initiation time as defined by the attributes of the elements. If the terminationRandomization element is present, all MBMS UEs shall randomize the termination time as defined by the attributes of the elements. 

The initiationRandomization and/or terminationRandomization element may be part of:

· a bundleDescription, where it applies to all services in the service bundle

· a userServiceDescription, where it applies to all MBMS bearer services of a single service. If present, this overrides the element in bundleDescription

If the initiationRandomization element is not present, the MBMS UE does not randomize the User Service Initiation procedure over time. The MBMS UE should then perform the operation immediately when it is triggered.
If the terminationRandomization element is not present, the MBMS UE does not randomize the User Service Termination procedure over time. The MBMS UE should then perform the operation immediately when it is triggered.
An initiationRandomization element may contain the initiationStartTime attribute, which defines the start time for the initiation procedure randomization period. The value of the data field represents the 32 most significant bits of a 64 bit Network Time Protocol (NTP) [78] time value. If the initiationStartTime attribute is not present, the MBMS UE shall use the reception time of the User Service Discovery / Announcement information as initiationStartTime.
The initiationRandomization element shall contain the protectionPeriod attribute. The protectionPeriod attribute expresses the length of the protection period in seconds. The initiation procedure shall be randomly deferred during protection period.

The initiationRandomization element shall contain the randomTimePeriod attribute. The randomTimePeriod attribute expresses the length of a time interval (in seconds) over which requests are deferred. The MBMS UE shall calculate a random time for the execution of the initiation procedure. The method provides for statistically uniform distribution over a relevant period of time. 

The terminationRandomization element shall contain the protectionPeriod attribute. The protectionPeriod attribute expresses the length of the protection period in seconds. The termination procedure execution shall be randomly deferred during protection period.

The terminationRandomization element shall contain the randomTimePeriod attribute. The randomTimePeriod attribute expresses the length of a time interval (in seconds) over which the operations are deferred. The MBMS UE shall calculate a random time for the execution of the termination procedure. The method provides for statistically uniform distribution over a relevant period of time.
If the MBMS UE is switched off during the termination randomization, the MBMS UE shall cancel the termination randomization.

The r8:alternativeAccessDelivery element shall extend the list of elements of the MBMS deliveryMethod element. Whenever present, it shall contain at least one unicastAccessURI element. The unicastAccessURI element provides unicast server information for OMA push for MBMS download service when the UE is outside of home network and file download delivery method is used. The unicastAccessURI element refers to a URI to be used for unicast access to the streaming service. If the r8:alternativeAccessDelivery element is available then the UE shall select one of the unicastAccessURI elements included. The timeShiftingBuffer attribute of r8:alternativeAccessDelivery may be used to indicate the minimal size of the time shifting buffer that will be provided for the current service by the PSS servers that are referenced in the list. The actual size of the timeshifting buffer of the selected server is returned in the SETUP response from the PSS Server.

The r12:inbandMetadata attribute of the deliveryMethod element, if present and set to "true" or "1", indicates that the MBMS download session associated with this deliveryMethod instance shall be the one exclusively used to carry all USD metadata fragments eligible for in-band delivery (namely, the Associated Delivery Procedure Description, Schedule Description, Filter Description and Media Presentation Description metadata fragments) along with MBMS User Service content(s).

The r12:appComponent child element of the deliveryMethod element, if present, identifies the application content component(s) carried on the MBMS delivery session associated with that deliveryMethod instance.  One or more instances of r12:appComponent may be present under a given deliveryMethod instance, to indicate the same number and types of application content component(s) carried on the corresponding delivery session.  The collection of r12:appComponent attribute names across all deliveryMethod instances of an MBMS User Service represents the complete set of application content components available to the MBMS application affiliated with that MBMS User Service.
The r12:serviceArea child element of the deliveryMethod element, if present, specifies the service area(s) for which non-DASH streaming content carried on the MBMS delivery session associated with that instance of deliveryMethod, are available for UE reception.  The semantics of r12:serviceArea shall comply to the MBMS Service Area Identity as defined in TS 23.003 [4] and TS 36.443 [104].
If the mimeType attribute within the r12:appService element , itself a child of the userServiceDescription element, indicates a UE supported value, then 

· The presence of one or more r12:broadcastAppService element(s) under a given instance of the deliveryMethod element shall declare the one or more application service content items delivered over the FLUTE session associated with that deliveryMethod instance.
· The presence of the r12:unicastAppService element under a given instance of the deliveryMethod element declares the one or more application service content items delivered over unicast bearer(s) in support of unicast fallback delivery.
· Each instance of r12:broadcastAppService.basePattern or r12:unicastAppService.basePattern denotes a content item of a single application service delivered over broadcast or unicast, respectively.  Each broadcast content item may be designated as being available in specific MBMS service area(s) as given by the corresponding r12:broadcastAppService.serviceArea element(s).  If present, the serviceArea elements shall be a subset of the MBMS service area(s) present for the current serviceId under userServiceDescription.availabilityInfo.infoBinding.serviceArea elements. When one or more serviceArea element(s) are included under one or more r12:broadcastAppService, the union of all the MBMS Service Area Identities identified by the serviceArea elements under all the r12:broadcastAppService shall match the list of MBMS Service Area Identities included in the userServiceDescription.availabilityInfo.infoBinding.serviceArea elements for the same serviceId. Each broadcast content item under its containing Period is identified by its basePattern value whose format and usage are described in clauses 7.6.2.1 and 7.6.2.3.   Each unicast content item under its containing Period is identified by its basePattern value whose format and usage are described in clauses 7.6.2.2 and  7.6.2.3.

If the mimeType attribute within the r12:appService element, itself a child of the userServiceDescription element, indicates a UE unsupported value, then a UE compliant with this specification shall ignore r12:broadcastAppService and the r12:unicastAppService elements in the deliveryMethod element. 

A USD may include a r7:unicastAccessURI element for support of Release 7 UEs. UEs of release 8 onwards shall use alternativeAccessDelivery element for both OMA Push file download and unicast streaming.
The serviceClass attribute, if present, shall extend the list of attributes of the MBMS Release 6 userServiceDescription element. The serviceClass attribute is optional and contains the service class identifier for the delivered service according to the syntax defined in clause E.1.2 of [90]. Note that Annex E of [90] also foresees the registration of service class identifiers with the Open Mobile Naming Authority. The service class identifier is similar to MIME types and provides an unique identity to services. A MBMS UE may determine the receiving application instance out of the service class identifier.

A user service description may belong to a group of user service descriptions, which represent alternative configurations of the same user service. An example is an MBMS user service that is delivered over non-MBSFN bearer with a low bitrate and over MBSFN bearer with a high bitrate. In such a case, the UE is only expected to consume one variant of the service. The UE recognizes that a set of user service descriptions apply to one user service based on the serviceGroup element.

The userServiceDescription element may include a Registration element. If present, then the UE shall send the registration and deregistration to the given URI. In such a case, the User Service Bundle Description fragment may not be complete in the service announcement. Instead, it may contain references to metadata fragments (e.g. the session description) that are not embedded in the service announcement. When registration is requested, the userServiceDescription element shall contain a Registration element that describes the requested registration procedure. The registrationURI indicates the URI element to the server with whom the registration procedure shall be performed. In case more than one registrationURI is indicated, the UE shall select one randomly. The registrationThreshold is a number that indicates the percentage of UEs that are requested to register.  The UE shall randomly select a number between 0 and 100 and compare it against the threshold. In case the selected number is lower than the indicated threshold, the UE should perform registration. The threshold value "100" indicates that the UE shall perform registration, which is e.g. necessary when the USD is not complete.

The userServiceDescription element may include an r9:mediaPresentationDescription element when the associated MBMS User Service carries 3GP-DASH-formatted content using the download delivery method. The userServiceDescription element may also, or instead,  include an r12:appService element which contains a reference to an Application Service Description fragment which contains descriptions for contents of an application service delivered over either unicast, or broadcast, or both unicast and broadcast modes. If r12:appService element is present, and its mimeType attribute indicates a UE supported value, then it shall be used by UEs complying with this specification. If r12:appService is absent or its mimeType attribute indicates a UE unsupported value, and if r9:mediaPresentationDescription is present, then the r9:mediaPresentationDescription shall be used by UE complying with this release of the specification. The UE should expect that the received files correspond to a DASH Media Presentation as described by the MPD in [98]. The referenced MPD provides a reference to a corresponding Media Presentation Description metadata fragment whose contents are identical to the MPD as defined in [98].  The Media Presentation Description fragment may refer, via the InitializationSegmentURL, to one or more Initialization Segment Description (ISD)  metadata fragments, whose contents are identical to the Initialization Segment as defined in [98].  If the r12:appService element is present, the associated application service shall be a DASH Media Presentation delivered as an MBMS User Service.  The r12:appService element may contain the child elements identicalContent and/or alternativeContent which designate the sets of identical and/or alternative versions, respectively, of content items that may be substituted for one another.   Additional description of the contents and semantics of the r12:appService element are contained  in clause 7.6.3. If the r12:appService element is included, and its mimeType attribute indicates a UE unsupported value, then a UE compliant with this specification shall ignore all of the r12:appService child elements, and all of its child attributes.
The MBMS User Service Description may include a schedule element. If present, the schedule element includes a URI reference to the MBMS User Service schedule information, the latter corresponding to a Schedule Description metadata fragment as defined in sub-clause 11.2A.

The Schedule Description fragment may include a URI reference to the Filter Description metadata fragment to signify the intended use of content filtering.  Each filter data instance contains associated criteria or rules for use by UEs to selectively receive contents at the session level or the file level.  At the session level, the filter rules enable a UE to decide whether it should receive the entire contents of the associated delivery session(s) of the User Service.  At the file level, the filter rules enable a UE to decide whether it should receive individual files of the User Service, during the corresponding file delivery schedule(s).  Additional description of the association between Schedule Description and Filter Description fragments and intended usage are given in sub-clauses 11.2A and 11.2B.

The MBMS User Service Description may include an availabilityInfo element.  If present, it shall extend the list of child elements of the MBMS userServiceDescription element by indicating the presence of additional data pertaining to the availability of the service.

The availabilityInfo element shall include one or more infoBinding elements. The infoBinding element shall contain the child elements serviceArea and radiofrequency. A UE shall be capable of processing an infoBinding element that does not contain the child element serviceArea. Note that for backwards compatibility reasons, serviceArea needs to be indicated as optional in the USD schema (i.e. ‘minOccurs="0"’).  The serviceArea element declares the one or more service areas over which this MBMS User Service is provided.  This element is designated by the MBMS Service Area Identity (SAI) as defined in 3GPP TS 36.443 [104] and 3GPP TS 23.003 [77].  According to 3GPP TS 36.443 [104], MBMS Service Area Identity is frequency agnostic and can be mapped onto one or more cells.  The specific usage of the MBMS Service Area Identity, or its correlation to other network identification information, is not defined in this specification.  The radioFrequency element indicates the one or more RF frequencies in the E-UTRAN downlink which transmit this MBMS User Service over the service area(s) identified by the serviceArea element. The frequency parameter is coded as EARFCN in 3GPP TS 36.101 [105].  The MBMS client shall forward the service area and radio frequency information received in the USD to the lower layers, and the UE is expected to make use of such information in accordance with TS 36.300 [96] clause 15.4 as well as TS 36.304 [108] and TS 36.331 [97].
PLMN, p-serviceArea, and group may be present as attributes of the deliveryMethod element. The attribute PLMN or p-serviceArea identifies the area(s) by PLMN-ID or one or more MBMS SAI’s in which this instance of deliveryMethod is applicable. The UE is expected to use the Session Description fragment referenced by the deliveryMethod whose PLMN or p-serviceArea matches the UE’s location by the corresponding area type. Presence of either PLMN or p-serviceArea under deliveryMethod, but not both, is permitted. Multiple deliveryMethod elements sharing the same group attribute shall be considered as alternatives by the UE. For each group that the deliveryMethod’s affiliated PLMN or p-serviceArea matches the UE’s location, the UE shall acquire the content delivered on the corresponding FLUTE session. In the event of deliveryMethod instances associated with multiple groups, the UE shall acquire the content delivered on the FLUTE sessions from each of the group with matching PLMN or p-serviceArea to the UE’s location. The PLMN attribute, when present, indicates the PLMN-ID in which the contents carried by the current deliveryMethod is accessible, and is defined as a concatenation of MCC and MNC, each represented as a 3-digit hexadecimal number. The p-serviceArea attribute, when present, indicates the one or more MBMS SAIs, each represented by a decimal number between 0 and 65,535 (inclusive), in which the contents carried by the current deliveryMethod is accessible.

The r12:KeepUpdatedService element indicates if the referenced userServiceDescription describes a keep-updated service. The URL to one or more registration servers is provided in the registrationServer element. If more than one registrationServer URL element is present, the MBMS UE shall choose one randomly.
The presence of the r12:consumptionReporting element indicates whether the UE shall perform consumption reporting as defined in Clause 9.4A.2. The consumptionReportingURI attribute references an Associated Delivery Procedure Description including only the r12:consumptionReport element as defined in clause 9.4A.
The presence of the r12:mooDConfiguration element indicates whether the UE shall include the MooD Header (as defined in Clause 12) in its request for the service consumed over unicast and disable unicast Consumption Reporting.
The r12:mooDConfiguration element should be used to specify the MooD configuration information and shall take precedence over the OMA DM MO as defined in clause 12.2.2, if such a DM configuration object exists on the UE. The r12:mooDConfiguration element is used to configure offloading for any type of eligible content accessed over the unicast network via HTTP or RTP. If present, this element contains the rules to which the UE shall comply for attaching the MooD Header (as defined in Clause 12) in its requests for the service consumed over unicast and disable unicast Consumption Reporting. If the r12:mooDConfiguration element is present, then:

· The UE shall include the MooD Header in its request for the service delivery over unicast, in accordance to the criteria expressed in the mooDHeaderAttachment element;

· In the case of DASH-formatted content, the dASHContent@rule attribute under mooDHeaderAttachment specifies the rule on how the MooD header should be included in unicast requests sent to the proxy server: with every Media Segment request, or with every MPD request. Specifically:
· rule = “1” means that the MooD header shall be attached to each Media Segment request by the DASH client;
· rule = “2” means that the MooD header shall be attached to each MPD request by the DASH client;
· rule = “0” shall not be used;
· rule values in the range from 3 to 255 are reserved for future use.
· If the element dASHContent is not present, the default is rule = “1” (i.e. the MooD header shall be attached to each Media Segment request by the DASH client).
· The UE shall include the serviceId in the MooD Header from the userServiceDescription@serviceId attribute;

· If at least one proxyServer child element is present, then the UE shall select one proxy server address from the list of proxy servers, which is provided by the proxyServer child elements. The UE shall keep that proxy server URI for its subsequent requests for the same service delivery over unicast. If the proxyServer element is not present, and the MooD MO does not exist in the UE, then the MooD header shall be attached in the unicast content request to the HTTP server whose location is given by the URL of the associated content request. 
· The UE shall include its location in the MooD Header as CGI, ECGI or MBMS SAI, according to the locationType attribute. Possible values of the locationType attribute are “CGI”, “ECGI” or “MBMS SAI”.
Otherwise, if r12:mooDConfiguration element is absent, the UE shall report unicast and broadcast consumption reporting as specified in clause 9.4A.2.
The userServiceDescription element may include the r14:romService attribute as indication of whether the corresponding MBMS User Service is a Receive-Only-Mode (ROM) service. This attribute enables both “regular” MBMS UEs, and UEs configured in Receive Only Mode, to determine the availability of ROM service offering(s) from a Service Announcement service that describes both ROM and non-ROM services (MBMS User Services whose TMGIs are outside the standardized range of values as defined in TS 24.116 [xx]). If the r14:romService attribute is not present, its default value shall be “false”. As indicated in TS 23.246 [4], UEs configured in Receive Only Mode shall not attempt to acquire non-ROM services. 
The following schema defines the Release 7 extensions to the User Service Bundle Description schema:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2007:MBMS:userServiceDescription"   xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:3GPP:metadata:2007:MBMS:userServiceDescription" 

elementFormDefault="qualified">


<xs:element name="initiationRandomization">


<xs:complexType>



<xs:attribute name="initiationStartTime" type="xs:unsignedInt" use="optional"/>




<xs:attribute name="protectionPeriod" type="xs:unsignedInt" use="required"/>



<xs:attribute name="randomTimePeriod" type="xs:unsignedInt" use="required"/>



</xs:complexType>

</xs:element>


<xs:element name="terminationRandomization">


<xs:complexType>



<xs:attribute name="protectionPeriod" type="xs:unsignedInt" use="required"/>



<xs:attribute name="randomTimePeriod" type="xs:unsignedInt" use="required"/>



</xs:complexType>

</xs:element>


<xs:element name="serviceGroup" type="serviceGroupType"/>

    <xs:complexType name="serviceGroupType">

        <xs:attribute name="groupID" type="xs:anyURI" use="required"/>


</xs:complexType>

<xs:element name="unicastAccessURI" type="xs:anyURI"/>


<xs:attribute name="serviceClass" type="xs:string"/>
</xs:schema>

The following schema defines the Release 8 extensions to the User Service Bundle Description schema:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2008:MBMS:userServiceDescription"   
xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3GPP:metadata:2008:MBMS:userServiceDescription" 


elementFormDefault="qualified">


<xs:element name="alternativeAccessDelivery">


<xs:complexType>



<xs:sequence>





<xs:element name="unicastAccessURI" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>




<xs:attribute name="timeShiftingBuffer" type="xs:unsignedInt" use="optional" default="0"/>


</xs:complexType>


</xs:element>


<xs:element name="Registration">


<xs:complexType>




<xs:sequence>





<xs:element name="registrationURI" type="xs:anyURI" minOccurs="1" maxOccurs="unbounded"/>




</xs:sequence>



<xs:attribute name="registrationThreshold" type="xs:unsignedInt" use="optional" default="100"/>



</xs:complexType>


</xs:element>

</xs:schema>

The following schema defines the Release 9 extensions to the User Service Bundle Description schema:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2009:MBMS:userServiceDescription"   
xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3GPP:metadata:2009:MBMS:userServiceDescription" 


elementFormDefault="qualified">


 <xs:element name="mediaPresentationDescription">



<xs:complexType>




<xs:sequence>




<xs:element name="mpdURI" type="xs:anyURI"/>



</xs:sequence>


</xs:complexType>


</xs:element>


<xs:element name="schedule">



<xs:complexType>



<xs:sequence>


<xs:element name="scheduleDescriptionURI" type="xs:anyURI"/>



</xs:sequence>


</xs:complexType>

</xs:element>


<xs:element name="availabilityInfo">



<xs:complexType>




<xs:sequence>





<xs:element name="infoBinding" maxOccurs="unbounded">






<xs:complexType>







<xs:sequence>








<xs:element name="serviceArea" type="xs:unsignedShort" minOccurs="0" maxOccurs="unbounded"/>








<xs:element name="radioFrequency" type="xs:unsignedInt"   maxOccurs="unbounded"/>







</xs:sequence>






</xs:complexType>





</xs:element>




</xs:sequence>



</xs:complexType>

</xs:element>
</xs:schema>

The following schema defines the Release 12 extensions to the User Service Bundle Description schema.

The schema version attribute (part of the schema instruction) shall be included in the UE schema and the network schema.

NOTE 1: 
The value of the version attribute is intended to be increased by 1 in every future releases where new element(s) or attribute(s) are added to this extension. The value in the version attribute is used in the selection of the version of the current extension which may be used in a given version of the main USD schema, see clause J.1 for details.
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2013:MBMS:userServiceDescription" xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:3GPP:metadata:2013:MBMS:userServiceDescription" elementFormDefault="qualified" version="1">


<xs:element name="broadcastAppService">



<xs:complexType>




<xs:sequence>





<xs:element name="basePattern" type="xs:anyURI" maxOccurs="unbounded"/>





<xs:element name="serviceArea" type="xs:unsignedShort" minOccurs="0" maxOccurs="unbounded"/>





<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>




</xs:sequence>




<xs:anyAttribute processContents="skip"/>



</xs:complexType>


</xs:element>


<xs:element name="unicastAppService">



<xs:complexType>




<xs:sequence>





<xs:element name="basePattern" type="xs:anyURI" maxOccurs="unbounded"/>





<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>




</xs:sequence>




<xs:anyAttribute processContents="skip"/>



</xs:complexType>


</xs:element>


<xs:element name="appService" type="appServiceType"/>


<xs:complexType name="appServiceType">



<xs:sequence>




<xs:element name="identicalContent" minOccurs="0" maxOccurs="unbounded">





<xs:complexType>






<xs:sequence>







<xs:element name="basePattern" type="xs:anyURI" minOccurs="2" maxOccurs="unbounded"/>







<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>






</xs:sequence>






<xs:anyAttribute processContents="skip"/>





</xs:complexType>




</xs:element>




<xs:element name="alternativeContent" minOccurs="0" maxOccurs="unbounded">





<xs:complexType>






<xs:sequence>







<xs:element name="basePattern" type="xs:anyURI" minOccurs="2" maxOccurs="unbounded"/>







<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>






</xs:sequence>






<xs:anyAttribute processContents="skip"/>





</xs:complexType>




</xs:element>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="appServiceDescriptionURI" type="xs:anyURI" use="required"/>



<xs:attribute name="mimeType" type="xs:string" use="required"/>



<xs:anyAttribute processContents="skip"/>


</xs:complexType>


<xs:attribute name="inbandMetadata" type="xs:boolean"/>


<xs:element name="appComponent" type="xs:string"/>


<xs:element name="serviceArea" type="xs:unsignedShort"/>


<xs:element name="KeepUpdatedService">



<xs:complexType>




<xs:sequence>





<xs:element name="registrationServer" type="xs:anyURI" maxOccurs="unbounded"/>




</xs:sequence>



</xs:complexType>


</xs:element>

<xs:element name="consumptionReporting">


<xs:complexType>



<xs:sequence>





<xs:any namespace="##other" minOccurs="0" maxOccurs="unbounded" processContents="lax"/>




</xs:sequence>






<xs:attribute name="consumptionReportingURI" type="xs:anyURI" use="required"/>




<xs:anyAttribute processContents="skip"/>


</xs:complexType>


</xs:element>

<xs:element name="mooDConfiguration">



<xs:complexType>




<xs:sequence>





<xs:element name="proxyServer" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>


<xs:element name="mooDHeaderAttachment">






<xs:complexType>







<xs:sequence>








<xs:element name="dASHContent" minOccurs="0">









<xs:complexType>










<xs:attribute name="rule" type="xs:unsignedByte" use="required">











<xs:annotation>


<xs:documentation>0: not used

1: Media Segment requests

2: MPD requests

3-255: reserved for future use
</xs:documentation>










</xs:annotation>









</xs:attribute>









<xs:anyAttribute processContents="skip"/>








</xs:complexType>







</xs:element>







<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>






</xs:sequence>





</xs:complexType>




</xs:element>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>




<xs:attribute name="locationType" type="xs:string" use="required"/>




<xs:anyAttribute processContents="skip"/>



</xs:complexType>


</xs:element>
</xs:schema>

The following schema defines the Release 14 extension to the User Service Bundle Description schema:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:3GPP:metadata:2017:MBMS:userServiceDescription"   
xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3GPP:metadata:2017:MBMS:userServiceDescription"


elementFormDefault="qualified">


<xs:attribute name="romService" type="xs:boolean" default="false"/>
</xs:schema>
Note that Annex J contains a main User Service Description schema referencing the extensions schema.
END OF FOURTH CHANGE
FIFTH CHANGE: New Annexes C.xx, C.yy and C.zz

Annex C (informative):
IANA registration
This annex provides the required IANA registration.

C.1
Registration of SDP Protocol Identifiers for Source packet
This specification defines two new SDP protocol identifiers for source packets. In compliance with the registration rules, these SDP protocol identifiers are defined in [100]. 

Protocol identifier “UDP/MBMS-FEC/RTP/AVP” identifies a protocol combination of UDP[7], FEC source packets (see sub-clause 8.2.2.4), RTP [6] using the AVP profile [78]. This protocol identifier shall use the FMT space rules that are used for RTP/AVP.

Protocol identifier “UDP/MBMS-FEC/RTP/SAVP” identifies a protocol combination of UDP [7], FEC source packets (see sub-clause 8.2.2.4), and RTP [6] using the SAVP profile [77]. This protocol identifier shall use the FMT space rules that are used for RTP/AVP.

C.2
Registration of SDP Protocol identifier for repair packets

This specification defines one new SDP protocol identifier for FEC repair packets. In compliance with the registration rules, this SDP protocol identifier are defined in [100]. 

Protocol identifier “UDP/MBMS-REPAIR” identifies a protocol combination of UDP [7], FEC repair packets (see sub-clause 8.2.2.4). The FMT string is not used and shall be set to “*”.
C.3
Registration of MIME type "application/simpleSymbolContainer"

The MIME Type "application/simpleSymbolContainer" denotes that the message body is a simple container of encoding symbols for the file repair procedure (clause 9.3.5.2 - File Repair Response Message Format for HTTP Carriage of Repair Data).

Type name: application

Subtype name: simpleSymbolContainer

Required parameters:

None

Optional parameters:

None

Encoding considerations:

The content is binary and if transported in a protocol not capable of handling binary content then the object must be encoded, for example using base64 [82].

Security considerations:

The content of this media type are either source or repair symbols part of a binary file object. Thus it security considerations depends on the security requirements on the file object. As modification of the response message may corrupt the complete file object due to the FEC repair operations, integrity protection is recommended. Source authentication is also recommended to prevent man in the middle or spoofing attacks resulting in erroneous repair symbols.  

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s): 

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.4
Registration of MIME type "application/mbms-user-service-description+xml "

The MIME Type "application/mbms-user-service-description+xml" denotes that the message body is a user service description instance in accordance with the XML schema "urn:3GPP:metadata:2005:MBMS:userServiceDescription" (see sub-clause 11.2.1).
Type name: application

Subtype name: mbms-user-service-description+xml

Required parameters:


None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

This media format is used to configure the receiver on how to participate in a service. This format is highly susceptible to manipulation or spoofing for attacks desiring to mislead a receiver about a session. Both integrity protection and source authentication is recommended to prevent misleading of the receiver. 

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage: None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.5
Registration of MIME type "application/mbms‑envelope+xml "

The MIME Type "application/mbms-envelope+xml" denotes that the message body is a metadata envelope according to the XML schema "urn:3gpp:metadata:2005:MBMS:envelope" (see sub-clause 11.1.3).
Type name: application

Subtype name: mbms‑envelope+xml

Required parameters:

None

Optional parameters:

embedded:  Declares if all objects described in this envelope instance are embedded within the this envelope instance. The value is either 0 (false) or 1 (true) and when this parameter is omitted the value defaults to 0 (false). 

referenced:  Declares if all objects described in this envelope instance are referenced, none is embedded within the envelope. The value is either 0 (false) or 1 (true) and when this parameter is omitted the value defaults to 0 (false).

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

This media format contains information about versioning and validity of files, telling the receiver if it should invalidate already received files or replace previously received files with new version contained or referenced within this format. Thus modifying or spoofing an envelope is a simple way of making denial of service attack. Thus source authentication and integrity protection of the files are recommended. 

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4


C.6
Registration of MIME type "application/mbms‑protection-description+xml "

The MIME-Type "application/mbms-protection-description+xml" denotes that the message body is an MBMS Security Description XML document according to the scheme identified as "urn:3GPP:metadata:2005:MBMS:securityDescription" (see sub-clause 11.3.1).
Type name: application

Subtype name: mbms‑protection-description+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The media format is used to configure the security functions of the MBMS delivery. Thus a target for any attacker that would like modify a receivers understanding of the security functions, either for a denial of service attack or a session replacement attack. However the format contains no secret information that may not be shared openly. All security keys are handled using other mechanisms. Source authentication and integrity protection is recommended. 

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.7
Registration of MIME type "application/mbms‑associated-procedure-description+xml"

The MIME-Type "application/mbms-associated-procedure-description+xml" denotes that the message body contains the associated procedure description in XML following the schema "urn:3gpp:metadata:2005:MBMS:associatedProcedure" (see sub-clause 9.5.1).
Type name: application

Subtype name: mbms‑associated-procedure-description+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The information present in this media format is used to configure the receiving application. Thus the usage of the format is vulnerable to attacks modifying or spoofing the content of this format. It is recommended to use source authentication and integrity protection.

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.8
Registration of MIME type "application/mbms-msk+xml"

The MIME-Type "application/ mbms-msk+xml" denotes that the message body contains the MSK request parameters in accordance with the XML scheme "urn:3GPP:metadata:2005:MBMS:mskRequest" (see sub-clause 11.6 and 3GPP TS 33.246 [20]).
Type name: application

Subtype name: application/mbms-msk+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The usage of the format is to identify one or more MSK that the requesting entity desires to receive. Modification or changes to this format thus only result in a denial of service attack. Integrity protection would protect against such modifications. 

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.9
Registration of MIME type "application/mbms-register+xml"

The MIME-Type "application/mbms-register+xml" denotes that the message body contains the MBMS User Service Registration parameters in accordance with the XML schema "urn:3GPP:metadata:2005:MBMS:securityRegistration" (see sub-clause 11.4 and 3GPP TS 33.246 [20]).
Type name: application

Subtype name: mbms-register+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The content of this format identifies a user service that the document creator desires to register to. Any modifications of this document would allow an attacker to change to what services the creator registers to. To prevent this integrity protection is necessary. There is also necessary to authenticate the entity performing the registration to know who is the one performing the registration request. In MBMS this is accomplished using procedures described in 3GPP TS 33.246.

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.10
Registration of MIME type "application/mbms-deregister+xml"

The MIME-Type "application/mbms-deregister+xml" denotes that the message body contains the MBMS User Service Deregistration parameters in accordance with the XML schema "urn:3GPP:metadata:2005:MBMS:securityDeregistration" (see sub-clause 11.5 of 3GPP TS 26.346 and 3GPP TS 33.246 [20]).
Type name: application

Subtype name: mbms-deregister+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The content of this format identifies a user service that the document creator desires to register to. Any modificatons of this document would allow an attacker to change to what services the creator registers to. To prevent this integrity protection is necessary. There is also necessary to authenticate the entity performing the registration to know who is the one performing the registration request. In MBMS this is accomplished using procedures described in 3GPP TS 33.246.

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.11
Registration of MIME type "application/mbms-reception-report+xml"

The MIME-type registration for "application/mbms-reception-report+xml" that identifies XML documents that follows the schema "urn:3gpp:metadata:2005:MBMS:receptionreport" defined in clause 9.5.3.

Type name: application

Subtype name: mbms-reception-report+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The reception report XML document instances contain information about what services and files that a particular receiver has received. Thus to prevent manipulation of that information it would need to be integrity protected. The information also has privacy relevance as it reveals what a specific receiver, which usually can be connected to a specific user, has received.

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

None

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)

3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.12
Registration of MIME type "application/mbms-msk-response+xml"

The MIME Media Type "application/ mbms-msk-response+xml" denotes that the message body contains the response codes to MSK request procedure in accordance with the XML scheme "urn:3GPP:metadata:2005:MBMS:mskResponse" (see sub-clause 11.8 and 3GPP TS 33.246 [20]).
Type name: application

Subtype name: mbms-msk-response+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The usage of the format is to identify one or more response codes of MSK requests procedures. Modification or changes to this format thus only result in a denial of service attack. Integrity protection would protect against such modifications. In MBMS this is accomplished using procedures described in 3GPP TS 33.246. 

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.13
Registration of MIME type "application/mbms-register-response+xml"

The MIME Media Type "application/mbms-register-response+xml" denotes that the message body contains the response codes to an MBMS User Service Registration or MBMS User Service De-Register procedure in accordance with the XML schema "urn:3GPP:metadata:2005:MBMS:securityRegistrationResponse" (see sub-clause 11.7 and 3GPP TS 33.246 [20]).
Type name: application

Subtype name: mbms-register-response+xml

Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The usage of the format is to identify one or more response codes of registration or deregistration procedures. Modification or changes to this format thus only result in a denial of service attack. Integrity protection would protect against such modifications. In MBMS this is accomplished using procedures described in 3GPP TS 33.246

Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Magnus Westerlund (magnus.westerlund@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.14
Registration of MIME type "application/mbms-schedule+xml"

The MIME-Type registration for "application/mbms-schedule+xml" identifies XML documents that follows the schema " urn:3gpp:metadata:2011:MBMS:scheduleDescription " defined in clause 11.2A.2.
Type name: application

Subtype name: mbms-schedule+xml
Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

8bit.

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The information present in this media format is used to configure the receiving application. Thus the usage of the format is vulnerable to attacks modifying or spoofing the content of this format. It is recommended to use source authentication and integrity protection. The information carried in the media format does not contain any private information such as passwords or keys. The information carried in the media format does not contain executable content. Content from other namespaces may be introduced into this media type by extensions defined by 3GPP, and thus security considerations inherited from those extensions will need to be considered as new extensions are defined in future releases.
Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Eric Turcotte (Eric.Turcotte@ericsson.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.15
Registration of Media Type "application/mbms-filter-description+xml"

The Media Type registration for "application/mbms-filter-description+xml" identifies XML documents that follows the schema " urn:3gpp:metadata:2011:MBMS:filterDescription " defined in clause 11.2B.
Type name: application

Subtype name: mbms-filter-description+xml
Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

8bit

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The information present in this media format is used to configure the receiving application. Thus the usage of the format is vulnerable to attacks modifying or spoofing the content of this format. It is recommended to use source authentication and integrity protection. The information carried in the media format does not contain any private information such as passwords or keys.
Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Charles Lo (clo@qti.qualcomm.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.16
Registration of Media Type "application/mbms-consumption-report+xml"

The Media Type registration for "application/mbms-consumption-report+xml" identifies XML documents that follows the schema "urn:3gpp:metadata:2014:MBMS:consumptionreport" defined in clause 9.5.4.
Type name: application

Subtype name: mbms-consumption-report+xml
Required parameters:

None

Optional parameters:

charset: As specified in RFC 3023 [83] for media type application/xml.

Encoding considerations:

8bit

This is an XML document and the encoding considerations are the same as for media type "application/xml" defined in RFC 3023 [83].

Security considerations:

The information present in this media format is used to configure the receiving application. Thus the usage of the fomat is vulnerable to attacks modifying or spoofing the content of this format. It is recommended to use source authentication and integrity protection. The information carried in the media format does not contain any private information such as passwords or keys.
Interoperability considerations:

None

Published specification:

3GPP TS 26.346

Applications which use this media type:

3GPP MBMS based applications

Additional information:

Magic number(s): None

File extension(s):

Macintosh file type code(s):

Person & email address to contact for further information:

Charles Lo (clo@qti.qualcomm.com)
3GPP TSG SA WG4

Intended usage: COMMON

Restrictions on usage:

None

Author:

3GPP TSG SA WG4

Change controller:

3GPP TSG SA WG4

C.xx
Registration of IPv4 Multicast Address as session parameter of Service Announcement service which indicates availability of ROM service
The registered IPv4 multicast address <value TBD pending IANA registration/assignment> as described below is used in conjunction with other pre-defined session parameters to enable the discovery and acquisition of a Service Announcement service which in turn indicates the availability of ROM service(s).

Globally unique: Yes


Need for a well-known IPv4 multicast address value to be either pre-stored in 3GPP MBMS (Multimedia Broadcast-Multicast Service) Receive-Only-Mode (ROM) devices, or provisioned to ROM devices via the 3GPP-defined TV service configuration Management Object (The data structure and syntax of Management Objects comply with the Open Mobile Alliance’s Device Management standards). Such ROM devices, typically implemented as a TV set with a built-in MBMS receiver module, lack 3GPP-based interactive communications capability, and are typically not manufactured for or sold by cellular operators. Therefore, conventional cellular operator control of device configuration parameter values during the manufacturing process, such as of mobile handsets, is not possible for ROM devices. Such multicast IP address is one of several pre-defined session parameters necessary for a ROM device to perform service bootstrapping by acquiring a broadcast-delivered Service Announcement service, which in turn describes the presence and means to access MBMS user services targeted to ROM devices.

GLOP: No

RFC 6034: No

Source-specific Multicast: Yes

Assignment Block: Other


Source-Specific Multicast Block

Link Local Usage: Yes


The assigned multicast address will be contained in the header of FLUTE packets carrying the contents of a Service Announcement service which describes the properties of MBMS services targeted to ROM devices.

Global Usage: Yes


Requested IPv4 multicast address assignment is for use with the FLUTE (as defined in RFC 3926) protocol for IP multicast delivery of services over the 3GPP MBMS network. The specific MBMS service associated with the requested multicast address is the Service Announcement service, necessary to bootstrap the discovery and acquisition of MBMS user services by ROM devices.

Network Protocol:

FLUTE/UDP/IP

Message Composition:

Functions:


FLUTE protocol is used for IP multicast delivery of 3GPP MBMS services from cellular network to receiving devices.

Application:


Broadcast-specific application content is delivered as MBMS services over FLUTE from cellular network to receiving devices.

Previous requests: No

Period of Use: Indefinite

Specification:


3GPP Technical Specification TS 26.346, “Multimedia Broadcast/Multicast Service; Protocols and codecs”, available at https://portal.3gpp.org/desktopmodules/Specifications/SpecificationDetails.aspx?specificationId=1452
Number of Addresses:

One

Allocation name:

3gpp-rom-v4

Additional Information:

Person and email address to contact for further information:

Charles Lo,
clo@qti.qualcomm.com

C.yy
Registration of IPv6 Multicast Address as session parameter of Service Announcement service which indicates availability of ROM service
The registered IPv6 multicast address <value TBD pending IANA registration/assignment> as described below is used in conjunction with other pre-defined session parameters to enable the discovery and acquisition of a Service Announcement service which in turn indicates the availability of ROM service(s).

Local Scope: No

Permanence: Yes


Need for a well-known IPv6 multicast address value to be either pre-stored in 3GPP MBMS (Multimedia Broadcast-Multicast Service) Receive-Only-Mode (ROM) devices, or provisioned to ROM devices via the 3GPP-defined TV service configuration Management Object (The data structure and syntax of Management Objects comply with the Open Mobile Alliance’s Device Management standards). Such ROM devices, typically implemented as a TV set with a built-in MBMS receiver module, lack 3GPP-based interactive communications capability, and are typically not manufactured for or sold by cellular operators. Therefore, conventional cellular operator control of device configuration parameter values during the manufacturing process, such as of mobile handsets, is not possible for ROM devices. Such multicast IP address is one of several pre-defined session parameters necessary for a ROM device to perform service bootstrapping by acquiring a broadcast-delivered Service Announcement service, which in turn describes the presence and means to access MBMS user services targeted to ROM devices.

Unicast Prefix-based Multicast: No


There is no allocation of globally routed unicast addresses for 3GPP MBMS operation.
Source-specific Multicast: Yes

Assignment Block: Other


Unicast-based (Including SSM) Multicast Group IDs
Link Local Usage: Yes


The assigned multicast address will be contained in the header of FLUTE packets carrying the contents of a Service Announcement service which describes the properties of MBMS services targeted to ROM devices.

Global Usage: Yes


Requested IPv6 multicast address assignment is for use with the FLUTE (RFC 3926) protocol for IP multicast delivery of services over the 3GPP MBMS network. The specific MBMS service associated with the requested multicast address is the Service Announcement service, necessary to bootstrap the discovery and acquisition of MBMS user services by ROM devices.

Network Protocol:

FLUTE/UDP/IP

Message Composition:

Functions:


FLUTE protocol is used for IP multicast delivery of 3GPP MBMS services from cellular network to receiving devices.

Application:


Broadcast-specific application content is delivered as MBMS services over FLUTE from cellular network to receiving devices.

Previous requests: No

Period of Use: Indefinite

Specification:


3GPP Technical Specification TS 26.346, “Multimedia Broadcast/Multicast Service; Protocols and codecs”, available at https://portal.3gpp.org/desktopmodules/Specifications/SpecificationDetails.aspx?specificationId=1452
Allocation name:

3gpp-rom-v6

Additional Information:

Person and email address to contact for further information:

Charles Lo,
clo@qti.qualcomm.com

C.zz
Registration of UDP Destination Port number as session parameter of Service Announcement service which indicates availability of ROM service
The registered UDP destination port <value TBD pending IANA registration/assignment> as described below is used in conjunction with other pre-defined session parameters to enable the discovery and acquisition of a Service Announcement service which in turn indicates the availability of ROM service(s).

Resource required: Port number and service name

Transport Protocols: UDP

Service Code:

Service name:

3gpp-rom

Desired Port Number:

Description:


UDP destination port number as one of several well-known session parameters to enable the discovery and acquisition of a Service Announcement service, delivered over 3GPP MBMS (Multimedia Broadcast-Multicast Service) networks, by a Receive-Only-Mode device (typically implemented as a TV set with a built-in MBMS receiver module, and lacking 3GPP-based interactive communications capability).

Reference:

FLUTE (RFC 3926) protocol for IP multicast delivery of services over the 3GPP MBMS

Defined TXT keys:

Assignee name and email address:

3GPP Specifications Manager

3gppContact@etsi.org
Person and email address to contact for further information:

Charles Lo,
clo@qti.qualcomm.com
END OF FIFTH CHANGE
