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	Reason for change:
	Depending on national regulations, lawful authorizations may be restricted in the case of a roaming target by a geopgraphic area.  For example, one lawful authorization not allow interception of the communications of a target who is outside the country while another lawful authorization allows this.

Thus, as a national option, a for a given target it is necessary for the HPLMN to support a mechanism to enable provisioning on a per-warrant/per-intercept basis whether interception is permitted when the target is roaming outside a given area (e.g., outside the country) of the HPLMN.  

	
	

	Summary of change:
	Add a new requirement for supporting a mechanism which can be provisioned on a per-warrant/per-intercept basis to intercept communications of an outbound international roaming target.  
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	Regulatory and privacy impacts:  The service provider will still intercept and deliver the target’s communications that are not authorized to be intercepted to the LE.  
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*** FIRST MODIFICATION ***

[bookmark: _Toc445203648]5.1.4	Interception within the Home and Visited Networks for roaming scenarios
The requirements in this clause are additional to the requirements described elsewhere in this specification which apply to the home network in a roaming scenario.  
National regulations cover the definition of services and the definition of service provider categories which are subject to LI obligations. This can include how and which IMS services are considered to be covered. For the purpose of roaming, IMS VoIP Service or other 3GPP operator services (CS voice replacement) shall be considered equivalent to a CS voice service and therefore all requirements applicable to legacy CS voice (e.g. interception of voice in isolation from other services) shall be applicable to IMS VoIP Service or other equivalent services.
It shall be possible to intercept all basic voice, data and messaging services provided to a target by a network. The visited network shall be able to support the interception of all services without home network assistance or visibility. However, the visited network is not required to be able to intercept supplementary services (e.g. voicemail, home network based call forwarding) or 3rd party services not directly provided by the visited network.  However, national regulation may specify minimum LI capabilities, if such services are in the visited network then they shall be considered in scope for interception (subject to an applicable lawful authorisation). National regulations may require interception to take place in the home network for outbound roamers, where the user session is routed via the home network. There is no requirement to force traffic to the home network for this purpose. 
National regulations may limit delivery of communications (CC and communications–associated IRI) of an outbound international roaming target by the HPLMN based on roaming specific interception constraints (e.g., roaming outside national border).  To support these scenarios, it is a national option for the HPLMN to be able to support a mechanism to apply on a per-warrant/per-intercept to limit the delivery of the communications (CC and communications–associated IRI) to LE of an outbound international roaming target based on roaming specific interception constraints (e.g., roaming outside a national border). The default setting is determined based on a national option. Communications originated by the roaming target are subject to this mechanism.  Communications incoming to the target that are answered by the target are subject to this mechanism. Communications incoming to the target that are not answered by the target (e.g., due to call forwarding) are not subject to this mechanism.  Non-communications-associated IRI (e.g., serving system event) are not affected by this requirement.
All these requirements are based on conditions and definitions contained in national regulations.
NOTE: 	The requirement of interception by serving network of non 3GPP access and associated services is not defined in this release.
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