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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G-
Second Generation

3G-
Third Generation

A-GNSS
Assisted Global Navigation Satellite System

AAA
Authentication, Authorization, Accounting

AC
Admission Control

AI
Application Interface (prefix to interface class method)

ANM
Answer Message (ISUP)

APN
Access Point Name

APN-NI
APN Network Identifier

ARIB
Association of Radio Industries and Business

ATD
Absolute Time Difference

BCCH
Broadcast Control Channel

BER
Bit Error Rate
BSSID
Basic Service Set Identifier
BSS
Base Station Subsystem

BTS
Base Transceiver Station

CAMEL
Customised Application For Mobile Network Enhanced Logic

CAP
CAMEL Application Part

CM
Connection Management

CN
Core Network

CSCF
Call Service Control Function

CSE
Camel Service Environment

DL
Downlink

DNS
Domain Name System
DRNC
Drift RNC

E-CSCF
Emergency CSCF

E-OTD
Enhanced Observed Time Difference

E-SLP
Emergency SUPL Location Platform

E-SMLC
Evolved Serving Mobile Location Centre

FER
Frame Error Rate

GERAN
GSM EDGE Radio Access Network

GGSN
Gateway GPRS Support Node

GMLC
Gateway MLC

GNSS
Global Navigation Satellite System

GPRS
General Packet Radio Service

GPS
Global Positioning System

HE
Home Environment

H-GMLC
Home-GMLC

H-LIMS-IWF
Home-LIMS-IWF
HSS
Home Subscriber Server

HLR
Home Location Register

HPLMN
Home Public Land Mobile Network

IMEI
International Mobile Equipment Identity

IMS
IP Multimedia Subsystem
IMSI
International Mobile Subscriber Identity

IP
Internet Protocol

IPDL
Idle Period Downlink

IW-MT-LR
Mobile Terminated Location Request for an I-WLAN

I-WLAN
Interworking WLAN

LA
Location Application

LAF
Location Application Function

LBS
Location Based Services

LCAF
Location Client Authorization Function

LCCF
Location Client Control Function

LCCTF
Location Client Co-ordinate Transformation Function

LCF
Location Client Function

LCZTF
Location Client Zone Transformation Function
LCS
LoCation Services

LDR
Location Deferred Request

LIMS-IWF
Location IMS – Interworking Function
LIR
Location Immediate Request

LMU
Location Measurement Unit

LRF
Location Retrieval Function

LSAF
Location Subscriber Authorization Function

LSBcF
Location System Broadcast Function

LSBF
Location System Billing Function

LSCF
Location System Control Function

LSCTF
Location System Co-ordinate Transformation Function

LSOF
Location System Operation Function

LSPF
Location Subscriber Privacy Function

LSTF
Location Subscriber Translation Function

MAP
Mobile Application Part

ME
Mobile Equipment

MExE
Mobile Execution Environment

MGCF
Media Gateway Control Function

MLC
Mobile Location Centre

MLP
Mobile Location Protocol

MM
Mobility Management

MO-LR
Mobile Originated Location Request

MS
Mobile Station

MSC
Mobile services Switching Centre

MSISDN
Mobile Station Integrated Services Data Network

MT-LR
Mobile Terminated Location Request

NA-ESRD
North American Emergency Service Routing Digits

NA-ESRK
North American Emergency Service Routing Key

NI-LR
Network Induced Location Request

OMA
Open Mobile Alliance
OSA
Open Service Architecture

OTDOA
Observed Time Difference Of Arrival

PC
Power Control

PCF
Power Calculation Function

PLMN
Public Land Mobile Network

PMD
Pseudonym mediation device functionality

POI
Privacy Override Indicator

PPR
Privacy Profile Register

PRCF
Positioning Radio Co-ordination Function

PRRM
Positioning Radio Resource Management

PSAP
Public Safety Answering Point

PSE
Personal Service Environment

PSMF
Positioning Signal Measurement Function

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RA
Routing Area

RACH
Random Access Channel

RAN
Radio Access Network

RANAP
Radio Access Network Application Part

R-GMLC
Requesting-GMLC

RDF
Routing Determination Function

RIS
Radio Interface Synchronization

R-LIMS-IWF
Requesting-LIMS-IWF
RLP
Roaming Location Protocol

RNC
Radio Network Controller

RRM
Radio Resource Management

RTD
Real Time Difference

RTT
Round Trip Time

SAI
Service Area Identifier
SAT
SIM Application Tool-Kit

SCCP
Signalling Connection Control Part

SCS
Service Capability Server

SGSN
Serving GPRS Support Node

SI
Service Interface (prefix to interface class method)

SIM
Subscriber Identity Module


SIP
Session Initiation Protocol

SIP-URI
SIP Uniform Resource Identifier
SIR
Signal Interference Ratio

SLF
Subscription Locator Function
SLP
SUPL Location Platform

SLPP
Subscriber LCS Privacy Profile

SMLC
Serving Mobile Location Centre

SMS
Short Message Service

SP
Service Point

SRNC
Serving RNC

SS7
Signalling System No 7

SUPL
Secure User Plane Location

TA
Timing Advance

TEL-URL
Telephone Uniform Resource Locator
TMSI
Temporary Mobile Subscriber Identity

TOA
Time Of Arrival

TTTP
Transfer To Third Party

UDT
SCCP Unitdata message

UE
User Equipment

UL
Uplink

UMTS
Universal Mobile Telecommunication System

USIM
Universal Subscriber Identity Module

UTDOA
Uplink Time Difference of Arrival

UTRAN
Universal Terrestrial Radio Access Network

VASP
Value Added Service Provider

V-GMLC
Visited -GMLC

VHE
Virtual Home Environment

WCDMA
Wideband Code Division Multiple Access

Further related abbreviations are given in TR 21.905 [3].

####################### START OF 3 CHANGES #######################
6
LCS Architecture

6.0 Introduction
Figure 6.1 shows the general arrangement of the Location Service feature in GSM, UMTS and EPS. This illustrates, generally, the relation of LCS Clients and servers in the core network with the GERAN, UTRAN and E‑UTRAN Access Networks. The LCS entities within the Access Network communicate with the Core Network (CN) across the A, Gb, Iu and S1 interfaces. Communication among the Access Network LCS entities makes use of the messaging and signalling capabilities of the Access Network.

As part of their service or operation, the LCS Clients may request the location information of UE. There may be more than one LCS client. These may be associated with the GSM/UMTS/EPS networks or the Access Networks operated as part of a UE application or accessed by the UE through its access to an application (e.g. through the Internet).

The clients make their requests to a LCS Server. There may be more than one LCS Server. The client must be authenticated and the resources of the network must be co-ordinated including the UE and the calculation functions, to estimate the location and optionally, velocity of the UE and result returned to the client. As part of this process, information from other systems (other Access Networks) can be used. As part of the location information returned to the client, an estimate of the accuracy of the estimate and the time-of-day the measurement was made may be provided.
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NOTE 1:
HSS includes both 2G-HLR and 3G-HLR functionality. LCS is included in the overall network architecture in TS 23.002 [20].

NOTE 2:
As one alternative the LCS client may get location information directly from GMLC, which may contain OSA Mobility SCS with support for the OSA user location interfaces. See TS 23.127 [26] and TS 29.198 [27, 28, 29 and 30].

NOTE 3:
The PPR functionality may be integrated in GMLC
NOTE 4:
The PMD functionality may be integrated in GMLC or PPR.

NOTE 5:
The LIMS-IWF may optionally be located within the GMLC.

NOTE 6:
LRF may interact with a separate GMLC or contain an integrated GMLC.

NOTE 7:
the SLP, which may be an H-SLP, V-SLP or E-SLP, may optionally be associated with an E-SMLC in order to share assistance data for support of both control plane LCS and OMA SUPL for an operator who deploys both solutions. Interaction between the E-SMLC and SLP is outside the scope of this TS.

NOTE 8:
The E-UTRAN may also comprise an LMU as noted in TS 36.300 [50] which interacts with an E-SMLC via the SLm interface. This LMU may be standalone or integrated into an eNodeB, as noted in TS 36.305 [42].

NOTE 9:
Interface between SGSN and GMLC when MAP-based is referred to as Lg. and when Diameter-based is referred to as Lgd
Figure 6.1-1: General arrangement of LCS

Figure 6.1-1a shows the general arrangement of the Location Service feature in I‑WLAN. This illustrates, generally, the relation of LCS Clients and servers in the core network with the WLAN Access Networks defined in TS 23.234 [y1].
NOTE 1: The support of location services for the I-WLAN architecture is no more maintained.
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NOTE 1:
The shaded area refers to WLAN 3GPP IP Access functionality.

NOTE 2:
The LCS La interface is added to support LCS for I‑WLAN

NOTE 3:
The GMLC can have the SLP functionality or GMLC can be connected to the SLP.

NOTE 4:
For I-WLAN emergency location determination, the Ml interface between E-CSCF and LRF will be used.  For roaming scenario, the Lr will be used.

Figure 6.1-1a: General arrangement of LCS for I-WLAN defined in TS 23.234  [y1]
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NOTE 1:
LRF may interact with a separate GMLC or contain an integrated GMLC.

NOTE 2:
the SLP, which may be an H-SLP, V-SLP or E-SLP, may optionally be associated with an E-SMLC in order to share assistance data for support of both control plane LCS and OMA SUPL for an operator who deploys both solutions. Interaction between the E-SMLC and SLP is outside the scope of this TS.

NOTE 3:
The E-UTRAN may also comprise an LMU as noted in TS 36.300 [50] which interacts with an E-SMLC via the SLm interface. This LMU may be standalone or integrated into an eNodeB, as noted in TS 36.305 [42].

NOTE 4:
Interface between SGSN and GMLC when MAP-based is referred to as Lg. and when Diameter-based is referred to as Lgd.

Figure 6.1-2: General arrangement of LCS with inter-GMLC and LIMS-IWF [Lr] interface

NOTE 2: For the scope of supporting location retrieval for IMS Emergency Service for WLAN access to EPC see TS 23.167 [36a] 
####################### START OF 4 CHANGES #######################
9.1.13
IW-MT-LR Procedure

Figure 9.16 describes the IW-MT-LR procedure.This procedure is applicable to the I-WLAN defined in TS 23.234 [y1] and it is no more maintained.
[image: image4.wmf]WLAN

UE

WLAN

AN

External

LCS

Client

HSS/

HLR

AAA

GMLC

WAG

PDG

2. LCS Request

3. Routing info

7. Positioning Procedures

8. LCS

Response

4. Routing info Ack

5. UE Routing Info Inquiry

6. UE Routing Info Inquiry Ack.

1. Connection Setup, Authentication, Tunnel Establishment


Figure 9.16: IW-MT-LR in I-WLAN

NOTE 1:
Even though figure 9.16 does not specify the specific services with IW-MT-LR, this flow can be applicable for both immediate and triggered services (e.g. periodic or change of area event case).

1.
A WLAN UE selects a WLAN AN and establishes the WLAN connection and is authenticated in I-WLAN. The WLAN AN may send the current location of WLAN AN to the WLAN UE. The WLAN AN may send its location to the AAA. The tunnel may be established with between WLAN UE and one of PDGs in PLMN.

2.
An external LCS client sends the LCS request to the GMLC. An external LCS client requests the current location, e.g. immediate location request, from a GMLC. The LCS Client may also request a triggered location request, e.g. periodic or change of area event. The GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or pseudonym of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client.


The LCS request may carry also the Service Identity and the Codeword. The GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the GMLC shall reject the LCS request. Otherwise, the GMLC can map the received service identity in a corresponding service type.


If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. The LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. The LCS service request may also contain the type of the Requestor identity if the requestor identity was included.


The GMLC performs privacy check on the basis of the UE user's privacy profile stored in the GMLC or PPR.

3.
Steps 3 and 4 may be skipped if the GMLC already has the address of the AAA server. Steps 3 to 6 may be skipped if the GMLC has alternative access to the UE's IP address (e.g. using dynamic DNS or from a previous interaction with the UE) or is able to instigate step 7 without knowing this address (e.g. using MT-SMS or WAP Push in the case of SUPL). GMLC requests the address of AAA server and WLAN UE capability to the HSS. In this case, the capability information of the WLAN UE refers to capability information of the terminal relevant to positioning such as whether the terminal supports the OMA SUPL (OMA AD SUPL [38], OMA TS ULP [39]) or whether it supports another location procedures.

4.
HSS returns the address of AAA server of the target WLAN UE and the capability of the WLAN UE to GMLC.

5.
If the target WLAN UE supports the OMA SUPL, GMLC queries AAA to obtain the address of WLAN UE. GMLC may request the location of WLAN UE.

6.
If its location is available and the quality of position meets the LCS QoS requested by GMLC, then AAA responds with available location information of the WLAN UE to the GMLC. Otherwise, GMLC retrieves the address of WLAN UE from AAA. If there is no tunnel is available between the PDG and the WLAN UE, the AAA will return an indication that UE is not reachable.

7.
GMLC initiates positioning procedure. This shall use SUPL procedures based on OMA SUPL (OMA AD SUPL [38], OMA TS ULP [39]). If the tunnel between the WLAN UE and the PDG is available and the GMLC has obtained the UE IP address, GMLC generates an SUPL initiation message, and transmits it to the WLAN UE by using the address of WLAN UE over available IP connection between the WLAN UE and the PDG. If the tunnel between the WLAN UE and the PDG is not available or if the GMLC did not obtain the UE IP address, GMLC sends an SUPL initiation message using the UE IP address if available or by other means (e.g. MT-SMS or WAP Push).

8.
The location information obtained will be transferred to external LCS client.

NOTE 2:
The GMLC may, as an implementation option, cache the results received in step 4 and/or step 6 in order to avoid further queries when a location request is received for the same target UE at a later time and the AAA server address and/or WLAN UE address, respectively, has not changed.

####################### START OF 5 CHANGES #######################
9.1.14
IW-MT-LR Procedure without HLR/HSS or AAA Query

This procedure is applicable to the I-WLAN defined in TS 23.234 [y1] and it is no more maintained.

Figure 9.17 illustrates current or last known location requests for an emergency services call, where an emergency services client (i.e. a Public Safety Answering Point) requests updated location information for the target UE. In order to support location of emergency call s from UICC-less terminals, TS 23.167 [36a] specifies that the IMS core shall push information identifying the terminal to the PSAP and GMLC during establishment of the emergency call.

NOTE 1:
In some regions, based on regional specifications, the GMLC may use correlation information that was previously provided to it by the IMS Core to identify the target UE.

The IMS core also sends the correlation information to the PSAP during the call establishment as described in TS 23.167 [36a]. Using the correlation key the PSAP may request the initial or updated location information from the GMLC. The management of this regional correlation information (e.g. ESQK in North America) and support of the Le interface to the external LCS Client may be handled by a separate functional entity from the GMLC, e.g. a RDF as defined in TS 23.167 [36a].

[image: image5.wmf]WLAN

UE

WLAN 

AN

External

LCS 

Client

HSS

/

HLR

AAA

GMLC

/

SLP

WAG

PDG

3

. 

LCS Request

4

. 

Positioning Procedures

5

. 

LCS Response

1

. 

Connection Setup

, 

Authentication

, 

Tunnel Establishment

2

. 

Emergency Call Establishment


Figure 9.17: IW-MT-LR without an HLR/HSS or AAA Query

1.
The WLAN UE selects a WLAN AN and establishes the WLAN connection and may be authenticated in I-WLAN. The tunnel is established between the WLAN UE and a PDG in PLMN.

2.
The WLAN UE establishes an emergency services call as described in TS 23.167 [36a]. The UE determines its own location if possible. The UE may include the identifier of access node (e.g., MAC address of the AP), if available, as location identifier in the session request and possibly other readily available location information, e.g. GPS based coordinates or the street address of the UE or the AP as provided by the user of the UE. If the UE is not able to determine its own location, the UE may, if capable, request the location information from the IP‑CAN or SLP. The case when the UE requests its own location information or enhanced location information from the SLP using OMA-SUPL is described in clause 9.2.5. The IP-CAN may return a representation of the location information to the UE. During this step, the IMS core may push the WLAN UE's identification and the location information  provided by the UE to the LRF (GMLC) along with correlation information, if applicable. The GMLC may record this information but in some regions only for the duration of the call as the case may be. The correlation information may be regionally specific (e.g. as is the case for support of location for an emergency call in the CS domain in clause 9.1.3). The IMS core shall also send the correlation information to the PSAP/ emergency centre during the call establishment as specified in TS 23.167 [36a].

NOTE 2:
The mechanism used by the UE to obtain location information from the I‑WLAN IP‑CAN is out of scope. One method that could be used is the mechanism defined by IEEE 802.11k Task Group for carrying location information (per RFC 3825) from one IEEE 802.11 station/AP to another IEEE 802.11 station/AP.

3.
An external LCS client associated with the emergency centre PSAP sends a location request to the GMLC for the initial location or an updated location for the WLAN UE. The request may include the address and the identification of the WLAN UE and in some regions may include correlation information that enables the GMLC to associate the request with the information stored in step 2.

4.
If initial location was requested the procedure continues from step 5. If updated location was requested the GMLC initiates a positioning procedure where either the UE or GMLC determines the position of the UE. GMLC/SLP shall request the UE to establish a so called user plane connection with the GMLC/SLP and use the OMA SUPL mechanism specified by OMA (OMA AD SUPL [38], OMA TS ULP [39]) to transport location related assistance data and location information between the UE and GMLC/SLP. The UE may send the identifier of the access node (e.g. MAC address of the AP) to the GMLC and GMLC, possibly using an external database, maps this location identifier to the corresponding geographical information, e.g. coordinates or street address. GMLC may return this geographical information to the UE.

NOTE 3:
The location information obtained based on the mapping of an identifier of access node (e.g. MAC address of the AP) to location information stored in a database may not be correct, e.g. the location of the AP might be changed without any updates to the database.

5.
GMLC sends the initial location information, if so requested, or the updated location information obtained in step 4 to the external LCS client.

####################### START OF 6 CHANGES #######################
9.2.5
WLAN UE Originated Procedure in I-WLAN

This procedure is applicable to a UE connected to I-WLAN defined in TS 23.234 [y1] and it is no more maintained.
Figure 9.8c describes the MO-LR procedure for LCS for I-WLAN.


[image: image6.wmf]WLAN

UE

WLAN 

AN

External

LCS 

Client

HSS

/

HLR

AAA

GMLC

/

SLP

WAG

PDG

3

. 

LCS 

Response

1

. 

Connection Setup

, 

Authentication

, 

Tunnel Establishment

2

. 

Mobile Originated Positioning Procedures


Figure 9.8c: WLAN UE Originated Procedure in I-WLAN

1.
The WLAN UE selects a WLAN AN and establishes the WLAN connection and is authenticated in I-WLAN. The tunnel is established with between WLAN UE and one of PDGs in PLMN.

2.
WLAN UE initiates positioning procedure by establishing a so called user plane connection with the GMLC/SLP and shall use the OMA SUPL mechanism specified by OMA (OMA AD SUPL [38], OMA TS ULP [39]) to transport location related assistance data and location information between the UE and GMLC/SLP. The UE may receive assistance data and determine its own location and send its location information to the GMLC/SLP or the UE sends measurement results to the GMLC/SLP. In case GMLC/SLP determines the location of the UE, the GMLC/SLP shall send the location information to the WLAN UE. The UE may also send the identifier of the access node (e.g., MAC address of the AP) to the GMLC and GMLC, possibly using an external database, maps this location identifier to the corresponding geographical information, e.g. coordinates or street address and returns the result to the UE.

3.
The location information obtained is transferred to external LCS client if requested by WLAN UE. The estimated position of a WLAN UE can be stored in the GMLC after WLAN UE originated positioning procedure for future uses subject to the privacy settings of the WLAN UE. If there is an LCS request from an external LCS Client, the stored location information can be delivered to the external LCS client if the stored location information satisfies LCS QoS requested.
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