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***** BEGIN 1st CHANGE *****
4.1
General

A Push To Talk service provides an arbitrated method by which two or more users may engage in communication. Users may request permission to transmit (e.g., traditionally by means of a press of a button). The Mission Critical Push To Talk over LTE (MCPTT) service supports an enhanced PTT service, suitable for mission critical scenarios, based upon 3GPP Evolved Packet System (EPS) services. The requirements for Mission Critical Push To Talk (MCPTT) service defined within can also form the basis for a non-mission critical Push To Talk (PTT) service.

The MCPTT Service is intended to support communication between several users (a group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. However, the MCPTT Service also supports Private Calls between pairs of users. The MCPTT Service builds on the existing 3GPP transport communication mechanisms provided by the EPS architectures to establish, maintain, and terminate the actual communication path(s) among the users.

The MCPTT Service also builds upon service enablers: GCSE_LTE and ProSe. To the extent feasible, it is expected that the end user's experience to be similar regardless if the MCPTT Service is used under coverage of an EPC network or based on ProSe without network coverage. To clarify this intent, the requirements are grouped according to applicability to on-network use, off-network use, or both.
Though the MCPTT Service primarily focuses on the use of LTE there might be users who access the MCPTT Service through non-3GPP access technology, dispatchers and administrators are examples of this. Dispatchers and administrators are special users who have particular admin and call management privileges which normal users might not have. In MCPTT dispatchers can use an MCPTT UE (i.e., LTE) or a non-3GPP access connection to the MCPTT Service based on a "dispatcher and Administrator" interface. Through this interface a user is able to access and manage the services related to on the network and those common to on the network and off the network.
The MCPTT Service allows users to request the permission to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e., Floor control). When multiple requests occur, the determination of which user's request is accepted and which users' requests are rejected or queued is based upon a number of characteristics (including the respective priorities of the users in contention). MCPTT Service provides a means for a user with higher priority (e.g., MCPTT Emergency condition) to override (interrupt) the current talker. MCPTT Service also supports a mechanism to limit the time a user talks (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.

The MCPTT Service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An MCPTT Service user may join an already established MCPTT Group call (Late call entry). In addition the MCPTT Service provides the User ID of the current speaker(s) and user’s Location determination features.

The users of an MCPTT Service may have more stringent expectations of performance than the users of a commercial PTT service.
MCPTT is primarily targeting to provide a professional Push To Talk service to e.g., public safety, transport companies, utilities or industrial and nuclear plants. In addition to this a commercial PTT service for non-professional use (e.g., groups of people on holiday) may be delivered through an MCPTT system. Based on their operational model, the performance and MCPTT features in use vary per user organization, where functionality which is more mission critical specific (e.g., Ambient Listening and Imminent Peril Call) might not be available to commercial customers.
MCPTT Users expect to communicate with other MCPTT Users as outlined above, however MCPTT Users also need to be able to communicate with non MCPTT Users using their MCPTT UEs for normal telephony services.
***** BEGIN 2nd CHANGE *****
4.6.6
MCPTT priority for Private Call
The MCPTT Service uses User Static Attributes of the Participants, potentially adjusted based on User Dynamic Attributes, if applicable. By default, the priority of an MCPTT Private Call is the same as the priority of the originator of the call. Similar to group calls there are MCPTT Emergency Private Calls (with Floor control), which also have a similarly high priority. These are used where there is immediate danger to the user and are typically used to communicate with a dispatcher.
***** BEGIN 3rd CHANGE *****
5.1.1
General aspects

[R-5.1.1-001] The MCPTT Service shall allow an MCPTT User utilizing one or more MCPTT UE(s), concurrently, to sign-in and receive service on each of the MCPTT UE(s).

[R-5.1.1-002] The MCPTT Service shall provide a mechanism by which an MCPTT UE makes a 1-to-many MCPTT transmission to any MCPTT Group(s) for which the current MCPTT User is authorized.

NOTE:
For off-network use, only group members with MCPTT Ues within communication range receive the transmission.
[R-5.1.1-003] The MCPTT Service shall be able to notify the Affiliated MCPTT Group Members when the group communication is set up (e.g., this can be provided as an audible tone on the MCPTT UE).

[R-5.1.1-004] The MCPTT Service shall provide a mechanism to disable notifications (e.g., audible tone) on an MCPTT UE when receiving normal MCPTT Group calls (not MCPTT Emergency or Imminent Peril Calls).
[R-5.1.1-005] At any moment in time in a call, only one Participant type shall be used per Participant.

***** BEGIN 4th CHANGE *****
5.5.1
Overview

MCPTT Users receive call traffic of their affiliated MCPTT Groups. This multiple receiving, called monitoring by some organizations, provides MCPTT Users current information about police, fire or critical medical events that are occurring within their jurisdictions. This is useful for dispatchers or those that might not be the primary support for that event at that moment. The information gained by monitoring might be useful for the dispatcher to determine any actions to take or be useful later if the MCPTT User is deployed to provide additional support for that event. The MCPTT User might be assigned to support the activities of more than one MCPTT Group on the same shift. This means that the MCPTT User receives multiple MCPTT Groups.

An MCPTT User with limited speaker resources (e.g., a handheld UE) might find that playing out concurrent received audio from multiple active MCPTT Groups becomes confusing and could also cause undesired voice distortion for the receiving user. During periods of time when the MCPTT User is receiving audio from multiple MCPTT Groups, which MCPTT Group’s audio is presented to the MCPTT User is determined by the MCPTT User’s choice, the priority associated with the talker of the Selected MCPTT Group(s), other considerations or combinations of these. The MCPTT UE is aware of all the active groups to which the MCPTT User has affiliated or selected and the identity of the other active receiving groups is available for display on the MCPTT UE. When the receive activity from the Selected MCPTT Group stops, the MCPTT UE might present the audio from the next group per the MCPTT User’s choice or by other means.

If none of the multiple groups to which the MCPTT User has affiliated or selected is active, the MCPTT UE would continue to monitor for activity by any of the multiple affiliated or Selected MCPTT Groups. Monitoring for activity of multiple MCPTT Groups is also known as scanning and the list of the multiple groups is also known as a scan list.

***** BEGIN 5th CHANGE *****
5.7.1
Overview

MCPTT Emergency Group Call and MCPTT Imminent Peril group call are MCPTT Group Calls that provide the MCPTT User elevated priority towards obtaining resources of the MCPTT system. The MCPTT Emergency Private Call similarly provides elevated priority to resources of the MCPTT system. The MCPTT Emergency Alert provides a notification of an MCPTT Emergency situation from an MCPTT UE, regardless if the user is signed in with the MCPTT Service or not.

The MCPTT Emergency Alert is initiated from an MCPTT UE to inform the MCPTT Service of the user’s immediate need of assistance due to the user’s personal, life-threatening situation. If the user is not properly authenticated, he is treated as a temporary MCPTT User with limited permissions. The user initiates this notification by actuating a user interface on the MCPTT UE. The notification to the MCPTT Service includes the MCPTT User’s ID, potentially an MCPTT Group ID, the user’s Mission Critical Organization name and the most current location available for the user’s MCPTT UE.

The user profile/group configuration determines which MCPTT Group ID is used, if any. If the user profile indicates that a dedicated (i.e., not used for everyday traffic) MCPTT Emergency Group is to be used, then the MCPTT Emergency call traffic moves to a different group. MCPTT Users that support MCPTT Emergency situations are required to monitor the dedicated MCPTT Emergency Group(s) for call activity. If the user profile indicates that the selected (i.e., currently active) MCPTT Group is to be used, then its Group ID is used, unless no group is selected.

After the MCPTT User has initiated an MCPTT Emergency Alert, MCPTT Emergency Private Call or MCPTT Emergency Group Call, the MCPTT User is considered to be in the MCPTT Emergency State. The user remains in the MCPTT Emergency State until the MCPTT User cancels the MCPTT Emergency State.

An MCPTT Group Call started by an MCPTT User while in the MCPTT Emergency State or previously started but followed by an MCPTT Emergency Alert becomes an MCPTT Emergency Group Call. The MCPTT Group ID used for the MCPTT Emergency Group Call is the same MCPTT Group ID included in the MCPTT Emergency Alert. An MCPTT User or dispatcher might initiate an MCPTT Emergency Group Call without an MCPTT Emergency Alert. The start of an MCPTT Emergency Group Call starts an In-progress Emergency condition for the MCPTT Group. Any subsequent MCPTT Group Call made by any MCPTT Group Member of an MCPTT Group which has an In-progress Emergency is treated as an MCPTT Emergency Group Call. MCPTT Emergency Group priority is removed when the In-progress Emergency for the group is cancelled.

An MCPTT Private Call started by an MCPTT User while in the MCPTT Emergency State becomes an MCPTT Emergency Private Call.

MCPTT Imminent Peril group call is differentiated from MCPTT Emergency Group Call based on for whom the assistance is required. The MCPTT Emergency Group Call is initiated by an MCPTT User for assistance for the MCPTT Emergency condition involving that user. The MCPTT Imminent Peril group call is initiated by an MCPTT User for assistance to other MCPTT Users or persons of the general public observed to be in trouble and may soon need assistance.

There is no MCPTT Imminent Peril Alert and no MCPTT Imminent Peril State for MCPTT Users. The granting of an MCPTT Imminent Peril group call starts an In-progress Imminent Peril condition for the MCPTT Group. Any subsequent MCPTT Group Call made by any MCPTT Group Member of an MCPTT Group which has an In-progress Imminent Peril condition is treated as an MCPTT Imminent Peril group call. MCPTT Imminent Peril Group priority is removed when the In-progress Imminent Peril for the group is cancelled.
***** BEGIN 6th CHANGE *****
5.7.2.1.1
MCPTT Emergency Group Call requirements

[R-5.7.2.1.1-001] The MCPTT Service shall support MCPTT Emergency Group Calls from an authorized MCPTT Group Member on the currently Selected MCPTT Group or on an MCPTT Group designated for MCPTT Emergency Group Calls.
[R-5.7.2.1.1-002] When an MCPTT User initiates an MCPTT Emergency Group Call this may trigger an MCPTT Emergency Alert for that MCPTT User.

[R-5.7.2.1.1-003] When an MCPTT User initiates an MCPTT Emergency Group Call this shall put that MCPTT User into an MCPTT Emergency State.

[R-5.7.2.1.1-004] The MCPTT Service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls, MCPTT Emergency Private Calls (with Floor control), and other MCPTT Emergency Group Calls.

[R-5.7.2.1.1-005] The MCPTT Service shall be capable of changing a group call in progress to an MCPTT Emergency Group Call.

[R-5.7.2.1.1-006] MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls, MCPTT Emergency Private Calls (with Floor control), and other MCPTT Emergency Group Calls.

[R-5.7.2.1.1-007] The MCPTT Service shall provide the User ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to Affiliated MCPTT Group Members.

[R-5.7.2.1.1-008] The MCPTT Service shall add the MCPTT Emergency priority to the group when an In-progress Emergency on that group is initiated.

[R-5.7.2.1.1-009] The MCPTT Service shall remove the MCPTT Emergency priority associated with the group when an In-progress Emergency on that group is cancelled.

Editor's Note: The interaction of MCPTT Emergency call and Imminent Peril Call is FFS.

[R-5.7.2.1.1-010] The Affiliated MCPTT Group Members shall be notified when their group call transitions to an In-progress Emergency.

[R-5.7.2.1.1-011] The MCPTT Service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the MCPTT Emergency Group Call(s) until the In-progress Emergency is cancelled.

[R-5.7.2.1.1-012] The MCPTT Service shall maintain an In-progress Emergency condition for a group from the time the initial MCPTT Emergency Group Call was requested until the In-progress Emergency condition is cancelled.

[R-5.7.2.1.1-013] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated MCPTT Emergency Group) is used for the MCPTT Emergency Group Call by an MCPTT User.
***** BEGIN 7th CHANGE *****
5.7.2.3.2
MCPTT Emergency Private Call (with Floor control) cancellation requirements

[R-5.7.2.3.2-001] The MCPTT Service shall support cancellation of the MCPTT Emergency priority of an MCPTT Emergency Private Call (with Floor control) by an authorized MCPTT User.

[R-5.7.2.3.2-002] The MCPTT Service shall support cancellation of the MCPTT Emergency priority of an MCPTT Emergency Private Call (with Floor control) when criteria established by the MCPTT Administrator are met (e.g., timeout).

[R-5.7.2.3.2-003] The MCPTT Service shall support an MCPTT User cancelling their own MCPTT Emergency State.
***** BEGIN 8th CHANGE *****
5.7.2.4.1
MCPTT Emergency Alert requirements

[R-5.7.2.4.1-001] The MCPTT Service shall support an MCPTT Emergency Alert capability, which on initiation by an MCPTT User shall put that MCPTT User into the MCPTT Emergency State and cause that MCPTT UE to send an MCPTT Emergency Alert.

[R-5.7.2.4.1-002] The MCPTT Service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.

[R-5.7.2.4.1-003] The MCPTT Emergency Alert shall contain the following information: Location, User ID and group ID (i.e., user’s selected group or dedicated MCPTT Emergency Group, as per group configuration) and the user’s Mission Critical Organization name.

[R-5.7.2.4.1-004] The MCPTT Emergency Alert shall be distributed to affiliated members of the group that was used in the MCPTT Emergency Alert, where it is associated with an MCPTT Emergency Private Call (with Floor control) the MCPTT Emergency Alert shall be distributed to the MCPTT User that the call was initiated to.
[R-5.7.2.4.1-005] The MCPTT Service shall provide a mechanism for an authorized MCPTT User to configure an MCPTT Emergency Alert to send a notification to MCPTT Users within a configurable geographic area of the MCPTT User entering the MCPTT Emergency State, independent of the MCPTT Group Membership.
[R-5.7.2.4.1-006] The MCPTT UE shall maintain knowledge of the MCPTT Emergency State, until cancelled.

[R-5.7.2.4.1-007] Until the MCPTT Emergency State is cancelled on the MCPTT UE, all MCPTT Group call or Private Call (with Floor control) transmissions by the MCPTT User shall be an MCPTT Emergency Group Call or Emergency Private Call (with Floor control).

[R-5.7.2.4.1-008] The MCPTT UE shall be configurable as to which group (i.e., user’s selected group or dedicated MCPTT Emergency Group) or MCPTT User is used for the MCPTT Emergency communications.

[R-5.7.2.4.1-009] The MCPTT UE shall immediately affiliate to the group configured for MCPTT Emergency Group Call, if not already affiliated to the group, after activating an MCPTT Emergency Alert.
[R-5.7.2.4.1-010] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).

[R-5.7.2.4.1-011] The MCPTT Service shall provide a mechanism for an MCPTT User to configure, subject to MCPTT Service policy, how they are notified of an incoming MCPTT Emergency Alert (e.g., visual, audio).

[R-5.7.2.4.1-012] The MCPTT Service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (i.e., user’s selected group or dedicated MCPTT Emergency Group) or MCPTT User (e.g., dispatcher) is used for the MCPTT Emergency Alert by an MCPTT User.
***** BEGIN 9th CHANGE *****
5.12
Location

[R-5.12-001] The MCPTT Service shall support conveyance of precise Location information provided by the MCPTT UE.

[R-5.12-002] The MCPTT Service shall provide for the flexibility to convey future formats of Location information.

[R-5.12-003] The MCPTT Service shall provide a means for MCPTT Administrators to manage the privacy of Location information for MCPTT Users within their authority.
[R-5.12-004] An authorized MCPTT User shall be able to restrict the MCPTT UE from supplying Location information for MCPTT communications.

[R-5.12-005] The Location information shall represent the current Location of the talker and not the Location of the talker at the time of the MCPTT call establishment.
[R-5.12-006] The MCPTT Service shall provide a means for an MCPTT User Profile to be configured with one or more Location information update triggers (i.e., a condition that, when satisfied, causes the MCPTT UE to transmit its current Location, if known).

[R-5.12-007] The MCPTT Service shall provide a means for MCPTT Administrators to modify Location information update triggers within the MCPTT User Profile of an MCPTT User within their authority at any time while the MCPTT User is on the network.

[R-5.12-008] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in the MCPTT User’s active MCPTT User Profile is satisfied (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

[R-5.12-009] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever the MCPTT User initiates an MCPTT Emergency Alert.

[R-5.12-010] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever the MCPTT User initiates an MCPTT Emergency Group Call.

[R-5.12-011] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever the MCPTT User initiates an MCPTT Imminent Peril Call.

[R-5.12-012] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update if the MCPTT User is in an MCPTT Emergency State and a configured amount of time has passed since the previous location information update.

[R-5.12-013] The MCPTT Service shall provide a means for an MCPTT UE to send a Location information update whenever a trigger condition configured in an MCPTT User’s active MCPTT User Profile is satisfied while the MCPTT User is in MCPTT Emergency State (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

NOTE 1:
The Location information update triggers for an MCPTT User in an MCPTT Emergency State might be different than the Location update triggers used when the MCPTT User is not in an MCPTT Emergency State.

[R-5.12-014] The MCPTT Service shall provide a means for an MCPTT Administrator to define geographical areas to be used for Location information update triggers for MCPTT Users within their authority.

[R-5.12-015] The MCPTT Service shall provide a means for an MCPTT UE in a predefined area to send a Location information update whenever a trigger condition configured in an MCPTT User’s active MCPTT User Profile is satisfied (e.g., initial registration, distance travelled, elapsed time, cell change, tracking area change, PLMN change, MCPTT call initiation).

NOTE 2:
The Location information update triggers for an MCPTT User in a predefined area might be different than the Location update triggers used when the MCPTT User is not in a predefined area.
***** BEGIN 10th CHANGE *****
6.2.2
Queuing

[R-6.2.2-001] The MCPTT Service shall prioritize the transmit request queue based on the type of call (e.g., group, private), urgency of the call (e.g., general group, MCPTT Emergency, Imminent Peril), attributes (e.g., priority level) of the MCPTT Group (if a group call), and attributes (e.g., priority level) of the requesting MCPTT User.

[R-6.2.2-002] When prioritizing the transmit queue, the MCPTT Service may assign higher priority to calls of the MCPTT Groups and MCPTT Users operating within the boundaries of their jurisdictions, if known.

[R-6.2.2-003] When prioritizing the transmit queue, the MCPTT Service may assign higher priority to calls of the MCPTT Groups and MCPTT Users during hours of operation or while on duty, if known.

[R-6.2.2-004] The MCPTT Service shall allow MCPTT Users with queued requests for permission to transmit to cancel their requests.

[R-6.2.2-005] If an MCPTT Group Call request to transmit has been queued, the MCPTT Service shall provide, upon request, that MCPTT User's current position in the queue.

[R-6.2.2-006] If a request for an MCPTT Group call is queued, the MCPTT Service shall provide an indication to the requester when the call continues.

***** BEGIN 11th CHANGE *****
6.2.3.3.3
Override – simultaneously Transmitting MCPTT Group Members

[R-6.2.3.3.3-001] If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants, authorized receiving Participants shall be enabled to listen to both the overriding and overridden Participant transmissions, dependent on configuration.
[R-6.2.3.3.3-002] The MCPTT Service shall allow successive overrides of an MCPTT Group Call when the request to override is made by an MCPTT User having a higher Floor control priority than the currently transmitting Participants.
[R-6.2.3.3.3-003] In the case of successive overrides, the MCPTT Service shall enable only two transmissions, one overriding transmission, from the highest priority MCPTT User, and one overridden transmission, chosen from among the two overridden Participants based upon configured rule(s). (i.e., this could be based simply on priority of user, it could be based on a policy that an overridden MCPTT Emergency transmission shall remain as the overridden transmission or a rule could be established that the MCPTT system shall not allow two dispatchers to be both the overriding and overridden transmitters.).

***** BEGIN 12th CHANGE *****
6.16.4
Recording and audit requirements
[R-6.16.4-001] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log the metadata of the MCPTT Group Calls and MCPTT Private Calls under the organization's authority.
[R-6.16.4-002] Metadata shall be logged for both the transmitting Participant and the receiving Participant(s).

[R-6.16.4-003] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to record the talker audio of the MCPTT Group Calls and MCPTT Private Calls under the organization’s authority.

[R-6.16.4-004] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per call: start of call time, date, MCPTT User ID, MCPTT Group ID, Location information of the transmitting Participant, end of call time, call end reason, and call type (e.g., MCPTT Emergency, regroup, private).
[R-6.16.4-005] If an MCPTT Group Call or MCPTT Private Call uses end-to-end confidentiality, the MCPTT Service shall provide a mechanism for a Mission Critical Organization to maintain the end-to-end confidentiality when the MCPTT Group Call or MCPTT Private Call is logged.
[R-6.16.4-006] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log the metadata of non-call related user activities under the agency's authority.

[R-6.16.4-007] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following non-call activity types: MCPTT Emergency Alert, MCPTT Emergency Alert cancellation, In-progress Emergency cancellation, registration state change, overridden event, user remote logout, changing another user's affiliations, affiliation change, and change of Selected MCPTT Group.

[R-6.16.4-008] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log at least the following metadata per non-call activity: time, date, MCPTT User identity, and activity type. The following metadata should be logged if applicable to the activity type: Group ID, Location information of the MCPTT User, affiliation list, target User ID and success/failure indication.

[R-6.16.4-009] The MCPTT Service shall provide a mechanism for a Mission Critical Organization to log metadata for all failed authorization attempts (e.g., invalid login password) by an MCPTT User.

[R-6.16.4-010] The MCPTT Service shall provide a mechanism to collect metadata for network access events (e.g., pre-emption of EPS bearer, loss of signal, failed registration attempts).

***** BEGIN 13th CHANGE *****
7.1
Off-network Push To Talk overview

The MCPTT Service while operating in off-network mode comprises a set or collection of functions necessary to provide Mission Critical Push To Talk over LTE (MCPTT) using a ProSe E-UTRA direct (UE-to-UE) Communication path (ProSe direct communication path) for transport. The ProSe direct communication path does not traverse the network infrastructure.

Users operating off the network are either out of network coverage (not served by E-UTRAN) (e.g., in a remote mountain area fighting a forest fire 20 miles from the nearest network) or have selected a ProSe direct communication path for MCPTT while in network coverage. MCPTT Users operating off the network need to be in ProSe direct communication range in order to communicate.

NOTE 1:
While the network is likely to be a primary, reliable transport of MCPTT communications, there are many situations where MCPTT communications are needed in areas where the network is not available, or coverage is not reliable.

When MCPTT Users might be outside of the coverage of the fixed network, such as first responders in a rural area assisting in a response to a plane crash, fire fighters in a remote mountain area fighting a forest fire or police officers inside a residence responding to a domestic issue. Off-network MCPTT communications are expected to be immediately accessible to users in the absence of the network.

MCPTT Users in network coverage might be working in a confined area, such as fire fighters fighting a structure fire where direct UE-to-UE communication is more desirable and reliable. Users can communicate directly with one another without having to overcome the resistance of a building and distance to the nearest base station to communicate with other members of their team inside the building that are nearby.

To operate off the network, an MCPTT UE is capable of automatically switching to a ProSe direct communication path for use of MCPTT when detecting an off-network (out of coverage) condition. In addition a mechanism is provided for an authorized user to select (manually switch to) a ProSe direct communication path for use of off-network MCPTT communications (e.g., while in network coverage).

When operating off the network, the MCPTT Service is provided by the MCPTT application on the UE as compared to operations on the network, where the MCPTT Application on the UE interacts with an MCPTT server and the network to provide the MCPTT Service.

NOTE 2:
For MCPTT Ues that have selected a ProSe E-UTRA Direct Communication path for use of MCPTT while in network coverage, signalling with the network and MCPTT Service might be available (e.g., radio resource allocation, personality management updates and cryptographic key management updates), while the MCPTT User transmissions would be direct between the MCPTT Ues (e.g., not traversing the network).

The Off-Network MCPTT Service builds upon ProSe enablers to establish, maintain and terminate the signalling and communication path(s) among the off-network users. To the extent feasible, it is expected that the end user's experience is similar regardless if the MCPTT Service is used with an EPC network or based on the use of a ProSe direct communication path.
The Off-Network MCPTT Service is intended to support communication between a group of users (a group call), where each user has the ability to gain access to the permission to talk in an arbitrated manner. However, the MCPTT Service also supports Private Calls between pairs of users.
When operating off the network the MCPTT Service allows users to request the permission to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e., Floor control).
The Off-Network MCPTT Service provides a means for a user with higher priority (e.g., MCPTT Emergency condition) to override (interrupt) the current talker. The Off-Network MCPTT Service also supports a mechanism to limit the time a user talks (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.
The Off-Network MCPTT Service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An Off-Network MCPTT Service user might join an already established MCPTT Group call (Late call entry). In addition the Off-Network MCPTT Service supports User IDs, aliases and user Location determination features.

For operation off the network (e.g., when out of network coverage), an MCPTT UE is (pre-)provisioned by an MCPTT Administrator and/or authorized user with the following in order to use MCPTT:

a) An MCPTT User Profile associated with each of the intended MCPTT Users of the MCPTT UE that might be used for off-network operation;

1) An alphanumeric identifier (with a minimum length of N3) (i.e., alias) for each MCPTT User;

2) A number of off-network MCPTT Groups for use by the MCPTT User;

3) An alphanumeric identifier (i. e., alias) for the authorized off-network MCPTT Groups;

4) A Mission Critical Organization name if available, associated with each of the intended MCPTT Users or Administrator;
5) A number of off-network MCPTT Users for Private Call for which the MCPTT User is authorized; 

b) Authentication and end to end security keys.

NOTE 3:
MCPTT Ues can be provisioned for off-network use by either configuration outside of network coverage or by attaching to the network.
An MCPTT UE operating off the network is capable of transmitting the talker Location information, User ID, alias(es), off-network MCPTT Group ID, group alias and, if available, Mission Critical Organization name of the user who is talking (i.e., whose UE is transmitting) to all other users in a call including MCPTT Ues operating off the network that are late entering a call in progress.

The Off-Network MCPTT Service uses the capabilities defined in ProSe TS 22.278 [5], including the ProSe Relay capabilities defined in ProSe TS 22.278 [5] and GCSE_LTE TS 22.468 [6].

NOTE 4:
As indicated in TS 22.278 [5] use of a ProSe Direct Communication path outside of network coverage is only applicable for Public Safety ProSe enabled Ues. For non-Public Safety ProSe enabled Ues the selection of the most appropriate communication path (ProSe Communication path (direct or routed via local eNB) or EPC path) is under network control and based on operator preferences.
MCPTT Service requirements specific to off-network use are defined in clause 7. Common MCPTT service requirements defined in clause 5 apply whether the MCPTT Service is in use on the network or off the network.

***** END CHANGES *****
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