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	Reason for change:
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	The following editor’s notes are not needed anymore. Motivation is also provided below. 

- “Whether there are any impacts on credit management functionality is not studied yet.”: 

No impacts have been found for the credit management functionality in 23.203. It is expected that SA5 will further work on charging aspects related to BBAI.

- “It is FFS any alternative options to set up the S9a session from BPCF.”: No additional options have been identified or proposed so far. It should thus be safe to remove this note.

- “It is not decided if the APN is sent from the BPCF to be used for PCRF discovery”: In the BBF published document WT-203 , Section 9.3.4 – PCRF Discovery , Requirement 85 states the following: 
The BPCF MUST support the discovery of a 3GPP PCRF using a Diameter Routing Agent function located in 3GPP mobile network based on the user identity (mobile UE NAI) and optionally on the 3GPP APN.

Therefore, the Editor’s Note can be removed.

- “Whether additional event triggers are applicable to BBF interworking scenario is FFS “:
There has been no proposal or discussion to provide additional event triggers. Therefore it is safe to remove this note then define the event triggers that are specific for Fixed Broadband Access in clause P.5.1
- “Whether the Aggregate Resource is used and the definition of Aggregate Resource is FFS”:
No usage or definition of aggreate resources have been proposed so far. Aggregation, if considered needed, could be done by the BPCF that has more information on what aggregation level is suitable for the BBF network. Therefore the aggregate resource and the editor’s note can be removed. 


- “It is FFS if the QoS Rule provisioning should include the MBR as well”:
The QoS Rule defined in 23.203 contain the MBR as an optional parameter. There does not seem to be any reason for not including the MBR as an optional parameter in the QoS Rule also on S9a. Therefore it is proposed to add the MBR to the list of QoS parameters and remove the editor’s note.

- “Whether additional condition and criteria specific for BBF network and defined by BBF forum are applicable for trigger BPCF-Initiated IP-CAN session modification is for further study and out of the scope of 3GPP definition”:
This topic is out of scope to 3GPP and no additional work is expected in 3GPP unless indicated by BBF. Therefore this should not be an editor’s note. 

- “The information elements needs to be further detailed”:
In case of QoS Rule failure the BPCF needs to report the what rule has failed and a corresponding reason code.
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- Change editor’s note about BPCF-initiated IP-CAN session modification into a NOTE
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**** First Change ****

P.5.1
Overall description

For EPC based Fixed Broadband Access Interworking the credit management, reporting, usage monitoring, termination actions, service data prioritization, termination actions, standardized QoS characteristics as defined in clause 6.1 shall apply.
For Fixed Broadband Access the event triggers in table P.X shall apply in addition to the ones in table 6.2.

Table P.X: Fixed Broadband specific event triggers

	Event trigger
	Description

	UE local IP address change
	The UE local IP address assigned by Fixed Broadband Access has changed



**** Next Change ****
P.7.2.2
IP-CAN Session Establishment with S9a session established by PCRF
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Figure P.7.2.2: IP-CAN Session Establishment with Gateway Control Session establishment on S9a by PCRF

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is the same as described in clause 7.2 with the exceptions described below:

1.
Step 1 is performed only in case 2a and case 2b where the ePDG (BBERF) initiates a Gateway Control Session Establishment procedure as defined in clause P.7.5.1.


In Step 3 of clause 7.2 for WLAN scenario the PCEF includes the UE local IP address and the UDP port number (if available), while for the H(e)NB scenario the PCEF includes the H(e)NB Local IP address, the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to.

B.1.
In case 1, triggered by the IP-CAN session establishment indication, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF to establish the Gateway Control Session over S9a. For WLAN scenario the PCRF includes in the request message to BPCF the IMSI, the APN, the UE local IP address and the UDP port number, while for the H(e)NB scenario it includes the IMSI, the APN, H(e)NB Local IP address, the UDP port number (if available). For home routed, the H-PCRF initiates a Gateway Control Session over S9 to trigger the V-PCRF to establish the Gateway Control Session over S9a, for visited access, the V-PCRF initiates a Gateway Control Session over S9 to H-PCRF and the Gateway Control Session over S9a to BPCF.

B.2
.
The BPCF Initiates Gateway Control session establishment on S9a including in the request message the IMSI, IP-CAN type, UE Local IP address, H(e)NB Local IP Address, and optionally, the APN.


B.3
.
The PCRF reply message contains the result code.

**** Next Change ****
P.7.4.1
PCEF-Initiated IP-CAN Session Modification
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Figure P.7.4.1: PCEF-initiated IP-CAN Session Modification

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is performed when the UE Local IP address, H(e)NB Local IP address or the UDP port number is changed. This procedure is the same as described in clause 7.4.1 with the additions described below:


Step 3 in case 1, the PCEF provides the updated UE local IP address, the updated H(e)NB IP address and/or UDP port number to the PCRF.

A.1.
The PCRF (non-roaming case) initiates Gateway Control and QoS Rule Provisioning with the BPCF to provide:

a.
QoS-Rule with the QoS information (QCI, GBR, MBR, ARP).



b.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.

NOTE:
For encrypted tunnels there is no need to provide the SDF filters over S9a.

c.
UE local IP address and/or the UDP port number, the H(e)NB Local IP address are provided in the request.


The H-PCRF (home routed roaming case) provisions for WLAN case the UE local IP address and UDP port number (if available) and for H(e)NB case the H(e)NB local IP address and UDP port number (if available) to the V-PCRF to trigger the provisioning over S9a.

A.2.
The BPCF translates the QoS rule as received of the S9a interface (i.e. QCI, GBR, MBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9a to QoS parameters applicable in the BBF domain is out of 3GPP scope). The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9a interface (i.e. QCI, GBR, MBR and ARP) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.


**** Next Change ****
P.7.4.2
PCRF-Initiated IP-CAN Session Modification

This procedure is initiated by the PCRF (non-roaming) or by the V-PCRF (roaming). The (V-)PCRF requests the BPCF to perform admission control.
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Figure P.7.4.2: PCRF-Initiated IP-CAN Session Modification

This procedure is applicable for WLAN and H(e)NB scenario. This procedure is the same as described in clause 7.4.2 with the additions described below:

A.1.
Triggered by the step 1, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rule Request to provide:

a.
QoS-Rule with the QoS information (QCI, GBR, MBR, ARP).




b.
Information (e.g. Session ID) that allows the BPCF to associate the request with the existing Gateway Control Session on S9a so that the fixed access can identify the traffic plane resources that are affected.

NOTE:
For encrypted tunnels there is no need to provide the SDF filters over S9a.

c.
UE local IP address and/or the UDP port number, the H(e)NB Local IP address are provided in the request.

A.2.
The BPCF translates the QoS rule as received of the S9a interface (i.e. QCI, GBR and ARP) into access specific QoS parameters applicable in the BBF domain (the details of the mapping from 3GPP QoS parameters on S9a to QoS parameters applicable in the BBF domain is out of 3GPP scope). The BPCF may respond with a "counter-offer" in form of acceptable bandwidth and/or QoS for one or more SDFs if it cannot provide the requested QoS from the PCRF. The BPCF provides the acceptable QoS in the BBF access using 3GPP QoS parameters on S9a interface (i.e. QCI, GBR) in the reply if the QoS validation for admission control fails. The PCRF may make a new policy decision, e.g. decide to modify or remove the affected QoS rules.

**** Next Change ****
P.7.4.3
BPCF-Initiated IP-CAN Session Modification
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Figure P.7.4.3: BPCF-Initiated IP-CAN Session Modification

The trigger for this procedure is that the BPCF has pre-empted some resources and wants to report a QoS rule failure to the PCRF, or when the BBF network cannot sustain the Bandwidth allocated to a particular traffic class/DSCP aggregate,.

This procedure is applicable for WLAN and H(e)NB scenario.


NOTE: 
Whether additional condition and criteria specific for BBF network and defined by BBF forum are applicable for trigger BPCF-Initiated IP-CAN session modification is out of the scope of 3GPP definition.

A.1.
The BPCF initiates Gateway Control and QoS Rule Request to report QoS Rule failure to PCRF. The request includes a report identifying the QoS Rules that failed and a reason.
A.2.
The PCRF acknowledge the request and may initiate PCRF-initiated IP-CAN session modification.


Step 5 to 14 is the same as described in clause 7.4.2.


**** End of Changes ****
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B.1. PCRF-triggered Gateway Control Session Establishment 
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B.2   BPCF-Initiated Gateway Control Session Establishment
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A.2. Gateway Control and QoS Rule Request ACK







A.1. Gateway Control and QoS Rule Request
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 IP-CAN Session Modification steps 3 to 5 in clause 7.4.1
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