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1. Overall Description:

TSG SA has discussed the requirements for PWS support in the UE. It has been discovered that 3GPP specifications are not completely aligned in this area, and TSG SA would like to request the addressed working groups to review their PWS related specifications and to align with the following principles:

TSG SA recommends that the following requirements be incorporated in 3GPP specifications for UE support of PWS. UEs that do not support PWS can also exist and those are not impacted.

1. UEs supporting PWS are expected to support at the minimum the MI values of at least one of the PWS subtypes (ETWS, CMAS, KPAS, EU-Alert). 

a. Currently, there are MIs allocated for ETWS, CMAS, KPAS, and EU-Alert.
b. UEs supporting PWS may optionally support more than one PWS subtype.
2. UEs supporting PWS shall not require any user or operator configuration to receive and process any PWS warning messages for the PWS subtype(s) it supports.
a. User opt-out is allowed only as specified in the current 3GPP specifications.
3. No Management Object (MO) to override or change this behaviour is needed, so the PWS related MO requirements need to be removed from 3GPP specifications.

4. A USIM data file with two settings needs to be added to disable the PWS functionality (this applies from Rel-11 onwards).
a. Non-existing or empty data file as well as feature specific fields not set means no change to above requirements.
b. HPLMN PWS disable field disables PWS support in HPLMN and PLMNs equivalent to it.
c. Unsecured PWS disable field mandates the UE to ignore all PWS warning messages that are received without security protection.
2. Actions:

To CT1, CT6, SA1, SA2, SA3:


The receiving working groups are requested to align their specifications with the above guidance.
To SA1:


In addition to the above task, SA1 is requested to study the Rel-11 requirements related to item 4 above.

3. Date of Next TSG-SA Meeting:

TSG-SA Meeting #55 
5 – 7 March, Xiamen, China
