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1. Overall Description:

RAN3 would like to thank SA3 for their LS on Security for LTE relay nodes.

RAN3 has analysed the solution chosen by SA3 and concluded that the current RAN3 stage-2/3 specification already supports all required features without any changes, as follows:

0) The DeNB is already aware of which MMEs support RN functionality, via the S1 Setup Response messages earlier received from the MMEs.

1) During the RN attach procedure (Phase II), the DeNB provides a RN indicator to an RN-supporting MME.

2) The MME checks if the RN is authorised for relay operation.

3) Only if the RN is authorised, the MME accepts the Attach, otherwise the MME rejects the Attach.

Therefore RAN3 is of opinion that this extended S1 INITIAL CONTEXT SETUP message (S3-110186) is not needed.

2. Actions:

To SA3 group.

ACTION: 

RAN3 kindly asks SA3 to take the above into account. 
3. Date of Next TSG-RAN WG3 Meetings:

TSG-RAN WG3 Meeting #72
9th – 13rd May 2011

Kobe, Japan.
TSG-RAN WG3 Meeting #73
22nd – 26th August 2011
Athens, Greece.
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