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*** FIRST CHANGE section 6.5 ***
Table 6.2: Mapping between Events information and IRI information

	parameter
	description
	HI2 ASN.1 parameter

	observed MSISDN
	Target Identifier with the MSISDN of the target subscriber (monitored subscriber).
	partyInformation (party-identiity)

	observed IMSI
	Target Identifier with the IMSI of the target subscriber (monitored subscriber).
	partyInformation (party-identity)

	observed IMEI 
	Target Identifier with the IMEI of the target subscriber (monitored subscriber)
	partyInformation (party-identity)

	observed PDP address
	PDP address used by the target..
	partyInformation

(services-data-information)

	event type
	Description which type of event is delivered: PDP Context Activation, PDP Context Deactivation,GPRS Attach, etc.
	gPRSevent

	event date
	Date of the event generation in the xGSN
	timestamp

	event time
	Time of the event generation in the xGSN
	

	access point name
	The Access Point Name contains a logical name (see 3GPP TS 23.060 [---TBD---])
	partyInformation

(services-data-information)

	PDP type
	This field describes the PDP type as defined in TS GSM 09.60, TS GSM 04.08, TS GSM 09.02
	partyInformation

(services-data-information)

	initiator
	This field indicates whether the PDP context activation, deactivation, or modification is MS directed or network initiated.
	initiator

	correlation number
	Unique number for each PDP context delivered to the LEMF, to help the LEA, to have a correlation between each PDP Context and the IRI. 
	gPRSCorrelationNumber

	lawful interception identifier
	Unique number for each lawful authorization.
	lawfulInterceptionIdentifier

	location information
	When authorized, this field provides the location information of the target that is present at the SGSN at the time of event record production.
	locationOfTheTarget

	SMS
	The SMS content with header which is sent with the SMS-service
	sMS

	failed context activation reason
	This field gives information about the reason for a failed context activation of the target subscriber.
	gPRSOperationErrorCode

	failed attach reason
	This field gives information about the reason for a failed attach attempt of the target subscriber.
	gPRSOperationErrorCode

	service center address
	This field identifies the address of the relevant server within the calling (if server is originating) or called (if server is terminating) party address parameters for SMS-MO or SMS-MT.
	serviceCenterAddress

	umts QOS
	This field indicates the Quality of Service associated with the PDP Context procedure.
	qOS

	context deactivation reason
	This field gives information about the reason for context deactivation of the target subscriber.
	gPRSOperationErrorCode

	network identifier
	Operator ID plus SGSN, GGSN, or HLR address.
	networkIdentifier

	iP assignment
	Observed PDP address is statically or dynamically assigned.
	iP-assignment

	SMS originating address
	Identifies the originator of the SMS message.
	DataNodeAddress

	SMS terminating address
	Identifies the intended recipient of the SMS message.
	DataNodeAddress

	SMS initiator
	Indicates whether the SMS is MO, MT, or Undefined
	sms-initiator

	serving SGSN number
	An E.164 number of the serving SGSN.
	servingSGSN-Number

	serving SGSN address
	An IP address of the serving SGSN.
	servingSGSN-Address

	NSAPI
	Network layer Service Access Point Identifier

information element contains an NSAPI identifying a PDP Context in a mobility management context specified by the Tunnel Endpoint Identifier Control Plane

This is an optional parameter to help DF/MF and LEA's to distinguish between the sending mobile access networks when the GGSN is used as element of the PDG according TS 23.234 [43].
	nSAPI


NOTE:
LIID parameter must be present in each record sent to the LEMF.

*** NEXT CHANGE section 8.5 ***

Table 8.2: Mapping between Events information and IRI information

	parameter
	description
	HI2 ASN.1 parameter

	observed MSISDN
	Target Identifier with the MSISDN of the target subscriber (monitored subscriber).
	partyInformation (partyIdentiity)

	observed IMSI
	Target Identifier with the IMSI of the target subscriber (monitored subscriber).
	partyInformation (partyIdentity)

	observed NAI 
	Target Identifier with the NAI of the target subscriber (monitored subscriber).
	partyInformation (partyIdentity)

	event type
	Description which type of event is delivered: I-WLAN Access Initiation, I-WLAN Access Termination, I-WLAN Tunnel Establishment, I-WLAN Tunnel Disconnect, Start of Intercept with I-WLAN Communication Active, etc. 
	i-WLANevent

	event date
	Date of the event generation in the PDG or AAA server.
	timestamp

	event time
	Time of the event generation in the PDG or AAA server.
	

	WLAN access point name
	The WLAN Access Point Name contains a logical name of the access point (see 3GPP TS 23.060 [---TBD---]).
	partyInformation

(services-Data-Information)

	initiator
	This field indicates whether the event being reported is the result of an MS directed action or network initiated action when either one can initiate the action.  
	initiator

	correlation number
	Unique number for each I-WLAN tunnel delivered to the LEMF, to help the LEA, to have a correlation between each I-WLAN tunnel and the IRI. 
	correlationNumber

	lawful interception identifier
	Unique number for each lawful authorization.
	lawfulInterceptionIdentifier

	WLAN UE Local IP address
	The Local IP address used by the target in a WLAN AN.
	partyInformation

(services-data-information)

	WLAN UE MAC address
	MAC Address of WLAN UE on the WLAN 
	i-WLANInformation

 (wLANMACAddress)

	WLAN Remote IP address 
	It is the IP address of the WLAN UE in the network being accessed by the WLAN UE and is used in the data packet encapsulated by the WLAN UE-initiated tunnel.  In addition, it is the source address used by applications in the WLAN UE. 
	partyInformation

(services-data-information)

	network identifier
	Operator ID plus PDG or AAA server address.
	networkIdentifier

	WLAN Operator name
	This field identifies the WLAN Operator serving the intercept subject.
	i-WLANInformation

 (wLANOperatorName)

	WLAN Location Name
	This field identifies the name of the location of the WLAN serving the subject.
	i-WLANInformation

(wLANLocationName)

	WLAN Location Information
	This field provides detailed location information about the WLAN serving the intercept subject. 
	i-WLANInformation

(wLANLocationInformation)

	NAS IP/IPv6 address
	An IP address of the serving Network Access Server.
	i-WLANInformation

 (nasIPIPv6Address)

	visited PLMN ID
	This field identifies the visited PLMN that will either terminate or tunnel the intercept subject's communications to the Home PLMN.
	visitedPLMNID

	session alive timer
	Thi field identifies the expected maximum duraton of the I-WLAN access being initiated. 
	i-WLANInformation

(sessionAliveTimer)

	failed access reason
	This field gives information about the reason for a failed access initiation attempt of the target subscriber.
	i-WLANOperationErrorCode

	session termination reason
	This field identifies the reason for the termination of the I-WLAN access.
	i-WLANOperationErrorCode

	failed tunnel establishment reason
	This field gives information ("Authentication failed" or Authorization failed") about the reason for a failed tunnel establishment of the target subscriber.
	i-WLANOperationErrorCode

	tunnel disconnect reason
	This field gives information about the reason for tunnel disconnect of the target subscriber. (For Further Study).
	i-WLANOperationErrorCode

	NSAPI
	Network layer Service Access Point Identifier.

Information element contains an NSAPI identifying a PDP Context in a mobility management context specified by the Tunnel Endpoint Identifier Control Plane.

This is an optional parameter to help DF/MF and LEA's to distinguish between the sending mobile access networks when the GGSN is used as element of the PDG according TS 23.234 [43].
	nSAPI


NOTE:
LIID parameter must be present in each record sent to the LEMF.

*** NEXT CHANGE section 9.5 ***

Table 9.2: Mapping between Events information and IRI information

	parameter
	Description
	HI2 ASN.1 parameter

	observed IMSI
	Target Identifier with the IMSI of the target subscriber (monitored subscriber).
	partyInformation (partyIdentiity)

	event type
	Description which type of event is delivered MBMS Service Joining, MBMS Service Leaving, MBMS Subscription Activation, MBMS Subscription Modification, MBMS Subscription Termination, Start of intercept with MBMS Service Active  etc. 
	mbms-Event

	event date
	Date of the event generation in the BM-SC server.
	Timestamp

	event time
	Time of the event generation in the BM-SC server.
	Timestamp

	BM-SC Identifier
	Name or Identifier of BM-SC
	mbmsInformation

(mbmsBmscName)

	initiator
	This field indicates whether the event being reported is the result of an UE directed action or network initiated/ off-online action when either one can initiate the action.  
	Initiator

	correlation number
	Unique correlation number for each subject MBMS service and MBMS session. It is used for correlating different  IRI records. However the correlation number is not used to correlate subscription related events.
	correlationNumber

	lawful interception identifier
	Unique number for each lawful authorization.
	lawfulInterceptionIdentifier

	MBMS Subscribed Service
	Name or Identifier of the MBMS Service to which the Target Subscriber has subscribed. Must provide explicit identification of service subscribed from all other services (e.g. TV Channel name and name of content to be viewed)
	mbmsInformation

(mbmsServiceName)

	MBMS Service Joining Time
	MBMS Service Joining Time
	mbmsInformation

(mbms-join-time) 

	MBMS Service Subscription List
	List of all users subscribed to MBMS Service to which Target Subscriber has requested Joining.
NOTE:- This list may be very long for some services.
	mbmsInformation

(MbmsSerSubscriberList)

	Visited PLMN ID
	Identity of the visited PLMN to which the user is registered
	visitedPLMNID

	APN
	The Access Point Name contains a logical name on which IP multicast address is defined (see 3GPP TS 23.060 [---TBD---])
	mbmsInformation

(MBMSapn)

	Multicast/Broadcast Mode
	MBMS bearer service in broadcast or multicast mode
	mbmsInformation

(mbms-Mode)

	IP IP/IPv6 multicast address(multicast mode only)
	IP or IPv6  multicast address identifying the MBMS bearer described by this MBMS Bearer Context.
	mbmsInformation

(mbmsIPIPv6Address)

	List of Downstream Nodes
	List of downstream nodes that have requested the MBMS bearer service and to which notifications and MBMS data have to be forwarded.
	mbmsInformation

(mbmsNodeList)

	MBMS Service Leaving Reason


	Indicates whether the UE initated/requested leaving, or whether BM-SC/network terminated the Serivce to the UE (eg GSN session dropped or BM-SC subscription expired etc).

Logically if leaving reason is subscription expiry then subscription terminated report record will also be generated.
	mbmsInformation

(mbmsLeavingReason)

	MBMS Service Subscription Terminated Reason
	Indicates whether the service subscription termination was requested initiated/requested by the user (including via customer services or other off-line means) or whether subscription expired.
	mbmsInformation

(mbmsSubsTermReason)


NOTE:
LIID parameter must be present in each record sent to the LEMF.

*** NEXT CHANGE annex B.3 ***

GPRS-parameters ::= SEQUENCE 

{


pDP-address-allocated-to-the-target 
[1] DataNodeAddress OPTIONAL,


aPN 




[2] OCTET STRING (SIZE(1..100)) OPTIONAL,


-- The Access Point Name (APN) is coded in accordance with



-- 3GPP TS 24.008 [9] without the APN IEI (only the last 100 octets are used).


-- Octets are coded according to 3GPP TS 23.003 [25].

pDP-type 



[3] OCTET STRING (SIZE(2)) OPTIONAL,


...,


nSAPI




[4] OCTET STRING (SIZE (1)) OPTIONAL
}

*** NEXT CHANGE annex B.7 ***

I-WLAN-parameters ::= SEQUENCE 

{


wlan-local-IP-address-of-the-target 
[1] DataNodeAddress OPTIONAL,


w-APN 








[2] OCTET STRING (SIZE(1..100))
OPTIONAL,


-- The Access Point Name (APN) is coded in accordance with



-- 3GPP TS 24.008 [9] without the APN IEI (only the last 100 octets are used).


-- Octets are coded according to 3GPP TS 23.003 [25].

wlan-remote-IP-address-of-the-target 
[3] DataNodeAddress 
OPTIONAL,


...

}

*** SECOND LAST CHANGE annex B.8 ***

MBMSparameters ::= SEQUENCE 

{


aPN 







[1] UTF8STRING
OPTIONAL,


-- The Access Point Name (APN) is coded in accordance with



-- 3GPP TS 24.008 [9] without the APN IEI (only the last 100 octets are used).


-- Octets are coded according to 3GPP TS 23.003 [25].


...

}

*** LAST CHANGE annex B.8 ***


mBMSapn 






[7] UTF8STRING





OPTIONAL,



-- The Access Point Name (APN) is coded in accordance with



-- 3GPP TS 24.008 [9] without the APN IEI (only the last 100 octets are used).


-- Octets are coded according to 3GPP TS 23.003 [25].

mbmsSerSubscriberList



[8] MBMSSerSubscriberList


OPTIONAL,


mbmsNodeList





[9] MBMSNodeList




OPTIONAL,

...

}
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