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3GPP defined the Generic Authentication Architecture (GAA). The adoption of GAA by other standardization bodies showed that some services can not make the assumption that the User Equipment (UE) has always the possibility to connect to the Bootstrapping Server Function (BSF) or that the UE for different reasons has not performed a bootstrapping procedure directly with the BSF.
The present document specifies a Push Function as a functional add-on for the Generic Authentication Architecture (GAA)

Changes since last presentation (SA#38):

The following issues have been completed or progressed

- GBA Push key handling is according to the disposable-Ks model.
- GBA Push shall be supported by all GBA aware MEs

- GBA Push is build upon already specified UICC functionality 

Outstanding Issues:

The following issues are outstanding:
-  Where/how mapping from public to private identities shall take place.

- TS 33.222 has to be aligned with the use of NAF SA identities as defined in this specification.
- Review by SAGE of specified integrity and confidentiality mechanisms and algorithms

-  The writing of Annexes A and B, both informative.
Contentious Issues:
