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This document specifies the security provided by EPS for non-3GPP Accesses for both trusted and untrusted access. This includes the security interworking between 3GPP access networks and non-3GPP access networks, the authentication and key agreement procedures, the establishment of security contexts and the network domain security.
Changes since last presentation (SA#39):

The following issues have been completed or progressed:

· An overview section was provided, the main security features have been listed and definitions (i.e. on trusted and untrusted access) were added.

· Authentication and key agreement for trusted and untrusted access was further progressed:

· Text on handling of IPsec tunnels in mobility events been provided.

· Figures with information flows have been included.

· Many issues related to adaptation of I-WLAN procedures for trusted and untrusted access have been resolved. 

· For host-based mobility:
· The MIPv4 security procedures have been provided.
· DSMIPv6 text has further progressed.
· The section on Emergency Calls was deleted, as it is not part of Rel-8.

· An alignment check with TS 23.402 has been performed.
Outstanding Issues:

The following issues are outstanding:

· Authentication and key agreement for trusted and untrusted access:

· Shall the credentials used with EAP-AKA reside on the UICC for all cases in non-3GPP accesses ? 

· For host-based mobility
· Some more work is needed to complete the specification how to establish the MIPv4 security context.
· DSMIPv6 needs the completion of various issues listed by the Editors Notes.
· The requirement in Section 6.1 is still under discussion in SA3, but some progress was achieved.

· The impacts of discovery of network properties needs further work.

Contentious Issues:

· Shall the credentials used with EAP-AKA reside on the UICC for all cases in non-3GPP accesses ?

· The requirement in Section 6.1 is still under discussion in SA3.

