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Abstract of document:

The TS describes the security features and mechanisms to provision a shared key between a UICC Hosting Device and a Remote Device connected via a local interface. The shared secret is then intended to be used to secure the interface between the remote device and the UICC hosting device. The mechanism described in the TS is built on the existing infrastructure defined in Generic Bootstrapping Architecture.

Changes since last presentation to TSG SA Meeting # 35:

The use case, where the UICC holding device has connectivity and the remote device has not was resolved.

Support for PSK TLS was added.

It was agreed that NAF Key Centre dedicated to the Key Establishment Mechanism cannot be located in a Visited Network. 

Black listing rules were clarified. 

Outstanding Issues:

None.

Contentious Issues:

None.

