ETSI TISPAN#10bis

10bTDXXX

Technical Specification Group Services and System Aspects
TSGS#36(07)0322
Meeting #36, 04 - 07 June 2007,

Busan, South Korea

Source:
NTT DoCoMo, inc
Title:
Cover sheet for updated PPAC WID
Document for:
Discussion
Agenda Item:
11.7
Abstract of contribution: This document briefly introduces an SA1 study item, Paging Permission with Access Control. It proposes future working procedure for this item, and asks for SA’s decision on the proposed updated Work Item Description sheet. 
1. Introduction

The study of Paging Permission with Access Control, a.k.a., PPAC has been an SA1 working item, and SA1#36 in Mar 2007 agreed that the TR is now 80% completed and SA1 recommended to update the WID from Study Item (SI) to Work Item (WI) to start stage2 work. To start the subsequent work in an appropriate technical working group, a guidance to be made on which technical working group initiate subsequent works, and eventually send a LS to the WG. 

2. Contents of SA1 PPAC

Currently, access control capability has defined in several specifications (e.g. TS 22.101, TS24.008, and TS25.331) in order to prevent UE from responding to a paging request during access class control. 
Such access control operation likely to be performed in the event of large scale congestion happens, i.e., after a large-scale natural disasters such as earthquakes. But, cellular communication must be considered as one of the most powerful means for communication especially in the event of such as disasters. Thus, additional feature for enhanced reliability should be developed.
Three use-cases have been identified in TR22.908 and presented in the following briefly;

1. The priority communication service that is originated from an authorised user (e.g. government, emergency responder) to a user who camps in congested area where the access control operation is on the effect.
2. The emergency service call back where the terminating side camps in congested area.
3. The communication between user UEs in the same area where access control is performed. In this case, a network operator performs an access class control, and the access class of originating UE is unbarred and terminating UE is barred. 
Based on the gap analysis performed in the TR, it is concluded that the only new capability required for PPAC in terms of service requirement is for the UE to be able to respond to a paging request while the access control is on the effect. 
3. Discussion

The next standardization work expected is to start the stage2 work, whereas SA1 will continue with its work to capture the requirements described in technical report in the relevant SA1 technical specification. 

As it is described above, SA1 WG concluded that there will be an only impact on the behavior of UE in terms of service requirement. Looking at this from stage2 perspective, PPAC causes little or no impact on current architecture, which means there will be no change request to be provided to SA2 specification. 

Even so, it is appropriate way forward to give SA2 the responsibility to investigate on functional requirement, but certainly it is our understanding that there is no necessity for dedicated stage2 TR or TS; instead, the proper discussion paper and change request will be enough to cover this matter. Therefore, our proposed attached updated WID simply expands the existing SA1 WID to include SA2 as a secondary responsibility. 
4. Proposal

We would like to present this newly proposed updated WID and ask for SA's decision. Then we would like to propose sending a LS to SA2 to start its necessary work and to SA1 to acknowledge SA's decision and start technical specification work. 
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