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1. Overall Description:

SA1 would like to thank SA2 for the LS S2-063420 (S1-061143). The questions from SA2 are addressed below.

Question 1 

There currently exists text in TS 22.228 V 7.4.0 (see below) however SA2 is unsure if this requirement mandates that the Release 7 UE and network have to support GRUU.

"It shall be possible for a service to identify and interact with a specific UE even when multiple UEs share the same single Public User Identity"

With respect to Question 1 SA1 has the following recommendation:

The text highlighted from TS 22.228 requires that IMS compliant Rel-7 Networks and UEs shall support the functionality to meet this requirement. The intent is to allow an operator to share the same single Public User Identity between multiple UEs. An application or service should use the most appropriate addressing scheme for its particular needs. This scheme should be used in the case where the A party wishes to address a specific UE. In the case where the A party wishes to contact the B party at any of his UEs then the Public User Identity should be used. 

Question 2

Under what conditions is it necessary to use a GRUU? The use of GRUU under certain circumstances may cause undesirable behaviour. For example: how do we prevent issues when the A party uses a GRUU (that it learnt in a previous dialogue) within the context of an application, where GRUUs are not supposed to be used and interfere with how the application behaves on the B side (see uses cases below)?

GRUU can be used in the case where the A party wishes to address a specific UE. In the case where the A party wishes to contact the B party at any of his UEs the Public User Identity should be used.

Possible Issue 1: 


Is it reasonable for the calling party (party A) to use GRUU to override the called party’s preferences for call distribution services? 

What this means is that if party A calls party B and party B has a mobile phone, desk phone and PC, the call will get forked to all devices and the PC may answer. The GRUU for B’s PC is stored on device A. If B had a sequential ringing scheme whereby the mobile phone rang first, then the desk phone, then the PC, then this scheme would be lost at the next time that party A called party B, as the party A may decide to insert the GRUU for the next communication with party B, thus contacting the PC. This would override any ringing/contacting preferences for party B. 

This could possibly be solved by the terminator not sending a GRUU back to the originator if the terminator had call distribution services, but then limits the use of GRUU.

SA1 understands that if the A party chooses to address a specific UE of the B party then the consequence would be to override those preferences of the B party indicated above. Hence the A party should address the B party using the GRUU when the A party has a specific reason for doing so. In other cases the A party should use the Public User Identity and in that case the preferences of B will be respected. 

When GRUU is used it shall not impact the terminating call distribution services.

Possible Issue 2: 


How to avoid undesirable terminating behaviour?

If in the above scenario, the PC was turned off (i.e. the contact was deregistered) then the call may fail or go to voice mail, when it could have been delivered to one of the other available devices. 

SA1 do not believe that this terminating behaviour is undesirable. 

It may be that the A party only wishes to establish communication with the B party if they were available at their PC. For example, the A party may wish to send a set of presentation slides to the B party, and if the B party is not available at his PC then the A party does not wish to communicate with the B party at all. Of course if B party does not want to be communicated in that way, he can ignore the call.

In the case where the A party wishes to communicate with the B party at any of his UEs then he should use the Public User Identity. 

Possible Issue 3: 


How does the calling party (party A) get informed of a change of terminating preferences for party B?

There may be cases where user B always wants user A to contact him/her on his/her mobile phone irrespective of whether user B is active on any other device. However, if user B now changes his terminating preferences such that a sequential ringing scheme should be employed (with the mobile being the last device paged), how does user A get informed to not use user B’s GRUU to contact user B for further communications? 

SA1 understands that this potential issue requires that there is some mechanism for the B party to request that the A party does not use the GRUU to contact the B party. Whilst this could be via a verbal or message based request SA1 also suggests that B could use Presence to advertise his preference. 

Possible Issue 4: 


How does the calling party (party A) know what device the GRUU of party B represents?

UE A may have learnt all the GRUUs for user B from previous dialogues, but where is the intelligence in UE A to map the opaque parameter to an intelligible device name for B that can be represented in the UE A’s address book? For example, how does user A contact user B directly on his mobile phone if the GRUUs received from party A are made up of an opaque parameter containing an instance-id of a UE of user B?

SA1 understands that this situation is the same as today when A calls B and is told by B that this is B’s mobile number and then after the call A saves B’s number in his address book under “Mobile”. 

In the example given, unless B has provided A with the specific address of his mobile phone and the information that it is his mobile phone (verbally, via a message, using Presence or via some other method) then SA1 understands that A has insufficient information with which to contact B directly on his mobile phone. 

2. Actions:

To SA2 

ACTION: SA1 asks SA2 to note the above recommendations in order to avoid ambiguous handling of GRUU and to prevent service impacting interoperability issues.
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