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******* Second modified section*******

5.20
Procedures for Assigning, Using, and Processing GRUUs
5.20.1
UE

5.20.1.1
Obtaining a GRUU during registration

A UE shall indicate its support for the GRUU mechanism in the registration request and retain the GRUU in the registration response   The UE shall generate an instance identifier that is a unique identifier for that UE. The UE shall include an instance identifier in all registration requests. Instance identifiers shall conform to the mandatory requirements for Instance identifiers specified in draft-ietf-sip-gruu-10 [xx] and draft-ietf-sip-outbound-04 [yy]. 
If the registered Public User Identity is part of an implicit registration set, the UE shall obtain and retain the GRUU for each implicitly registered SIP URI sent by the S-CSCF in accordance to draft-ietf-sipping-gruu-reg-event-06 [zz]

5.20.1.2
Using a GRUU

When sending SIP requests from an explicitly or implicitly registered Public User Identity for which a UE obtained GRUU, the UE should use the corresponding retained GRUU as a Contact address.

When responding to SIP requests where the identification of the called party is a registered Public User Identity for which a UE obtained a GRUU, the UE shall use the corresponding retained GRUU as the Contact address when addressing that UE.
A UE may learn a GRUU of another UE using mechanisms that are outside the scope of this specification, (e.g a UE may learn a GRUU from the contact header of a request, from presence information, or by other mechanisms). 

If a UE that receives a notification from the S-CSCF indicating that an implicit registration has occurred for a contact the UE has registered, then the UE shall retain the GRUUs included in the notification for future use.

5.20.1.3
Using a GRUU while requesting Privacy

When a UE sends a request or response containing a GRUU, and it wishes to block the delivery of its Public User Identity to an untrusted destination, it shall include an indication of Privacy.
5.20.2
Serving-CSCF

5.20.2.1
Allocating a GRUU during registration

The S-CSCF, when receiving a registration request from a UE that includes an instance id, shall allocate a GRUU. If the UE indicates support of GRUU in the REGISTER request, then the S-CSCF shall return the GRUU in the registration response and associate that GRUU with the registered contact information for that UE. 
Note: As long as the instance id provided in the register request is the same, the resulting GRUU will always be the same for a given public user identity.

If there are implicitly registered public user identities, the S-CSCF shall generate a GRUU for each implicitly registered public user identity and include the corresponding GRUU with the notification of each implicitly registered public user identity
5.20.2.2
Using a GRUU

The filter criteria in the service profile may check for the presence of a GRUU in the Request URI or related parameters of a request. 
For orginations, the S-CSCF shall validate the GRUU conveyed in the contact header of the SIP request and pass the SIP request with the validated GRUU to Application Servers based on the filter criteria.

For terminations, the S-CSCF may validate the GRUU conveyed in the Request URI header of the SIP request and pass the SIP requrest with the validated GRUU to Application Servers based on filter criteria. 

Application servers may then apply services to the GRUU.
If the SIP message is destined to a GRUU, then the S-CSCF shall associate the request with the corresponding public user identity. The S-CSCF will not fork this request, but will direct the call to the identified instance.

S-CSCF shall provide an indication to UE that the SIP request was targeted to a GRUU.

5.20.3
Interrogating-CSCF

When routing requests addressed to a GRUU to the terminating S-CSCF, the I-CSCF uses only the Public User Identity obtained from the GRUU when querying the HSS. Requests routed to the terminating S-CSCF are addressed to the GRUU without changing the Request-URI.
******* End of Second modified section*******

******* Start of third modified section*******
Annex F (informative):
Routing subsequent requests through the S‑CSCF
This annex provides some background information related to subclause 5.4.5.3.

The S‑CSCF is the focal point of home control. It guarantees operator control over sessions. Therefore IMS has been designed to guarantee that all initial session signalling requests goes through the Home S‑CSCF on both terminating and originating side. A number of tasks performed by the S‑CSCF are performed either at registration time or immediately during session set-up, e.g. evaluation of initial filter criteria. However, there are tasks of the S‑CSCF, which require the presence of the S‑CSCF in the signalling path afterwards:

-
Media parameter control: If the S‑CSCF finds media parameters that local policy or the user's subscriber profile does not allow to be used within an IMS session, it informs the originator. This requires record-routing in the S‑CSCF. For example, change of media parameters using UPDATE would by-pass a S‑CSCF, which does not record-route.

-
CDR generation: The S‑CSCF generates CDRs, which are used for offline charging and for statistical purposes. A S‑CSCF, which does not record-route, would not even be aware of session termination. If the CDRs at the S‑CSCF are needed, then the S‑CSCF must record-route.

-
Network initiated session release: The S‑CSCF may generate a network-initiated session release, e.g. for administrative reasons. For that purpose a S‑CSCF needs to be aware of ongoing sessions. In particular it must be aware of hard state dialogs that are required to be terminated by an explicit SIP request.
-
If  a UE registered to the S-CSCF uses a Globally Routable User Agent URI (gruu) assigned by the S-CSCF as a contact address when establishing a dialog, then the S-CSCF needs to remain in the signaling path in order to translate mid-dialog requests addressed to that contact address.
The above criteria are particularly important for "multimedia telephony" type peer-to-peer communication.

-
Media parameter control guarantees that the user does not use services he or she did not pay for.

-
For telephony type services the session charging component is the most important one.

-
If a subscriber is administratively blocked, the network shall have the possibility to terminate ongoing communication.

More generally, all the tasks are needed; thus they need to be provided elsewhere if the S‑CSCF does not record-route.

On the other hand there are client-server based services, which may be offered by the home operator. An example of such service available today where the no record route principle is applied, is Presence, where notifications need not go through the S‑CSCF. Another example could be where the UE initiates a session to an Application Server (AS) in the home operator's domain, e.g. video download. In such cases:

-
The server implementation (or the server's knowledge of user subscription data) may limit the allowed media parameters.

-
Charging will be mostly event-based charging (content charging) and depends on the information provided from the AS.

-
The AS can terminate sessions. And the dialogs may be soft state dialogs, which are not required to be terminated by an explicit SIP request (e.g. SUBSCRIBE dialogs).
However not in all cases the AS would receive the necessary information, which usually triggers session release (e.g. for administrative reasons).

Thus, for some client-server based services, it might not be necessary to keep the S‑CSCF in the path. It may be desirable for an operator to avoid the load in the S‑CSCF and control the service from the AS. For such services "no record-routing in S‑CSCF" may be configured together with the initial filter criteria, as defined in subclause 5.4.5.3.
******* End of third modified section*******
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