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Abstract of document:

Securing the storage, processing, and input and output of sensitive data on an open platform are of critical importance. Also, isolation of applications that are managing (U)SIMs and (U)SIM readers, EAP-SIM and EAP-AKA protocols, and SAP applications from untrusted applications is imperative.  Protecting the interface between the trusted open platform and the UICC is also of critical importance.

Therefore, it is very much desirable that the Open Platform must have secure authentication and authorization mechanisms to protect against eavesdropping, and malicious modification of sensitive data and operator applications residing on the Open Platform.

Consequently, for the diverse 3GPP usage models of the Open Platform, such as the ones described in 3GPP TS 33.234, appropriate trust recommendations need to be outlined to counteract the threats. The technical report TR 33.905 describes trust recommendations for the usage models described in 3GPP.

Outstanding Issues:

The following issues are for further study and refinement:
- 
Recommendations for IMS
- 
Recommendations for split cases access security (or integrations of these recommendations into the I-WLAN section)

- 
Study, if further abreviations or definitions are needed

Contentious Issues:

None
