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Abstract of document:

TS 33.222 describes how the access over HTTP can be secured using TLS in the Generic Authentication Architecture. An application residing on a UICC may advantageously use such a mechanism to secure its communication with a Network Application Function (NAF). Due to time constraint, this scenario was not fully covered in release 6. 

The "HTTPS connection between a UICC and a NAF" functionality is a candidate for early implementation.

TR 33.918 v1.0.0 has been presented to TSG SA#29 for information.
Changes since last presentation to TSG SA:
The approved change requests, which introduce this "early implementation feature" in release 7 specifications, have been referenced in TR 33.918 version 2.0.0. Furthermore, the references have been updated to point to release 6.
Outstanding Issues:

None.

Contentious Issues:

None.

