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**** Start of 1st change****

5.7
IP Connectivity for WLAN 3GPP IP Access
5.7.1
Principles

The WLAN UE initiates the establishment of tunnels and is involved in packet encapsulation/decapsulation. The tunnel shall reside between the WLAN UE and the PDG. In the non roaming case, the PDG shall reside in the Home PLMN; in the roaming case, the PDG may reside either in the Home or in the Visited PLMN (both cases shall be supported).

 The following steps are performed at tunnel establishment:

1.
W-APN resolution and discovery of the tunnel endpoint (PDG) IP-address is performed using the procedures described in clause 7.9.

2.
Tunnel establishment, including mutual authentication, shall occur between the WLAN UE and the PDG.

NOTE 1:
Filtering attributes may be needed in order to enable the WLAN to enforce that the WLAN UE tunnels all traffic as required. Filtering attributes may be transmitted from 3GPP AAA Server to WLAN over the Wa reference point. The WLAN Access Network sets up appropriate packet filters.

NOTE 2:
The PDG is described in section 6.

The tunnel establishment is not coupled to WLAN access authentication/authorisation. The WLAN UE may establish several tunnels in order to access several external IP networks simultaneously. The external IP network selection is performed as part of the establishment of each tunnel.

Editor's note:
Routing towards the Home PLMN in the Visited PLMN, as well as its impacts on the WLAN AN, are for further study.

**** End of 1st change ****

**** Start of 2nd change ****

7.9
W-APN resolution and Tunnel establishment

This information flow presents the generic message exchange necessary in order to resolve the selected W-APN and establish a WLAN UE-Initiated tunnel for WLAN 3GPP IP Access purposes.

As a prerequisite of these procedures it is necessary to perform the following:
1.
Allocation of the WLAN UE's local IP address and optionally WLAN Access Authentication and Authorisation, which may depend on the home operator policy as well as the policy of the provider of the WLAN Access Network.
NOTE:
The authentication and authorization for WLAN Direct IP access and WLAN 3GPP IP access may be performed independently according to the home operator's policy. (For example, the WLAN Access Authentication and Authorisation procedure can be skipped when the home operator allows).
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Figure 7.10: Example message flow to WLAN UE-Initiated tunnel establishment

**** End of 2nd change ****
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