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	Reason for change:
(

	As defined in Stage 3, the I-CSCF(THIG) shall apply topology hiding to all headers which reveal topology information, such as Via, Route, Record-Route, Service-Route. The Stage 2 definition of Topology hiding defines that it applies to S-CSCF addresses, S-CSCF capabilities and network capabilities. This is inconsistent with the stage 3 implementation:

· Not only S-CSCF address is contained in these headers but all the entities addresses of the operator network contained in these headers (e.g. P-CSCF address).

· S-CSCF and network capabilities hiding/encryption is not defined.

Here is an extract from 24.229: "Upon receiving an outgoing request/response from the hiding network the I-CSCF(THIG) shall perform the encryption for topology hiding purposes, i.e. the I-CSCF(THIG) shall:

"6)
form one valid entry for the specific header out of the resulting NAI, e.g. prepend "SIP/2.0/UDP" for Via headers or "sip:" for Route and Record-Route headers.

NOTE 1:
Even if consecutive entries of the same network in a specific header are encrypted, they will result in only one encrypted header entry. For example:

Via: SIP/2.0/UDP icscf1_s.home1.net;lr, 

 SIP/2.0/UDP Token(
SIP/2.0/UDP scscf1.home1.net;lr, 








SIP/2.0/UDP pcscf1.home1.net;lr)@home1.net;











tokenized-by=home1.net, 


 SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

NOTE 2:
If multiple entries of the same network are within the same type of headers, but they are not consecutive, then these entries will be tokenized to different strings. For example:

Route:
sip:icscf1_s.home1.net;lr, 





sip:Token(sip:scscf1.home1.net;lr)@home1.net;tokenized-by=home1.net,





sip:as1.foreign.net;lr, 





sip:Token(sip:scscf1.home1.net;lr, 







  sip:pcscf1.home1.net;lr)@home1.net;tokenized-by=home1.net, 





sip:[5555::aaa:bbb:ccc:ddd]"

In these examples, the I-CSCF1 of the home network encryptes the addresses of S-CSCF1 and P-CSCF1.

	
	

	Summary of change:
(

	In Section 4.4 the sentence describing the information hidden is modified to state that all the operator network entities addresses are hidden.

In section 4.4 and 4.6.2.1, the parts related to the S-CSCF and network capabilities is removed.
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/********************************  START OF FIRST CHANGE ************************************/
4.4 
Signalling concepts

A Single session control between the UE and CSCF:

-
For Multi-Media type services delivered via the PS Domain within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point).

Protocols over the Gm reference point :

-
The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 3261 [12], other relevant RFC's, and additional enhancements required to support 3GPP's needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk :

-
A single session control protocol shall be used on the session control interfaces between:

-
MGCF and CSCF (Mg),

-
between CSCFs (Mw),

-
between a CSCF and external IP networks (Mm),

-
between CSCF and BGCF (Mi),

-
between BGCF and MGCF (Mj), and

-
between BGCF and BGCF (Mk) .

Protocols for the Mw, Mm, Mg, Mi, Mj, Mk :

-
The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 3261 [12], other relevant RFC's, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI session control :

-
The SIP based signalling interactions between CN elements may be different than SIP based signalling between the UE and the CSCF.

Based on operator preference, network configuration hiding may be applied. If network configuration hiding is applied, then the I‑CSCF(THIG) shall be used in order to fulfil the requirements as identified in TS 22.228 [8]. It is used to restrict the following information from being passed outside of an operator's network: addresses of the operator network entities. A more detailed motivation for such functionality is given in Annex C.

Restrict access from external networks :

-
The signalling solution shall allow the operator to restrict access from external networks (application level).

Access to HSS :

-
A network operator can control access to the HSS.

/********************************* END OF FIRST CHANGE **************************************/

/******************************  START OF SECONDCHANGE ************************************/
4.6.2.1
Topology Hiding Inter-network Gateway

In performing the above functions the operator may use a Topology Hiding Inter-network Gateway (THIG) function in the I‑CSCF (referred to hereafter as I‑CSCF(THIG)) or other techniques to hide the configuration and topology of the network from the outside. When an I‑CSCF(THIG) is chosen to meet the hiding requirement then for sessions traversing across different operators domains, the I‑CSCF(THIG) may forward the SIP request or response to another I‑CSCF(THIG) allowing the operators to maintain configuration independence.
/********************************* END OF SECOND CHANGE ***********************************/
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